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We present an improved ant colony algorithm-based approach to assess the vulnerability of a road network and identify the critical infrastructures. This approach improves computational efficiency and allows for its applications in large-scale road networks. This research involves defining the vulnerability conception, modeling the traffic utility index and the vulnerability of the road network, and identifying the critical infrastructures of the road network. We apply the approach to a simple test road network and a real road network to verify the methodology. The results show that vulnerability is directly related to traffic demand and increases significantly when the demand approaches capacity. The proposed approach reduces the computational burden and may be applied in large-scale road network analysis. It can be used as a decision-supporting tool for identifying critical infrastructures in transportation planning and management.

1. Introduction

As a primary infrastructure of the modern city, a robust transportation network is one of the preconditions of a flourishing economy and a high standard of living-class life. However, there are many events emergencies, such as traffic congestion, traffic accidents, road maintenance, bad weather, and terrorist activities, that can have a tremendous impact on the operational performance of the road network and can make some road segments impassable. These events will cause the traffic flow to be redistributed, which could cause congestion in other road segments to occur. In these cases, the vulnerabilities of the road network reveal themselves constantly [1–3]. It is uneconomical to solve these problems merely by constructing the road infrastructure to increase the capacity of the entire road network [4]. Instead, we should explore the characteristics and laws of the exposed problems, identify the vulnerable segments of the road network, and understand the operational performance variation of these segments in adverse conditions and the consequences are produced. Thus it is necessary and important to study the vulnerability of road networks.

1.1. State of the Art. The concept of vulnerability was first proposed by Timmerman in 1981 [5]. The research was focused in the field of geology. Since the 1990s, a multitude researches on vulnerability have emerged, where vulnerability was used in the field of disaster management, public safety, economics, sustainability, science, and so on. Vulnerability may be the most fundamental and essential problem in our daily life especially in emergency evacuation situations [6, 7]. Berdica defined the conception as the characteristic of the degenerating transportation system’s accessibility in different cases and the characteristic that can be susceptible to unusual events [8]. Taylor and D’Este believed the vulnerability, reliability, and risk of the transportation network were the closely related concepts [9]. Murray-Tuite and Mahmassani established a bilevel programming model to excavate the vulnerable segments of the transportation network, in which
traffic managers supervise the traffic to achieve optimization in the underlying programming model while the damage factors, such as traffic accidents, and bad weather, maximize the degradation of the transportation network. Husdal considered the vulnerability of the transportation network as a prime, and the impact of vulnerability and reliability should be included in the cost-benefit analysis. Chen et al. tried to connect vulnerability with probability and the consequence of risk. Bell et al. analyzed vulnerability based on the probability of capacity degradation with game theory. Erath et al. did research on the vulnerability of the transportation network in Switzerland, where vulnerability was defined as the product of the probability of capacity degradation and the combination of the direct and indirect results caused by interruption.

In short, the most current road network vulnerability researches focus on the consequence of some road network units’ failure. Those researches can be separated into two kinds: one believes that vulnerability is only related to the consequence that some units fail, while it has nothing to do with the probability of the failure; another believes that vulnerability is closely related to the risk, in other words, the product of the probability of the failure and its consequences. The shortcoming of this focus is that it cannot reflect the intrinsic quality of vulnerability, that is to say the sensitivity of the traffic state to the disturbance. In this paper, we will define the vulnerability based on the easiness of disruption to traffic operational performance.

Several studies have engaged vulnerability analysis for large-scale road networks (see, e.g., [2, 15–17]). A measure of road network vulnerability involves solving the traffic assignment problem repeatedly. As a result, computational burden has long been recognized as one of the most restrictive issues in this analysis. Therefore, many other algorithms are also proposed to conduct traffic assignment, such as the Frank-Wolfe algorithm, neural network algorithm, genetic algorithm, and fuzzy algorithm. However, it is impossible for these algorithms to simulate the process of how vehicles select routes, veritably and dynamically. A difference between the traffic assignment outcomes and reality also exists. To address this problem, the improved ant colony algorithm is introduced to conduct traffic assignment. The ant colony algorithm not only owns an ability of stochastic searching optimization, but also has the attribute of adaptive distributed computation. Moreover, its optimal path searching procedure is very similar to the process of how vehicles select routes; consequently, we will use the ant colony algorithm to solve the traffic assignment problem.

2. Definition

Vulnerability was defined by many scholars from different angles. Timmerman took the vulnerability as a kind of sensitivity of road network system to disasters. The sensitivity depends on the flexibility of the system, which indicates the ability of the system to recover from the disaster [5]. Jenelius and Mattsson divided the concept of vulnerability into two kinds; one is the probability of dangerous incidents, while the other is the result of the events that occurred at a specified place [18]. Husdal defined the road network vulnerability as the function of the degradation of the road network in some certain circumstances.

The implication of vulnerability is that some part or portion of a system disturbed by internal and/or external causes will break down. The result is that some portion of the system, perhaps the whole system, would be affected directly or indirectly, and eventually the whole system will be destroyed. This characteristic is called the vulnerability of a complicated system. This paper defines vulnerability as the sensitivity of some part of the system disturbed by internal and/or external causes leading to a change in other parts of the system or the system in its entirety, which reflects the adaptation to the traffic environment. From another viewpoint, vulnerability shows the extent and ease of interference to the traffic condition.

2.1. Definition Demarcation

2.1.1. The Origins of Vulnerability. Vulnerability is caused by internal and external factors and is the result of interconnections between both causes under specified space-time conditions. The internal causes relate to the reasonability of the road network structure, while the external causes relate to the disturbances of the external environment such as traffic accidents, road maintenance, bad weather, terrorist activities, and many other emergency events.

2.1.2. Evaluation Criterion. According to the definition proposed in this paper, the core of the evaluation criterion is the degree of sensitivity to disturbances of the traffic conditions, that is to say the extent and ease of interference to the traffic conditions. Although most definitions focus on the result produced by a disturbance, we will pay more attention to the degree of sensitivity in this paper.
3. Establishment of the Vulnerability Model

3.1. Utility Index of Road Network Unit. Once a road network unit loses or decreases its efficacy, the traffic on it will be redistributed to other alternative routes [10]. This traffic redistribution will induce the loss or degradation of other units’ efficacy, triggering the dominoes phenomenon. In other words, this will cause other units’ or even the whole traffic system’s operational performance to decrease rapidly. In this way, the vulnerability is spread throughout the system. The consequence of this phenomenon is the travel time of the units or even the whole transportation system would vastly increase to a point where on some roads paralysis could occur which would make some specific routes impassible. For this purpose, a utility index is introduced to measure the influence of the degraded unit on all of the other road network units [10]. Consider

\[ e_a = \frac{\Delta C_a}{C_a} \cdot \frac{c_a^0}{e_a} \]  

(1)

where \( C_a \) is the capacity of the road network unit \( a \), pcu/h; \( \Delta C_a \) is the surplus capacity of the road network unit \( a \), \( \Delta C_a = C_a - x_a \), pcu/h; \( x_a \) is the traffic volume on the road network unit \( a \), pcu/h; \( c_a^0 \) is the travel cost of the road network unit \( a \) in free flow; \( e_a \) is the travel cost of the road network unit \( a \) and \( e_a \) is the utility index of the road network unit \( a \). While \( e_a \) approaches zero traffic conditions are worsening. When the traffic volume \( x_a \) is equal to the capacity \( C_a \), \( \Delta C_a = C_a - x_a \rightarrow 0 \), the utility index is zero. On the contrary, this value tends to one when the traffic conditions approach the free-flow condition.

Travel time is the dominant element of travel cost. Most other elements of travel cost are closely related to travel time. Thus, in this paper, travel time is selected to measure travel cost, and the following BPR (Bureau of Public Roads) function is used to calculate it:

\[ T_a = t_a \left[ 1 + \beta \left( \frac{x_a}{C_a} \right)^n \right], \]  

(2)

where \( T_a \) is the travel time of road segment \( a \), s; \( t_a \) is the free-flow travel time on road segment \( a \), s; \( x_a \) and \( C_a \) are, respectively, the traffic volume and capacity on road segment \( a \), pcu/h; and \( \beta \) and \( n \) are parameters with recommended values of \( \beta = 0.15, n = 4 \).

3.2. Vulnerability Model. The utility index was introduced to characterize traffic conditions. Then the vulnerability was defined as the ratio of the variation of the utility index to the initial utility index to reflect the sensitivity of traffic conditions to disturbance. The formulation can be written as

\[ V_a = \frac{e_a^0 - e_a}{e_a}, \]  

(3)

where \( e_a^0 \) is the initial utility index of the road network unit \( a \); \( e_a \) is the utility index of the disturbed road network unit \( a \); and \( V_a \) is the vulnerability index of the road network unit \( a \). It is obvious that a smaller \( V_a \) results in a lower vulnerability of this road unit or higher resilience. Otherwise when \( V_a \) is higher, this road unit is more vulnerable and is more likely to be disturbed.

4. Traffic Assignment Based on Improved Ant Colony Algorithm

A measure of road network vulnerability involves solving traffic assignment problems repeatedly. Traffic will be redistributed in the road network when the network is disturbed under conditions such as adverse weather, traffic accidents, and the failure of one road segment or a collection of several road segments. As a result, computational burden has long been recognized as one of the most restrictive issues in this type of analysis. It is well known that ants are good at finding food and that they leave behind a pheromone trail that other ants can follow to reach the food. The ant colony algorithm simulates the way that the ant releases pheromone on the route and that its behavior is influenced by other ants. The ant colony algorithm has been successfully used to improve traffic assignment by many scholars [19–23]. Concrete steps to determine the optimal path with the primary ant colony algorithm are as follows.

(1) Parameter initialization: set the iteration number as \( n = 0 \); \( \tau_{ij}(t) \) is the pheromone density on connection nodes and roads at \( t \), \( \tau_{ij}(0) = C \) (constant), \( \eta_{ij} \) is the heuristic information of the road segment \( (i, j) \), in this problem; \( \eta_{ij} = 1/d_{ij} \), where \( d_{ij} \) is the length of the road segment \( (i, j) \).

(2) Dropping \( m \) ants on original point and putting it in present disaggregation, for ant \( k \), there is a possibility of \( p_{ij}^k(t) \) to move to next vertex \( j \) and then put vertex \( j \) in present disaggregation as well. Consider

\[ p_{ij}^k = \begin{cases} \left[ \frac{\tau_{ij}(t)^\alpha \cdot \eta_{ij}^\gamma}{\sum_{j \in \text{allowed}} \left[ \tau_{ij}(t)^\alpha \cdot \eta_{ij}^\gamma \right]} \right]^\beta, & j \in \text{allowed} \\ 0, & \text{otherwise,} \end{cases} \]  

(4)

where \( \alpha \) is the relative importance of the pheromone \( (\alpha \geq 0) \); \( \gamma \) is the relative importance of the heuristic information \( (\gamma \geq 0) \).

(3) Calculating the objective function of the minimum travel cost of every ant and recording the present optimal solution.

(4) Modifying the pheromone density on every road segment according to the pheromone renewal equation. The pheromone renewal equation of road segment \( (i, j) \) at \( t \) is as follows:

\[ \tau_{ij} = \rho \tau_{ij}(t - 1) + \sum_k \Delta \tau_{ij}^k(t - 1), \]  

(5)

where \( \rho \) is the retention rate of the pheromone on road segment \( (i, j) \); \( \Delta \tau_{ij}^k(t - 1) \) is the pheromone quantity that ant \( k \) left on segment \( (i, j) \) per unit
length at \((t - 1)\). The ant colony algorithm can be divided into three forms: ant-cycle model, ant-density model, and ant-quantity model. Since the pheromone density released by ants is independent with the length \(d_{ij}\) of road segment \((i, j)\) in ant-cycle model and ant-density model, in this paper, we adopt the following ant-quantity model to calculate the pheromone density released by ants on road segment \((i, j)\). Consider

\[
\Delta r^k_{ij}(t) = \begin{cases} 
\frac{Q}{d^*_{ij}}, & (i, j) \text{ is on the optimal route} \\
0, & \text{else},
\end{cases} \tag{6}
\]

where \(Q\) is a constant of the pheromone density released by ants.

(5) Set \(\Delta r^k_{ij}(t) = 0\), \(n = n + 1\) for every road segment \((i, j)\) in the road network.

(6) If \(n\) is less than the number of predetermined iterations, then return to step (2).

(7) Output the optimal path.

4.1. Improved Ant Colony Algorithm. Traffic volume on road segments will increase with each execution of traffic assignment. At the same time, the impedance of road segment \((i, j)\) will be changed as well. As more traffic would be distributed to the shorter road segments, which may lead to an increase in travel time on these road segments. On the other hand, some road segments are longer, but due to low traffic volumes, the travel time might be less than that of shorter routes. Therefore, it is necessary to modify the primary ant colony algorithm in order to accommodate this case.

The modification of ant colony algorithm focuses on changing the \(\Delta r^k_{ij}(t)\) in the pheromone renewal equation; the concrete steps remain unchanged. In route choice, travelers would pay more attention to travel time, but not the distance. So we should replace distance \(d_{ij}\) with travel time \(T_{ij}\), which could be calculated with the BPR function. Then \(\Delta r^k_{ij}(t)\) may be expressed as

\[
\Delta r^k_{ij}(t) = \begin{cases} 
\frac{Q}{T_{ij}}, & (i, j) \text{ is on the optimal route} \\
0, & \text{else}.
\end{cases} \tag{7}
\]

Bringing the BPR function into (7), then

\[
\Delta r^k_{ij}(t) = \begin{cases} 
Q \frac{1}{d^*_{ij}(1 + \beta q_{ij}^n C_{ij})}, & (i, j) \text{ is on the optimal route} \\
0, & \text{else}.
\end{cases} \tag{8}
\]

In the ant colony algorithm, the heuristic information \(\eta_{ij} = 1/d_{ij}\) on the road segment \((i, j)\) only reflects the distance between the present nodes and connected points without considering the distance between the next node and destination point. Therefore a new parameter \(d_{ijE}\) is introduced which is the optimal route distance between node \(j\) and destination point (food source) \(E\). Then, set \(\eta_{ij} = 1/(d_{ij} + d_{ijE})\) which will allow the optimal solution to be determined. This new heuristic information \(\eta_{ij}\) could strengthen the search directionality. Note that the distance used in the improved ant colony algorithm should be replaced by travel time, so \(\eta_{ij} = 1/(T_{ij} + T_{ijE})\).

The optimal solution can be figured out from the fact that the new heuristic information \(\eta_{ij}\) could strengthen the directionality in searching.

4.2. Traffic Assignment Model Based on the Improved Ant Colony Algorithm. The estimated minimum travel cost is assumed as the route choice criterion for travelers. Due to the complexity of the practical road network and the randomness of the traffic condition, the route choice is always random. As a result, the route choice behavior can be described by SUE (stochastic user equilibrium). The improved ant colony algorithm is used to solve the traffic assignment problem. The concrete steps for the incremental traffic assignment algorithm are as follows.

Step 0. Initialization: divide the OD traffic volume into \(N\) shares, according to a certain distribution rate \(\lambda\). Each share is \(q_{rs}^n = q_{rs} \cdot \lambda\). At the same time, set \(q_{ij}^0 = 0\), \(\forall(i, j)\), while every parameter in the primary ant colony algorithm should be initialized.

Step 1. Use the primary ant colony algorithm to identify the shortest path in every OD pair. Then load the traffic volume \(q_{rs}^n\) on the shortest path to conduct the first traffic assignment, and set \(n = 2\).

Step 2. Renew the travel time of every road segment, \(t_{ij}^n = t_{ij}(q_{ij}^{n-1})\), \(\forall(i, j)\), then identify the shortest path in every OD pair with the improved ant colony algorithm.

Step 3. Assign the traffic volume \(q_{rs}^n\) to every road segment in the road network and the additional traffic volume \(e_{ij}^n\) can be calculated.

Step 4. Renew the traffic volume by letting \(q_{ij}^n = d_{ij}^{n-1} + e_{ij}^n\), \(\forall(i, j)\).

Step 5. Make a judgment about whether this calculation ended or not, according to the number of iterations. If \(n = N\), then \(q_{ij}^n\) is the result; otherwise, \(n < N\) and set \(n = n + 1\); return to Step 2.

5. Numerical Examples

5.1. Test Road Network. A simple test road network is used to demonstrate the performance of the proposed model and methodology. This numerical network consists of four nodes and five arcs, as shown in Figure 1, where traffic demand

...
among OD(1,4) is 24 veh/min. $\beta = 0.15$ and $n = 4$ in the BPR. The free-flow travel time and capacity are shown in Table 1.

To illustrate the effect of traffic demand on vulnerability, we assume that the capacity of every arc is constant and traffic demand increases by 10%, 20%, 30%, and 40%, respectively. Traffic assignment was performed for the above scenarios with the improved ant colony algorithm. Firstly, according to formula (2), we can get the travel cost of all road segments with the results of traffic assignment. Then according to formula (1), the utility index may be calculated with the results of traffic assignment and travel cost. Finally, according to formula (3), we can get the vulnerability with the results of traffic utility index. The results are shown in Table 2 and Figure 2. The results show that (1) with increasing traffic demand, the vulnerability also increases and (2) due to the differences of every arc, the vulnerability is different for each of them under the same traffic demand disturbance. For example, the curve of arc 4 has the lowest vulnerability index and smallest slope, which means that both the vulnerability and the sensitivity to traffic demand increases are the lowest, followed by arc 3, arc 1, and arc 5. The curve of arc 2 has the highest vulnerability index and the steepest slope. This means that the vulnerability and the sensitivity to traffic demand increases in arc 2 are the highest. This is closely related to the fact that the capacity of arc 2 is the smallest. In general, a greater road capacity contributes to a stronger ability to handle growing traffic demand disturbances. In other words, a greater road capacity tends to an arc that is less sensitive to increasing traffic demand and has smaller vulnerability. The opposite is also true, which implies that a smaller capacity yields higher vulnerability.

To illustrate the effect of an arc’s capacity degradation on vulnerability, assuming that the traffic demand of every arc is constant and capacity decreases by 10%, 20%, 30%, 40%, and 50%, respectively, the vulnerability was studied. Traffic assignment was done for the above scenarios with the improved ant colony algorithm. The utility index and vulnerability, as shown in Table 3 and Figure 3, were calculated with the results of the traffic assignment. The results show that (1) with the degradation of capacity, arcs show increases in vulnerability at different levels and that (2) the vulnerability between every arc should be similar to the result of former traffic capacity analyses.

To study the influence of some arcs’ failures on the others, we assume that arcs 3 and 5 are disconnected and all other conditions remain unchanged. Then the traffic volume on arc 3 and arc 5 would be redistributed to arcs 1, 2, and 4; therefore, the traffic volume would increase. As a result, the utility decreases to $-0.003$, $-0.244$, and $0.090$, and the vulnerability increases to 1.011, 4.843, and 0.755, respectively. From the results it can be seen that the vulnerability of arc 2 is the highest. This is consistent with all former analyses. Arc 2 should, therefore, be considered priority in road reconstruction and maintenance.

In terms of efficiency, the improved ant colony algorithm adopted in this paper reduces the calculation time to 4/5 of the time required by the traditional traffic assignment method.

5.2 Medium-Sized Road Network. To demonstrate the applicability of the proposed method, a medium-sized road network, as shown in Figure 4, was used as a test. The road network consists of 106 directed arcs, 37 nodes, and 921 OD movements. The arc travel time model is set to $T_a = t_a(1 + 0.15(x_a/C_a)^4)$. 

### Table 1: Property data of arcs.

<table>
<thead>
<tr>
<th>Arc number</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
</tr>
</thead>
<tbody>
<tr>
<td>$t_a$ (min)</td>
<td>1</td>
<td>2.0</td>
<td>1.1</td>
<td>1.2</td>
<td>1.1</td>
</tr>
<tr>
<td>$C_a$ (veh/min)</td>
<td>17</td>
<td>13</td>
<td>13</td>
<td>19</td>
<td>12</td>
</tr>
</tbody>
</table>

### Figure 1: Test road network.

### Figure 2: Curves of arcs vulnerability at different traffic demand.

### Figure 3: Vulnerability of arcs at different capacity degradation.
### Table 2: Utility and vulnerability of arcs at different traffic demands.

<table>
<thead>
<tr>
<th>Demand level</th>
<th>Arc 1</th>
<th>Arc 2</th>
<th>Arc 3</th>
<th>Arc 4</th>
<th>Arc 5</th>
</tr>
</thead>
<tbody>
<tr>
<td>100%</td>
<td>$x_a$</td>
<td>7.152</td>
<td>12.072</td>
<td>4.776</td>
<td>7.152</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.004</td>
<td>2.208</td>
<td>1.103</td>
<td>1.203</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.577</td>
<td>0.065</td>
<td>0.631</td>
<td>0.622</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.135</td>
<td>0.109</td>
<td>0.125</td>
<td>0.112</td>
</tr>
<tr>
<td>110%</td>
<td>$x_a$</td>
<td>8.448</td>
<td>12.170</td>
<td>5.782</td>
<td>8.448</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.009</td>
<td>2.215</td>
<td>1.106</td>
<td>1.207</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.499</td>
<td>0.058</td>
<td>0.552</td>
<td>0.552</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.135</td>
<td>0.109</td>
<td>0.125</td>
<td>0.112</td>
</tr>
<tr>
<td>120%</td>
<td>$x_a$</td>
<td>9.734</td>
<td>12.326</td>
<td>6.739</td>
<td>9.734</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.015</td>
<td>2.326</td>
<td>1.114</td>
<td>1.215</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.421</td>
<td>0.047</td>
<td>0.477</td>
<td>0.483</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.204</td>
<td>0.280</td>
<td>0.244</td>
<td>0.223</td>
</tr>
<tr>
<td>130%</td>
<td>$x_a$</td>
<td>11.014</td>
<td>12.574</td>
<td>7.613</td>
<td>11.014</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.025</td>
<td>2.454</td>
<td>1.118</td>
<td>1.219</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.344</td>
<td>0.029</td>
<td>0.552</td>
<td>0.414</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.313</td>
<td>0.293</td>
<td>0.300</td>
<td>0.292</td>
</tr>
<tr>
<td>140%</td>
<td>$x_a$</td>
<td>12.230</td>
<td>12.869</td>
<td>8.501</td>
<td>12.230</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.038</td>
<td>2.269</td>
<td>1.128</td>
<td>1.229</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.270</td>
<td>0.009</td>
<td>0.337</td>
<td>0.348</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.531</td>
<td>0.862</td>
<td>0.465</td>
<td>0.440</td>
</tr>
</tbody>
</table>

### Table 3: Utility and vulnerability of arcs at different capacity degradation.

<table>
<thead>
<tr>
<th>Capacity degradation level</th>
<th>Arc 1</th>
<th>Arc 2</th>
<th>Arc 3</th>
<th>Arc 4</th>
<th>Arc 5</th>
</tr>
</thead>
<tbody>
<tr>
<td>Normal</td>
<td>$x_a$</td>
<td>7.152</td>
<td>12.072</td>
<td>4.776</td>
<td>7.152</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.004</td>
<td>2.208</td>
<td>1.103</td>
<td>1.203</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.577</td>
<td>0.065</td>
<td>0.631</td>
<td>0.622</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.135</td>
<td>0.109</td>
<td>0.125</td>
<td>0.112</td>
</tr>
<tr>
<td>10%</td>
<td>$x_a$</td>
<td>7.752</td>
<td>10.968</td>
<td>5.280</td>
<td>7.752</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.009</td>
<td>2.216</td>
<td>1.106</td>
<td>1.207</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.396</td>
<td>0.046</td>
<td>0.442</td>
<td>0.440</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.313</td>
<td>0.293</td>
<td>0.300</td>
<td>0.292</td>
</tr>
<tr>
<td>20%</td>
<td>$x_a$</td>
<td>8.328</td>
<td>9.960</td>
<td>5.712</td>
<td>8.328</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.020</td>
<td>2.236</td>
<td>1.114</td>
<td>1.215</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.243</td>
<td>0.024</td>
<td>0.285</td>
<td>0.286</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.578</td>
<td>0.625</td>
<td>0.549</td>
<td>0.540</td>
</tr>
<tr>
<td>30%</td>
<td>$x_a$</td>
<td>8.832</td>
<td>9.072</td>
<td>6.096</td>
<td>8.832</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.043</td>
<td>2.277</td>
<td>1.131</td>
<td>1.233</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.121</td>
<td>0.001</td>
<td>0.157</td>
<td>0.160</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.790</td>
<td>0.980</td>
<td>0.751</td>
<td>0.742</td>
</tr>
<tr>
<td>40%</td>
<td>$x_a$</td>
<td>9.264</td>
<td>8.352</td>
<td>6.384</td>
<td>9.264</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.095</td>
<td>2.368</td>
<td>1.169</td>
<td>1.273</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.030</td>
<td>0.022</td>
<td>0.061</td>
<td>0.064</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>0.948</td>
<td>1.333</td>
<td>0.903</td>
<td>0.898</td>
</tr>
<tr>
<td>50%</td>
<td>$x_a$</td>
<td>9.552</td>
<td>7.848</td>
<td>6.600</td>
<td>9.552</td>
</tr>
<tr>
<td></td>
<td>$c_a$</td>
<td>1.223</td>
<td>2.595</td>
<td>1.264</td>
<td>1.372</td>
</tr>
<tr>
<td></td>
<td>$e_a$</td>
<td>0.025</td>
<td>0.040</td>
<td>0.003</td>
<td>0.001</td>
</tr>
<tr>
<td></td>
<td>$V_a$</td>
<td>1.044</td>
<td>1.618</td>
<td>1.005</td>
<td>1.002</td>
</tr>
</tbody>
</table>
To illustrate the effect of different levels of capacity degradation and traffic demand increases on vulnerability, traffic assignment is conducted for the different scenarios with the improved ant colony algorithm. The utility index and vulnerability are calculated with the traffic assignment results. The vulnerability under capacity degradation and traffic demand increases has similar results; for the case with 20% capacity degradation the arcs’ vulnerabilities are shown in Figure 5. It demonstrates that the analyzed road network has obvious vulnerable units. For instance, the vulnerability of arcs 9, 10, 11, 12, 13, 14, 23, 24, 29, 30, 45, 46, 59, 60, 73, 74, 75, 76, 81, and 82 is more than 0.75. It is consistent with the fact that the above arcs are bottlenecks in the road network, and congestion often occurs in the above arcs especially in the morning peak hours. Even with small fluctuations, the vulnerability will be magnified and the traffic conditions will get worse.

6. Conclusions

(1) With the increase of traffic demand or capacity degradation, the vulnerability would be magnified. When the traffic demand is especially close to capacity, the road segment will be very sensitive to an increase of traffic demand, and the vulnerability will be higher.

(2) There are two reasons why the vulnerability is magnified. One is the contradiction between traffic demand and the capacity supply or the imbalance of the traffic demand and capacity. There are two situations of this imbalance where either the traffic demand has increased too fast to be endured by normal capacity or the capacity has decreased so that it cannot meet the requirement of normal traffic demand. These two situations are both common in traffic congestion. The second reason vulnerability is magnified results from
traffic accidents, road maintenance, traffic control, or other reasons. Some units among the whole transportation network may even be suspended; therefore, the traffic demand would be redistributed to other routes and the traffic volume of these alternative routes would increase and possibly cause a vulnerability increase to emerge.

(3) The vulnerability of a road network unit is principally relevant to its ability to deal with disturbances. In general, a larger capacity is less sensitive to an increase of traffic demand and decrease of capacity, while the ability to deal with disturbances is greater and the vulnerability is lower. On the contrary, smaller traffic capacities are weaker dealing with disturbances.

(4) The proposed method based on the improved ant colony algorithm can be used as an effective tool to solve traffic assignments in vulnerability analysis. The vulnerability evaluation may provide the theoretical foundation for road network reforming, planning, and designing.

(5) This paper focused on the vulnerability of individual road network units, although knowing the vulnerability of the whole road network is important for the traffic manager. Future efforts will be put on determining the road network’s vulnerability as a whole.
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