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This paper studies the problem on chaotic secure communication, and a new hyperchaotic system is included for the scheme design. Based on Lyapunov method and $H_\infty$ techniques, two kinds of chaotic secure communication schemes in the case that system disturbances exist are presented for the possible application in real engineering; corresponding theoretical derivations are also provided. In the end, some typical numerical simulations are carried out to demonstrate the effectiveness of the proposed schemes.

1. Introduction

Since the pioneer work of Fujisaka and Yamada in 1983 [1] and Pecora and Carroll in 1990 [2], chaos science has become an active research field with a wide range of applications including secure communication. The idea of the chaotic secure communication is that in transmitting terminal the chaotic signal is used as a carrier with hidden information, which will be restored in receiving terminal based on chaos synchronization. Generally chaos synchronization can be classified into four categories: (i) identical or complete synchronization, (ii) generalized synchronization, (iii) phase synchronization, and (iv) lag synchronization; see, for instance, [3] and the references therein. During last decades, many researches on secure communication have been carried out [4–10]. For instance, in [4], a reduced-order observer and a step-by-step sliding mode observer are given to realize the secure communication in the case that the observer’s matching condition cannot be satisfied. In [5], the modified generalized projective synchronization for the fractional-order chaotic systems is introduced, and the unpredictability of the scaling factors in projective synchronization is included to enhance the security of communication. In [6], a constrained regularized least square state estimator is designed for deterministic discrete-time nonlinear dynamical systems, being subject to a set of equality or inequality constraints, to design the secure communication scheme. In [7], based on the synchronization of the hyperchaotic Chen system and the unified chaotic system, the encrypting and decrypting of digital images are carried out to realize the secure communication. However, these investigations usually do not consider the case that system disturbances exist, and that limits their practical value because, in real engineering, system disturbances exist widely and will have some effects on system performance. In addition, featuring the chaotic attractor with more than one positive Lyapunov exponent and the complicated dynamical behavior, the hyperchaotic system, especially the new hyperchaotic system, can be used to improve the safety of secure communication. In this paper a hyperchaotic system [11] will be included for the secure communication scheme design.

Hence, inspired by the above discussion, we try to propose the secure communication schemes based on a hyperchaotic system. The rest of the paper is organized as follows. In Section 2, the model description and preliminaries will be given. In Section 3, a secure communication scheme will be constructed by using the single-dimensional $H_\infty$ controller. Then we will extend the theoretical results on the base of the multidimensional $H_\infty$ controller. Finally in Section 4, we will include some typical examples to demonstrate the correctness of the proposed schemes.

Notations used in this paper are fairly standard. Let $R^n$ be the $n$-dimensional Euclidean space; $R^{n \times m}$ denotes the set of
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\[ \text{Figure 1: Chaotic secure communication Scheme 1.} \]

\[ n \times m \] real matrix, \( * \) indicates the symmetric part in a matrix, \( I \) stands for the identity matrix with appropriate dimensions, and diag\( \{ \cdots \} \) denotes the diagonal matrix.

2. System Description and Preliminaries

First, based on the single-dimensional \( H_\infty \) controller, we present chaotic secure communication Scheme 1, which is made of the master system, the slave system, the mixer, the controller, and the channel; see Figure 1.

Thereinto, the master hyperchaotic system in transmitting terminal is designed by

\[
\begin{align*}
\dot{x}_1(t) &= r_1 (x_2(t) - x_3(t) - g(x_1(t))) + p \cdot m(t), \\
\dot{x}_2(t) &= x_1(t) - x_2(t) + x_3(t), \\
\dot{x}_3(t) &= -r_2 \left[ x_2(t) - x_4(t) \right], \\
\dot{x}_4(t) &= -r_3 \left[ x_3(t) + x_5(t) \right], \\
\dot{x}_5(t) &= r_4 \left[ x_4(t) - r_5 x_5(t) \right], \\
g(x_1(t)) &= bx_1(t) + \frac{(a-b) \left[ |x_1(t) + 1| - |x_1(t) - 1| \right]}{2}
\end{align*}
\]

(1)

where \( x_i, i = 1, 2, \ldots, 5 \), is the system state variable and \( r_i > 0, i = 1, 2, \ldots, 5 \), is the system parameter. The chaotic system can produce the hyperchaotic dynamic behavior when \( a = -1.27, b = -0.68, r_1 = 10, r_2 = 14, r_3 = 0.2, r_4 = 20, r_5 = 0.03, m(t) \) is the signal input, and \( p \) is a positive scalar.

The chaotic encrypted signal to be transmitted is designed by

\[ s(t) = L \cdot x_1(t) + p \cdot m(t), \]

(2)

where \( L \) is the control parameter.

The slave hyperchaotic system in receiving terminal is designed by

\[
\begin{align*}
\dot{y}_1(t) &= r_1 \left( y_2(t) - y_1(t) - g(y_1(t)) \right) + u_1(t) + w(t), \\
\dot{y}_2(t) &= y_1(t) - y_2(t) + y_3(t), \\
\dot{y}_3(t) &= -r_2 \left[ y_2(t) - y_4(t) \right], \\
\dot{y}_4(t) &= -r_3 \left[ y_3(t) + y_5(t) \right], \\
\dot{y}_5(t) &= r_4 \left[ y_4(t) - r_5 y_5(t) \right], \\
u_1(t) &= s(t) - L \cdot y_1(t), \\
g(y_1(t)) &= by_1(t) + \frac{(a-b) \left[ |y_1(t) + 1| - |y_1(t) - 1| \right]}{2},
\end{align*}
\]

(3)

where \( u_1(t) \) is the signal input of the single-dimensional \( H_\infty \) controller, \( w_1(t) \) is the disturbance input, and \( s(t) \) is the receiving signal.

Define the tracking error variable as

\[ E(t) = Y(t) - X(t), \]

(4)

where

\[
\begin{align*}
E(t) &= \left( e_1(t), e_2(t), e_3(t), e_4(t), e_5(t) \right)^T, \\
X(t) &= \left( x_1(t), x_2(t), x_3(t), x_4(t), x_5(t) \right)^T, \\
Y(t) &= \left( y_1(t), y_2(t), y_3(t), y_4(t), y_5(t) \right)^T.
\end{align*}
\]

(5)

We get the following error dynamical model:

\[
\begin{align*}
\dot{e}_1(t) &= r_1 \left( e_2(t) - e_1(t) - M(t) e_1(t) \right) - L \cdot e_1(t) + w(t), \\
\dot{e}_2(t) &= e_1(t) - e_2(t) + e_3(t), \\
\dot{e}_3(t) &= -r_2 \left[ e_2(t) - e_4(t) \right], \\
\dot{e}_4(t) &= -r_3 \left[ e_3(t) + e_5(t) \right], \\
\dot{e}_5(t) &= r_4 \left[ e_4(t) - r_5 e_5(t) \right], \\
h(t) &= ce_1(t) + dw_1(t),
\end{align*}
\]

(6)

where \( a \leq M(t) = g(y_1(t)) - g(x_1(t)) \leq b, c \) is a positive scalar, and \( d \) is a positive scalar.

The recovered signal is defined by

\[ m'(t) = \frac{s(t) - L \cdot y_1(t)}{p}. \]

(7)

Now, to present the main objective of this paper more precisely, we introduce the following lemma and definition, which are essential for the later development.

**Lemma 1** (See [12]). Given any real vectors \( D \) and \( E \) with appropriate dimensions and any positive scalar \( k \), the following inequality holds:

\[
DE + E^TD^T \leq kDD^T + \frac{1}{k}E^TE.
\]

(8)
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Definition 2. Under the assumption of zero initial condition, the slave system (3) can synchronize with the master system (6) with an $H_\infty$ norm bound $\gamma$ if $\|h(t)\|_2 \leq \gamma \|w(t)\|_2$ for any nonzero $w(t) \in L_2[0, \infty].$

3. Main Results

In this section, based on Lyapunov method and LMI technology, the following theoretical results can be concluded.

Theorem 3. For Scheme 1, if there exist scalars $\epsilon > 0$ and $n > 1$, such that

$$L = r_1 (e - 1 - a + n),$$

$$[\begin{array}{ccc} -\epsilon + c^2 & 0 & 0 \\ 0 & cd + \frac{1}{2r_1} & 0 \\ 0 & 0 & -1 + n \end{array} < 0, (10)$$

the input signal in transmitting terminal can be recovered in receiving terminal with the required $H_\infty$ performance index $\gamma$.

Proof. Choose the following Lyapunov functional candidate:

$$V(t) = \frac{1}{2r_1} e_1^2 (t) + \frac{1}{2r_2} e_2^2 (t) + \frac{1}{2r_3} e_3^2 (t) + \frac{1}{2r_4} e_4^2 (t).$$

The time derivative of $V(t)$ along trajectories of the error model (6) is given by

$$\dot{V}(t) = \frac{1}{r_1} e_1 (t) \dot{e}_1 (t) + \frac{1}{r_2} e_2 (t) \dot{e}_2 (t) + \frac{1}{r_3} e_3 (t) \dot{e}_3 (t) + \frac{1}{r_4} e_4 (t) \dot{e}_4 (t)$$

$$= e_1 (t) \left[ e_2 (t) - e_1 (t) - M (t) e_1 (t) + \frac{L}{r_1} e_1 (t) + \frac{1}{r_1} w_1 (t) \right]$$

$$+ e_2 (t) \left[ e_3 (t) - e_2 (t) + e_3 (t) \right]$$

$$+ e_3 (t) \left[ e_4 (t) - e_3 (t) \right]$$

$$+ e_4 (t) \left[ e_5 (t) + e_5 (t) \right]$$

$$+ e_5 (t) \left[ e_6 (t) - r_6 e_6 (t) \right]$$

$$\leq -e_1^2 (t) \left[ 1 + M (t) + \frac{L}{r_1} - n \right]$$

$$- \left( 1 - \frac{1}{n} \right) e_2^2 (t) - r_5 e_5^2 (t) + \frac{1}{r_1} w (t) e_1 (t).$$

(12)

Consider control law (9); we have

$$\dot{V}(t) \leq -\epsilon \gamma^2 \|w_1 (t)\|_2$$

(13)

where

$$\gamma = \text{diag} \left\{ \epsilon, 1 - \frac{1}{n}, r_5 \right\}.$$

(14)

Consider the $H_\infty$ performance index as follows:

$$J = \int_{t_0}^{t_T} \left[ h_2^2 (t) - \gamma^2 w_1^2 (t) \right] dt$$

(15)

For $V(t_0) = 0$ and $V(t_T) \geq 0$, we have

$$J \leq \int_{t_0}^{t_T} \left[ h_2^2 (t) - \gamma^2 w_2^2 (t) \right] dt$$

(16)

where

$$\eta (t) = \left[ \begin{array}{c} \tilde{E}_2 (t) \tilde{E} \tilde{E} (t) + \frac{1}{r_1} w_1 (t) \end{array} \right] \right]$$

(17)

Consider LMI (10); we have $J \leq 0$ for any nonzero $w_1 (t) \in L_2[0, \infty].$ The proof of Theorem 3 is thus completed.

4. Further Results

Next, based on the multidimensional $H_\infty$ controller, we present chaotic secure communication Scheme 2; see Figure 2.
The master hyperchaotic system is constructed as
\[
\begin{align*}
\dot{x}_1(t) &= r_1(x_2(t) - x_1(t) - g(x_1(t))) + p \cdot m(t), \\
\dot{x}_2(t) &= x_1(t) - x_2(t) + x_3(t), \\
\dot{x}_3(t) &= -r_2[x_2(t) - x_4(t)], \\
\dot{x}_4(t) &= -r_3[x_3(t) + x_5(t)], \\
\dot{x}_5(t) &= r_4[x_4(t) - r_5x_5(t)], \\
g(x_1(t)) = bx_1(t) + \frac{(a - b) [x_1(t) + 1 - x_1(t) - 1]}{2}
\end{align*}
\]
(18)

The signals to be transmitted in channels are designed by
\[
\begin{align*}
s_1(t) &= L_1 \cdot x_1(t) + p \cdot m(t), \\
s_j(t) &= L_j \cdot x_j(t), \quad j = 2, \ldots, 5,
\end{align*}
\]
(19)

where \(L_i, i = 1, \ldots, 5\), are the control parameters.

The slave system is constructed as follows:
\[
\begin{align*}
\dot{y}_1(t) &= r_1(y_2(t) - y_1(t) - g(y_1(t))) + u_1(t) + w_1(t), \\
\dot{y}_2(t) &= y_1(t) - y_2(t) + y_3(t) + u_2(t) + w_2(t), \\
\dot{y}_3(t) &= -r_2[y_2(t) - y_4(t)] + u_3(t) + w_3(t), \\
\dot{y}_4(t) &= -r_3[y_3(t) + y_5(t)] + u_4(t) + w_4(t), \\
\dot{y}_5(t) &= r_4[y_4(t) - r_5y_5(t)] + u_5(t) + w_5(t), \\
u_i(t) &= s_i(t) - L_i \cdot y_i(t), \quad i = 1, \ldots, 5,
\end{align*}
\]
\[
g(y_1(t)) = by_1(t) + \frac{(a - b) [y_1(t) + 1 - y_1(t) - 1]}{2},
\]
(20)

where \(W(t) = (w_1(t), w_2(t), w_3(t), w_4(t), w_5(t))^T\) is the disturbance input vector of slave system and \(U(t) = (u_1(t), u_2(t), u_3(t), u_4(t), u_5(t))^T\) is the multidimensional controller.

Define the tracking error vector as
\[
E(t) = Y(t) - X(t).
\]
(21)

We get the error dynamical model as
\[
\begin{align*}
\dot{e}_1(t) &= r_1(e_2(t) - e_1(t) - M(t) e_1(t)) - L_1 \cdot e_1(t) + w_1(t), \\
\dot{e}_2(t) &= e_1(t) - e_2(t) + e_3(t) - L_2 \cdot e_2(t) + w_2(t), \\
\dot{e}_3(t) &= -r_2[e_2(t) - e_4(t)] - L_3 \cdot e_3(t) + w_3(t), \\
\dot{e}_4(t) &= -r_3[e_3(t) + e_5(t)] - L_4 \cdot e_4(t) + w_4(t), \\
\dot{e}_5(t) &= r_4[e_4(t) - r_5e_5(t)] - L_5 \cdot e_5(t) + w_5(t), \\
h(t) &= C^T E(t) + D^T W(t).
\end{align*}
\]
(22)

The recovered signal is defined by
\[
m'(t) = \frac{s_j(t) - L_1 \cdot y_1(t)}{p}.
\]
(23)

Based on Lyapunov method and LMI technique, the following theoretical result can be concluded.

**Theorem 4.** For chaotic secure communication Scheme 2, if there exist positive scalars \(K_i > 0, i = 1, \ldots, 5\), such that
\[
L_1 = K_1 - r_1(1 + a) + 4,
\]
\[
L_2 = K_2 + \frac{(1 + r_1)^2}{16} + 3,
\]
\[
L_3 = K_3 + \frac{(1 - r_2)^2}{16} + 4,
\]
\[
L_4 = K_4 + \frac{(r_2 - r_3)^2}{16} + 4,
\]
\[
L_5 = K_5 + \frac{(r_4 - r_5)^2}{16} - r_4r_5,
\]
\[
\begin{bmatrix}
CC^T - K & DC^T + I \\
* & DD^T - y^2
\end{bmatrix} < 0,
\]
(25)

the signal input in transmitting terminal can be recovered in receiving terminal with the required \(H_{\infty}\) performance index \(\gamma\).

**Proof.** First choose the following Lyapunov function:
\[
V(t) = \frac{1}{2} \left( e_1^2(t) + e_2^2(t) + e_3^2(t) + e_4^2(t) + e_5^2(t) \right).
\]
(26)
The time derivative of $V(t)$ along trajectories of error model (22) is
\[
\dot{V}(t) = e_1(t) \dot{e}_1(t) + e_2(t) \dot{e}_2(t) \\
+ e_3(t) \dot{e}_3(t) + e_4(t) \dot{e}_4(t) + e_5(t) \dot{e}_5(t) \\
= e_1(t) [r_1(e_2(t) - e_1(t) - Me_1(t)) \\
- L_1 e_1(t) + w_1(t)] \\
+ e_2(t) [(r_1 + 1) e_1(t) e_2(t) - (1 + L_2) e_2^2(t)] \\
+ (1 - r_2) e_2(t) e_3(t) - L_3 e_3^2(t) \\
+ (r_2 - r_3) e_3(t) e_4(t) - L_4 e_4^2(t) \\
+ (r_5 - r_3) e_4(t) e_5(t) \\
- (L_5 + r_4 r_5) e_5^2(t) + W^T(t) E(t) \\
\leq - [r_1 (1 + M) + L_1] e_1^2(t) \\
- \left[2e_1(t) - \frac{(r_1 + 1) e_2(t)}{4}\right]^2 \\
- \left[-\frac{(r_1 + 1)^2}{16} - 3 + L_2\right] e_2^2(t) \\
- \left[2e_2(t) - \frac{(1 - r_2) e_3(t)}{4}\right]^2 \\
- \left[-\frac{(1 - r_2)^2}{16} - 4 + L_3\right] e_3^2(t) \\
- \left[2e_3(t) - \frac{(r_2 - r_3) e_4(t)}{4}\right]^2 \\
- \left[-\frac{(r_2 - r_3)^2}{16} - 4 + L_4\right] e_4^2(t) \\
- \left[2e_4(t) - \frac{(r_5 - r_3) e_5(t)}{4}\right]^2 \\
- \left[-\frac{(r_5 - r_3)^2}{16} + r_4 r_5 + L_5\right] e_5^2(t) + W^T(t) BE(t).
\] (27)

With condition (24), we have
\[
\dot{V}(t) = -E^T(t) KE(t) + W^T(t) BE(t).
\] (28)

Consider $H_{\infty}$ performance index as follows:
\[
J = \int_{t_0}^{t_f} \left[ H^T(t) H(t) \right] dt \\
= \int_{t_0}^{t_f} \left[ H^T(t) H(t) - y^2 W^T(t) W(t) \right] dt \\
+ V(t_0) - V(t_f).
\] (29)

Because $V(t_0) = 0$ and $V(t_f) \geq 0$, one can obtain
\[
J \leq \int_{t_0}^{t_f} \left[ H^T(t) H(t) - y^2 W^T(t) W(t) \right] dt \\
= \int_{t_0}^{t_f} \left[ H^T(t) H(t) \right] dt \\
- \int_{t_0}^{t_f} \left[ W^T(t) W(t) + \dot{V}(t) \right] dt \\
= \int_{t_0}^{t_f} \eta^T(t) \Omega \eta(t) dt,
\]
where
\[
\eta(t) = \begin{bmatrix} E^T(t), W^T(t) \end{bmatrix}^T,
\]
\[
\Omega = \begin{bmatrix} CC^T - K & DC^T + I \\ * & DD^T - y^2 \end{bmatrix}.
\] (31)

With LMI (25), we have $J \leq 0$ for any nonzero $W(t) \in L_2[t_0, \infty]$. According to Definition 2, the proof of Theorem 4 can be completed. \(\Box\)

5. Example and Simulation

In this section, we include some examples to validate the effectiveness of two proposed secure communication schemes. The numerical simulation is with the step size of 0.001 second and the following initial parameters:

\[
x_0 = [0.7557, 0.0957, -0.2801, 0.0164, 0.1498]^T
\]
\[
y_0 = [1.1306, -0.0411, -0.1034, -0.0354, -0.4042]^T
\]
\[
y = 0.3, \quad c = 0.9, \quad d = 0.1,
\]
\[
C = [0.8, 0.1, 0.15, 0, 0.05],
\]
\[
D = [0.1, 0, 0, 0, 0],
\]
\[
w_i(t) = \begin{cases} 0.2 \sin (2t) \cos (e^t), & t \geq 20 s \\ 0, & \text{else} \end{cases}
\]

$m(t)$ denotes the digital binary signal that is switching between 0 and 1 randomly. First, we consider secure communication Scheme 1. Based on Theorem 3, we get $L = 12.6096$. 
The numerical simulation results are shown in Figures 3, 4, 5, and 6.

Next, we consider secure communication Scheme 2. Based on Theorem 4, we get $K = [8.3279, 2.3744, 2.7687, 1.6072, 1.9823]$. The numerical simulation results are shown in Figures 7 and 8.

Remark 5. From numerical simulation, we notice that the input signal in transmitting terminal can be restored precisely in receiving terminal at early stage; later when disturbance is added at 20th second, the synchronization error jitters in a small range, which satisfies the required $H_\infty$ control performance index, and there exists an error between the input signal and the recovered signal. In addition, it can be found that Scheme 2 has better synchronization performance at the cost of more complicated structure, such as the requirement for all system state information and the increase of transmission channels, which cause the generation of new disturbances $w_i$, $i = 2, \ldots, 5$, and have an effect on the system control performance. Therefore, it can be concluded that both secure communication schemes are meaningful and are chosen according to the actual requirement in real engineering.

6. Conclusion

In this paper, a new hyperchaotic system is included for the secure communication scheme design in the case that disturbances exist. Based on Lyapunov method and $H_\infty$ technology,
two secure communication schemes have been presented for the possible application in real engineering; some typical numerical simulations have been carried out to demonstrate the effectiveness of our schemes.
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