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Wireless body area networks (WBANs) have emerged as a promising technology for health monitoring due to their high utility and
important role in improving human health. WBANs consist of a number of small battery-operated biomedical sensor nodes placed
on the body or implanted, which are used to monitor and transmit important parameters such as blood pressure, electrocardiogram
(ECG), and electroencephalogram (EEG). WBANs have strict requirements on energy efficiency and reliability during data
collection and transmission. The most appropriate layer to address these requirements is the MAC layer. Medium access control
protocols play an essential role in controlling the operation of radio transceivers and significantly affect the power consumption
of the whole network. In this paper, we present a comprehensive survey of the most relevant and recent MAC protocols
developed for WBANs. We discuss design requirements of a good MAC protocol for WBANs. We further review the different
channel access mechanisms for WBANs. Then, we investigate the existing designed MAC protocols for WBANs with a focus on
their features along with their strengths and weaknesses. Finally, we summarize the results of this work and draw conclusions.

1. Introduction

Wireless body area networks (WBANs) have gained much
attention in recent years due to the advances in microelec-
tronics, integrated circuits, and wireless communications. A
wireless body area network (WBAN) is defined as a subcate-
gory of wireless sensor networks (WSNs) with its own chal-
lenges and requirements. It consists of smart, low power,
miniaturized, heterogeneous, and autonomous wireless sen-
sor nodes, which are attached to (or implanted into) the body
for continuous health monitoring. The communication
architecture of WBANs can be classified into three levels as
follows [1]: Level 1: intra-WBAN communication, Level 2:
inter-WBAN communication, and Level 3: beyond-WBAN
communication. Figure 1 shows a 3-level architecture of
WBANs for medical and nonmedical applications.

In view of the size limitation of the biosensor nodes and
the importance of the life signals transmitted, compared with

general wireless sensor networks (WSNs), WBANs have
more strict requirements on energy efficiency and reliability
during data collection and transmission [2]. Each node in
the network is fitted with a limited battery, but it is very dif-
ficult to change or recharge batteries. WBANs require an
energy-efficient mechanism for long-term patient health
monitoring. Thus, energy efficiency is one of the most essen-
tial factors of the MAC design.

For the purpose of solving the major challenges con-
fronted by WBANs, in view of the reliable data transmission
and energy efficiency requirements, a great number of MAC
protocols have been proposed in the literature. This paper is
aimed at surveying recent works of power-efficient MAC
protocols for WBANs. We investigate the most commonly
used MAC protocols in WBANs by highlighting their salient
features and emphasizing their strengths and shortcomings.

The major contributions of this research work are
summarized as follows:
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(i) We outline the main requirements of a good MAC
protocol for WBANs

(ii) We investigate and compare different channel access
mechanisms in the context of WBANs

(iii) We analyze the relevant MAC protocols for WBAN
with regard to their specific features, advantages, and
disadvantages

(iv) The MAC protocols taken into account for survey
are S-MAC, T-MAC, DMAC, Ta-MAC, PA-MAC,
BMAC, WiseMAC, X-MAC, TAD-MAC, Med-
MAC, BodyMAC, IEEE 802.15.4 MAC and Wise-
MAC, IEEE 802.15.6 (Baseline-MAC), CA-MAC,
TDMA-based directional MAC, TTR-MAC, Z-
MAC, HEH-BMAC, CoR-MAC, and A-MAC
protocols

(v) Finally, we summarize the results of this study and
discuss a number of future research directions and
conclusions

The rest of the paper is organized as follows: Section 2
discusses various survey papers in WBAN focusing on
MAC protocols. Section 3 discusses the requirements of
MAC protocols for WBANs. Section 4 presents principal
medium access control approaches. Section 5 reviews the
existing MAC protocols designed for WBANs. Section 6 pro-
vides a summary of findings. The last section concludes this
paper and discusses a number of open research issues.

2. Related Survey Paper

In the literature, there are various surveys onWBANs [3–15].
However, the majority of these surveys have focused on the
applications [16, 17], technologies [18–20], standards [21],

and design issues [17, 22–24] of WBANs rather than evaluat-
ing various research efforts made towards achieving efficient
MAC protocols for WBANs, which is the main objective of
this survey.

The authors in [25] reported a survey that presents the
history of research efforts in MAC protocols for WBANs
from 2000 to 2010. In particular, the authors outlined the
WBAN requirements that are important for the design of a
low power MAC protocol. Then, they studied low power
MAC protocols proposed/investigated for a WBAN with
emphasis on their strengths and weaknesses. The authors
also reviewed different power-efficient mechanisms for a
WBAN.

In [26], the authors offered a survey of wireless body area
networks. The authors focused on some applications with a
special interest in patient monitoring. They discussed the
communication in a WBAN and its positioning between
the different technologies. The authors also provided an
overview of the current research on the physical layer, exist-
ing MAC, and network protocols. However, this survey does
not provide any investigation of the existing MAC protocols
for WBANs.

Hughes et al. [23] presented a survey of energy efficiency
of MAC protocols for WBANs. The authors highlighted the
features of MAC protocols along with their advantages and
limitations in the context of WBASNs. Comparison of low
power listening (LPL), scheduled contention, and Time Divi-
sion Multiple Access (TDMA) is also elaborated. MAC pro-
tocols with respect to different approaches and techniques
which are used for energy minimization and traffic control
mechanisms for collision avoidance are discussed. One of
the limitations of this survey is that the number of protocols
investigated is quite restricted.

Ullah et al. in [27] reviewed the fundamental mecha-
nisms of WBAN including architecture and topology,
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wireless implant communication, low power medium access
control (MAC), and routing protocols. A comprehensive
study of the proposed technologies for WBAN at physical
(PHY), MAC, and network layers is presented, and many
useful solutions are discussed for each layer. The authors also
highlighted numerous WBAN applications. However, they
surveyed only a few number of articles related to MAC pro-
tocols without giving an in-depth analysis of the feasibility
of reported studies.

In [28], Chen et al. analyzed the existing MAC protocols
for WBANs with emphasis on energy minimization. How-
ever, they investigated only a few number of protocols. The
study in [29] reviews some MAC protocols that could be
exploited in WBANs and those proposed specifically for the
WBAN systems. Also, these MAC protocols were grouped
and compared based on short- and long-range communica-
tion standards. However, the study did not assess any com-
parison of the envisaged protocols.

Compared with the surveys in the literature, we aim to
provide a comprehensive study of well-known MAC proto-
cols developed for WBANs and compare features of the var-
ious channel access mechanisms. Compared to other related
surveys, the present survey considers a large number of MAC
protocols and provides a thorough analysis of the feasibility
of the reported studies.

3. Requirements of MAC Protocols for WBANs

As comprehensively discussed in [25], the most important
requirements of a good MAC protocol are energy efficiency,
scalability, latency, reliability, throughput, interference miti-
gation, and priority traffic in aWBAN system. In this section,
each requirement is reviewed in detail.

Energy Efficiency: energy efficiency is one of the most
important goals to be achieved in WBANs. Sensor nodes
are battery-operated with limited computational and com-
munication capabilities. Replacement or recharging of batte-
ries is not possible. Energy dissipation should be reduced as
much as possible to achieve uninterrupted long-time patient
monitoring.

Scalability: as the number of nodes varies according to
patient monitoring requirements, used protocols have to be
able to easily reconfigure a WBAN by either adding or
removing nodes without affecting the operation of the
WBAN.

Interference Mitigation: as the WBAN nodes are mobile,
the channel condition is constantly changing. The channel
condition deteriorates significantly in areas densely popu-
lated with other WBAN users. The MAC scheme should be
resilient to multiple network interferences.

Latency and Reliability: latency and reliability are two
highly important factors in health monitoring applications.
High reliability and low latency of data transmission ensure
that emergency data is successfully sent and is immediately
accessible to healthcare providers. Reliability directly affects
the quality of patient monitoring. It can be life-saving in
many cases and in a worst-case event; it can be catastrophic
when a life-threatening incident has not been observed or
detected.

Throughput: throughput refers to the amount of trans-
mitted data through the channel during a specific time. Like
latency, the throughput depends on the application.

Priority Traffic:WBAN data traffic is classified into three
categories [27]. They are normal traffic which is the data traf-
fic in a normal situation; this kind of traffic is generated at
regular intervals; on-demand traffic which is introduced by
the coordinator to acquire certain information, mostly for
the purpose of diagnostic recommendations; and emergency
traffic is irregular traffic, which may occur anytime respond-
ing to some critical and unpredictable medical events.
Emergency traffic is totally unpredictable. A WBAN MAC
protocol should be able to support on-demand traffic and
provide a method for emergency data to be transmitted reli-
ably with minimum latency.

4. Classification of MAC Protocols

The MAC protocols developed for WBANs are classified into
four categories based on channel access mechanism [30, 31];
contention-free, contention-based, low power listening
(LPL) or polling, and hybrid combining TDMA and
carrier-sense multiple access (CSMA) mechanisms.

4.1. Contention-Free MAC Protocols (TDMA). TDMA is a
contention-free channel access mechanism where the chan-
nel is divided into fixed or variable time slots with a fixed
frame length that is assigned to nodes for communication.
A single node can have multiple time slots depending upon
requirements and data volume. Nodes can only transmit dur-
ing their given time slot; hence, collision is avoided. Each
node must be synchronized using different control packets
to ensure that nodes send their packets in the assigned time
slot.

Synchronization is the major issue in TDMA-based
MAC protocols. TDMA is a suitable option for a limited
number of sensor nodes in WBANs with a fixed data rate.
Assigning time slots to sensor nodes with different data rates,
nonperiodic data, and scalability is the key issue in imple-
menting TDMA in WBANs.

4.2. Contention-Based MAC Protocols (CSMA/CA). In this
class of MAC protocols, there is no reservation of the chan-
nel. Before transmission of data packets, each node will ini-
tially listen to the channel and check if it is idle or not then
start transmission. If the channel is free, the node starts trans-
mission of data packets. However, if the channel is detected
busy, the node will back off and tries again after a period of
time.

The major advantages of contention-based mechanisms
are low delay, good adaptation to fluctuations in traffic load,
low complexity, and reliable transmission of packets in small
size networks like a WBAN [32]. However, additional energy
consumption for collision avoidance and protocol overhead
are major drawbacks of CSMA/CA.

4.3. Low Power Listening MAC Protocols. In the low power
listening mechanism, nodes wake up periodically to check
the activity of the channel without receiving data. If the chan-
nel is detected idle, the nodes go into a sleeping mode;
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otherwise, they keep the transceiver in an active mode to
receive data packets. This is also known as “channel polling.”
Once the idle interval ends, all nodes wake up to listen to the
long preamble transmitted by the network coordinator. The
preamble contains the address of the polled node.

Low power listening mechanisms avoid idle listening and
overhearing. Synchronization is not required here. The main
drawback of the LPL mechanism is that the transmission and
reception of a long preamble increase energy consumption
significantly.

4.4. Hybrid MAC Protocols (TDMA and CSMA/CA). Other
approaches define hybrid mechanisms that switch between
different protocol categories depending, in most cases, on
the traffic load. The hybrid-based MAC protocols are the
protocols that combine contention-free and contention-
based access mechanisms.

Numerous MAC protocols have been proposed to com-
bine the features of TDMA and CSMA protocols [33] with
the aim of including the benefits from both of them. In this
class of MAC protocols, active/sleep duty cycles are applied
by dividing time into frames during which a node spends a
part of the time for communication and sleep for the resting
time to reduce the energy dissipation caused by idle listening.

The hybrid MAC mechanism is used to adapt to the
transmission of different priority levels of traffic as well as
allow the sensor to retransmit data packets. The combination
of the two mechanisms increases the complexity of the
hybrid protocols. The transition between the contention-
based and contention-free mechanism requires more control
packets. The transmission of those packets will increase the
network traffic and consume additional energy. Table 1 rep-
resents a comparison of the three main classes of channel
access mechanisms.

5. Existing MAC Protocols for WBANs

The following sections present a brief overview of different
MAC protocols designed for WBANs and emphasize their
strengths and weaknesses.

5.1. Contention-Based MAC Protocols.
S-MAC: Sensor MAC: S-MAC [34] was proposed for

wireless sensor networks. It is derived from IEEE 802.11. S-

MAC is a contention-based MAC protocol using a periodic
listen and sleep mechanism. A time frame in S-MAC is split
into an active and a sleep cycle. The listen and sleep time in
the S-MAC are fixed intervals. Only for an active cycle, the
node can communicate with other nodes and send some con-
trol packets such as SYNC, RTS (Request to Send), CTS
(Clear to Send), and ACK (acknowledgment). The rest of
the time, the node is sleeping. The main goal of the S-MAC
protocol is to decrease energy consumption and to provide
good scalability and collision avoidance. To achieve the
design goal, S-MAC consists of three principal components:
periodic listen and sleep, collision and overhearing avoid-
ance, and message passing.

In S-MAC, the energy dissipation caused by idle listening
is reduced by periodic sleep-listen schedules. However,
overhearing and collision may cause high latency and low
throughput. Since the periodic sleeping scheme is
unchanged, S-MAC is not able to work efficiently under var-
iable traffic load.

In S-MAC, the energy dissipation caused by idle listening
is reduced by periodic sleep-listen schedules. However, over-
hearing and collision may cause high latency and low
throughput. Since the periodic sleeping scheme is
unchanged, S-MAC is not able to work efficiently under
variable traffic load.

T-MAC: Timeout MAC: T-MAC [35] is an improvement
on S-MAC by introducing adaptive duty cycles that can
adapt to network traffic loads and avoid useless wakeups.
The idea of T-MAC is to send all messages in bursts of vari-
able length and to sleep between bursts for more energy
saving. Figure 2 illustrates the sleep and wake-up cycles in
S-MAC and T-MAC. T-MAC introduces an active timeout
mechanism that reduces the amount of energy wasted on idle
listening by dynamically adjusting the active period accord-
ing to network traffic loads. However, due to the mechanism
of dynamic duty length adjustment, T-MAC can suffer from
the early-sleep problem. This is simply because when some
node fails to detect other nodes’ activity in Time Activity
(TA) length time, these nodes will go to sleep. T-MAC min-
imizes the delay and gives better results under variable traffic
load. However, it suffers from sleeping problems.

DMAC: Data Gathering MAC: DMAC [36] is an energy-
efficient and low latency MAC protocol proposed for tree-
based data gathering in wireless sensor networks. This

Table 1: Comparison of LPL, schedule contention, and TDMA mechanisms [23, 25].

LPL CSMA/CA TDMA

Does not listen for full contention period; as a
result, it is less expensive

Listen for full contention period Low duty cycle

Asynchronous Synchronous
Synchronous-fine-grained time

synchronization

Poor performance when traffic rates change
(optimized for known periodic traffic)

With the increase in traffic, performance
is improved

Throughput and number of active nodes
are limited

Scalable and adaptive to traffic load and low delay
Better delay performance due to sleep

schedules
Better end-to-end reliability, smaller delays,

high reliability

Flexible, high throughput, tolerable latency, and
low power consumption

High transmission latency, loosely
synchronized, low throughput

Good for energy efficiency, prolonged
network’s lifetime, load balancing
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protocol is developed to solve the data forwarding interrup-
tion problem (DFI) present in implicit adaptive duty cycle
techniques and enables continuous packet forwarding by giv-
ing the sleep schedule of a node an offset that depends upon
its depth on the tree. DMAC also adapts the duty cycles
according to the traffic load in the network. To enable contin-
uous data forwarding on a multihop path, DMAC staggers
the schedule of the nodes on the multihop path and allows
the nodes to wake up sequentially like a chain reaction.
Figure 3 presents the DMAC data gathering tree. DMAC
achieves very good latency compared to other sleep/listen
period assignment protocols [36]. The principal problem of
this protocol is packet collision which occurs because many
nodes in the tree could share the same schedule and DMAC
employs restricted collision avoidance methods.

Ta-MAC: Traffic-Adaptive MAC: the traffic-adaptive
MAC (Ta-MAC) [37] protocol is proposed for WBANs to
improve energy efficiency by exploiting the traffic informa-
tion (traffic patterns) of the nodes.

Ta-MAC introduced two channel access mechanisms: a
traffic-based wake-up mechanism used to accommodate nor-
mal traffic and a wake-up radio mechanism used to accom-
modate emergency/on-demand traffic.

In this protocol, the channel is bounded by superframe
structures as shown in Figure 4. The superframe consists of
three parts: a beacon, a Configurable Contention Access
Period (CCAP), and a contention-free period (CFP). The
beacon part is used for synchronization and resource alloca-
tion. The CCAP period is used for short data transmission.
The CFP period contains a series of Guaranteed Time Slots
(GTS), which are used for data transmission.

In the traffic-based wake-up mechanism, the operation of
each node is based on the traffic patterns. The initial traffic
patterns are predefined by the coordinator. The traffic pat-
terns of all nodes are organized into a table named traffic-
based wake-up table. Since the nodes are assigned predefined
traffic patterns, they wake up once they have data to send or
receive; otherwise, they stay in the sleep mode. This mecha-
nism avoids additional power consumption incurred by idle
listening and overhearing and minimizes the delay. In the
wake-up radio mechanism, the nodes (for emergency traffic)
or the coordinator (for on-demand traffic) sends wake-up
radio signals to each other. This mechanism is also used to
update the traffic-based wake-up table.

As in the Ta-MAC protocol, the traffic patterns are pre-
defined by the coordinator, in a static topology. Therefore,
it does not work efficiently in a dynamic topology where

the traffic patterns are changed frequently. This protocol
accommodates communication of normal, on-demand, and
emergency traffic. But it is not suitable for dynamic
topologies.

PA-MAC: Priority-Based Adaptive MAC: PA-MAC [38]
is a priority-based adaptive MAC protocol developed for
WBANs to provide energy efficiency and QoS for different
applications of WBANs by disseminating the contention
complexity. PA-MAC uses the beacon channel (BC) for the
reception and transmission of the beacon frames and data
channel (DC) for the remaining communication. PA-MAC
prioritizes the data traffic by using a priority-guaranteed
carrier-sense multiple access with collision avoidance
(CSMA/CA) procedure in the contention access period
(CAP). The superframe structure of PA-MAC is depicted in
Figure 5.

To support various QoS requirements, PA-MAC clas-
sifies the data traffic into four categories: emergency, on-
demand, normal, and non-medical. It gives the highest
priority to emergency traffic and least priority to non-
medical traffic. The CAP period is divided into four subpe-
riods dynamically, according to the number of nodes in each
traffic category. The PA-MAC assigns time slots dynamically
according to the traffic priority. In PA-MAC, multiple chan-
nels are used to decrease access delay in medical networks
with the coexistent networks.

PA-MAC shows good performance regarding delay,
PDR, and energy. However, it does not provide any mecha-
nism to handle emergency alarm during CFP and IP periods
of beacon interval which decreases PDR when traffic load is
high due to limited GTS slots.

5.2. LPL-Based MAC Protocols.
BMAC: Berkeley MAC: the Berkeley MAC protocol was

introduced in 2004 [39] for low power wireless sensor net-
works. This protocol uses an adaptive preamble sampling
technique to decrease the duty cycle and minimize idle listen-
ing. BMAC employs clear channel assessment (CCA) and
packet backoffs for channel arbitration, link layer acknowl-
edgments for reliability, and low power listening (LPL) for
low power communication. It employs an enhanced filtering
method to increase the reliability of channel assessment. In
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the BMAC protocol, the nodes will also periodically sense the
channel in a fixed interval (using the LPL mechanism) to
check the channel. If the channel is found busy, the nodes will
remain awake for the time needed to receive the incoming
packets. After reception, the node goes back to sleep. If no
packet is received, a timeout forces the node back to sleep.

BMAC has several advantages compared to S-MAC: sim-
plicity, good packet delivery rate, high throughput, and low
power consumption. The major disadvantage of BMAC is
that the long preamble creates a large overhead and increases
power consumption.

WiseMAC: Wireless Sensor MAC: WiseMAC is a MAC
protocol developed for wireless sensor networks [40]. This
protocol minimizes the power consumed when listening to
an idle medium by using a nonpersistent CSMA and pream-
ble sampling technique. The novel idea presented by Wise-
MAC is to minimize the length of the wake-up preamble,
using the knowledge of the sampling schedule of the trans-
mitter node’s direct neighbors. WiseMac consists in sam-
pling the medium regularly to check for activity. Sampling
the medium can be defined as listening to the channel for a
short period. Each node in the network samples the medium
with the same fixed period. If the channel is found busy, the
node continues to listen until it receives a data frame or until
the channel becomes idle again. The wake-up preamble is
added in front of every data frame to make sure that the
receiver will be awake when the packet arrives.

Figure 6 shows preamble minimization in WiseMAC.
WiseMAC is scalable and adaptive to different traffic condi-
tions; it is a mobility support protocol. The major drawback
of this protocol is that the long wake-up preamble causes a
throughput limitation and a large power consumption over-
head in transmission and reception.

X-MAC: the X-MAC protocol [41] is an improvement on
the concepts of BMAC. It employs a strobed preamble
approach by transmitting a series of short preamble packets,
each containing the address (ID) of the target node, as shown
in Figure 7.

When a node wakes up and receives a short preamble
packet, it looks at the target node ID that is included in the
packet. If the node is not the intended receiver, the node
returns to sleep immediately and continues its duty cycling
as if the medium had been idle. If the node is the intended
receiver, it remains awake for the subsequent data packet.

As seen in the figure, a node can quickly go back to sleep, thus
avoiding the overhearing problem. This short strobed pream-
ble approach reduces the time and energy wasted waiting for
the entire preamble to complete. Figure 7 shows a compari-
son between low power listening and X-MAC.

X-MAC protocol is energy-efficient and has low latency.
The technique of avoiding overhearing by embedding the
target receiver node ID makes multicasting and broadcasting
difficult.

TAD-MAC: Traffic-Aware Dynamic MAC: TAD-MAC is
an energy-efficient Traffic-Aware Dynamic MAC protocol
[42], which may be considered an addition in the class of
preamble sampling MAC protocols proposed to deal with
all types of variable traffic that can occur in WBANs. The
TAD-MAC protocol targets both invasive and noninvasive
body area networks by considering a hybrid network topol-
ogy which includes star network for in-body and mesh net-
work for on-body WBAN. In TAD-MAC, each node has a
traffic status register bank (TSR-bank) which contains the
traffic status according to the data received from all the
neighbor nodes. The TSR-Bank is used to continuously
update the WUInt of the receiver node with respect to
the transmit node data transmission rate. The dynamic
adaptation of TAD-MAC results in ultralow energy con-
sumption incurred by idle listening, overhearing, collisions,
and unnecessary wake-up beacon transmission. The com-
munication of on-demand and emergency traffic is not
considered.

5.3. TDMA-Based MAC Protocols.
MedMAC: Medical MAC: the medical medium access

control (MedMAC) [43] protocol was proposed for energy-
efficient and adaptable channel access in wireless body area
networks. MedMac is an adaptive TDMA-based MAC
protocol.

MedMAC incorporates a multisuperframe structure as
shown in Figure 8; the main unit of the structure is a dynamic
and programmable superframe bounded by a beacon frame
sent at regular intervals by the coordinator. The beacon
period consists of an optional contention period and a
contention-free period made up of time slots. The
contention-free period and the contention period make up
a total number of time slots varying from 2 to 256. The dura-
tions of the superframe and the time slots are programmable

BeaconBeacon

CCAP CFP (GTS slots)

Figure 4: Ta-MAC superframe structure.

Beacon BeaconCFP with GTSCAP

Superframe

Phase 4Phase 3Phase 2Phase 1 Inactive

Figure 5: Superframe structure of PA-MAC.
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and dependent on the application requirements including
sleep/power saving demands.

The MedMAC protocol integrates a novel synchroniza-
tion mechanism (AGBA) where a node can sleep through a
number of beacon periods without losing synchronization
with the coordinator. Collision of data packets is avoided
using a Guaranteed Time Slot (GTS) for each sensor node.
Synchronization between the coordinator and the other
nodes can be maintained by the combination of timestamp
scavenging and an Adaptive Guard Band Algorithm
(AGBA). AGBA allows the node to sleep through many bea-
con broadcasts by introducing a guard band (GB) for each
time slot to track the actual drift. The Drift Adjustment Fac-
tor (DAF) is used to avoid the waste of bandwidth. At the
start of the multisuperframe, all the nodes are brought into
synchronization by use of a timestamp. At this point, the
algorithm AGBA is used to calculate the GB for each node.

In this protocol, the energy consumption due to collision
is reduced by introducing Guaranteed Time Slot (GTS). Each
device has exclusive use of a channel for a fixed time slot;
therefore, synchronization overhead is also reduced. This
protocol works efficiently for low data rate applications but
does not support high data rate applications.

BodyMAC: BodyMAC is an energy-efficient TDMA-
based MAC protocol [44] developed for WBANs. The pri-

mary design goal of the BodyMAC protocol is to be energy-
efficient and flexible in terms of bandwidth allocation and
supporting a sleep mode to fulfill the requirements of
dynamic applications in wireless body area networks. The
MAC frame in BodyMAC has three parts: beacon, downlink,
and uplink as shown in Figure 9. Beacon is dedicated for
MAC layer synchronization and a description of the MAC
frame structure. It also contains network information that
necessitates being broadcast to nodes periodically. The
downlink part is used for the transmission from the gateway
to the nodes. It can be either unicast data for a specific node
or broadcast data for all nodes in the network. The uplink
part is divided into two subparts: Contention Access Part
(CAP) and Contention-Free Part (CFP). The CAP part is
based on CSMA/CA, and the nodes contend in CAP for the
transmission of MAC control packets. The gateway controls
the allocation of slots in CFP. The duration of downlink
and uplink is adaptively configured by the gateway on the
basis of the current traffic characteristics.

BodyMAC protocol outperforms the IEEE 802.15.4 MAC
protocol in terms of end-to-end delay, flexible bandwidth
allocation, and energy saving [44]. However, clear channel
assessment (CCA) and packet collision in CAP result in high
energy consumption.

IEEE 802.15.4 MAC: IEEE 802.15.4 is a standard designed
for low data rate applications [45]. The IEEE 802.15.4 MAC
protocol is the most commonly used MAC in wireless sensor
networks. It can operate in two different modes: nonbeacon
mode and beacon mode.

In a beacon-enabled mode, the coordinator periodically
sends beacon frames for device synchronization and associa-
tion control. The channel is limited by a superframe structure
as illustrated in Figure 10.

The superframe may have an active and an inactive
period. The active period is composed of three components:
a beacon, a contention access period (CAP), and a
contention-free period (CFP). The coordinator communi-
cates with nodes during the active period and sleeps during
the inactive period to conserve energy. The CFP is optional
and contains a maximum of seven Guaranteed Time Slots
(GTS) in each superframe. GTS are assigned by the coordina-
tor in the CFP period to support time-critical data applica-
tions. In this mode, a slotted CSMA/CA mechanism is used
in the CAP period for data transmission.
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P: preamble
A: acknowledge

Wake up,
medium
Busy, receive
messageRx

Tx

Figure 6: WiseMAC.
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Time
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Figure 7: Comparison of the timeliness between LPL’s extended
preamble and X-MAC’s short preamble approach [41].

7Wireless Communications and Mobile Computing



In the non-beacon-enabled mode, there is no superframe
defined, and no slot synchronization is available, no GTS can
be reserved, and only random access is adopted for medium
sharing. The unslotted CSMA/CA mechanism is used for
data transmission. This mechanism does not provide any
time guarantee to deliver data frames [45].

The main reasons for selecting IEEE 802.15.4 forWBANs
are low power communication and support of low data rate
WBAN applications [25]. However, the IEEE 802.15.4
MAC protocol is not suitable for variable traffic since only
the limited number of GTS is supported.

IEEE 802.15.6 (Baseline-MAC): the 802.15.6 standard was
proposed to support WBAN requirements like low power,
low complexity, and reliable communication. The MAC
protocol proposed by the [46] standard splits the channel
into superframe structures of the same length. The super-
frame is bounded by a beacon period of equal length. Each
beacon period contains a number of allocation slots used
for data transmission. The hub selects the boundaries of
the beacon period and the slot allocation and sends a beacon
frame in each beacon period except in inactive superframes.
The IEEE 802.15.6 standard operates in one of the following
modes.

(1) Beacon Mode with Beacon Period Superframe Boundaries.
In this mode, the hub sends a beacon frame in every beacon
period except in inactive superframes. The superframe struc-
ture is composed of the following phase beacon, Exclusive
Access Phase (EAP1, EAP2), Random Access Phase (RAP1,
RAP2), managed access phase (MAP), Beacon 2, and a con-
tention access phase (CAP), as illustrated in Figure 11. In
CAPs, RAPs, and EAPs, nodes contend for resource alloca-
tion using slotted Aloha access procedure or CSMA/CA.
EAP1 and EAP2 are reserved for high priority traffic such

as reporting emergency events, while CAP, RAP1, and
RAP2 are reserved for regular traffic. Type I/II phases are
used for bilink, downlink, uplink, and delay bilink allocation
intervals. The coordinator can disable any of these periods by
setting the duration length to zero, depending on the applica-
tion requirements [47]. The main disadvantage of this
mechanism is not considered specific allocation intervals
for critical data.

(2) Nonbeacon Mode with Superframe Boundaries. In this
mode, the hub operates only during the managed access
phase (MAP) as shown in Figure 12.

(3) Nonbeacon Mode without Superframe Boundaries. In this
mode, there are no superframe boundaries. The hub provides
only unscheduled type II polling allocation, which means
that each node has to determine its own time schedule inde-
pendently as depicted in Figure 13.

5.4. Hybrid MAC Protocols.
CA-MAC: Context-Aware MAC: CA-MAC [48] is a

Context-Aware MAC protocol proposed to overcome the
challenges resulting from time-varying traffic and channel
conditions in WBANs by using a hybrid of contention-
based and TDMA-based mechanisms.

CA-MAC designs a new hybrid contention/TDMAMAC
frame structure, which is shown in Figure 14, to accomplish
channel awareness and traffic awareness. It is composed of
three parts: beacon, contention, and TDMA. The beacon
and the whole frame have a fixed length, but the contention
part and the TDMA part have a variable length depending
on the wireless channel status. In CA-MAC, the master node
dynamically modifies the structure of the MAC frame based
on both channel status and traffic request.

Beacon period
with n time slots

Multi-superframe
with m beacon period

Optional
contention

period

Contention free period Beacon

Figure 8: Multisuperframe structure for the MedMAC protocol.

Beacon Beacon

Downlink Uplink
CAP CFP

Control or
data packet
Contention Node1 Node2 NodeNSchedule unicastBroadcast

Figure 9: BodyMAC superframe structure.
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CAP CFP

SD=aBaseSuperframeDuration ⨯ 2SO symbols

BI=aBaseSuperframeDuration⨯2SO symbols(Active)
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InactiveGTS
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Figure 10: IEEE 802.15.4 superframe structure.
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In CA-MAC, a centrally controlled TDMA-based mech-
anism is used to address the problems of collision, idle listen-
ing, and overhearing because the sensor nodes transmit data
only in their dedicated slots. In a beacon slot, the coordinator
assigns slots for each sensor node by broadcasting a beacon
packet. Data slots are assigned to sensor nodes for
contention-free data transmission. Sensor nodes can have
one or more slots for periodic or bursty applications depend-
ing on their traffic characteristics. This on-demand slot allo-
cation mitigates the frame overhead caused by fixed slot
allocation, where nodes with low transmission frequency
hold reserved slots in every frame.

The CA-MAC protocol performs better than traditional
MAC because of the higher packet delivery ratio and
throughput, less control overhead, and low synchronization
overhead using optional synchronization. However, the error
correction mechanism is to be implemented for a successful
delivery of data, and emergency data is not considered.

TDMA-Based Directional MAC: the TDMA-based direc-
tional MAC protocol was proposed for WBANs [49]. It
employs TDMA and multibeam antenna concept simulta-
neously to provide spatial division multiple access (SDMA).
In this approach, the human body is divided into four sectors
keeping the body area network coordinator (BAN_C) as its
center as shown in Figure 15. Each sector has its own trans-
ceivers that are capable of simultaneous transmission, and
directionality is used only on BAN_C. The use of multibeam
directional antennas makes each sector independent of
others and is also advantageous from the standpoints of spa-
tial reuse, extended range, and energy saving.

All types of WBAN traffic are considered: normal traffic,
on-demand traffic, and urgent traffic. For normal traffic, each
receiver of BAN_C will receive data from different sector
nodes simultaneously. Nodes of the same sector will have dif-
ferent time slots reserved because, in a single time slot, BAN_
C can receive data from each of the sectors. For urgent traffic,

if there is urgent data in the reserved time slot of a node, the
node will send the data to the main BAN_C; otherwise, the
node will send data to the secondary BAN_C. For on-
demand traffic, the wake-up radio will be used by BAN_C
to wake up the destined node, which will be in either sleep
mode or transmitting mode. Data transmission will then take
place.

The TDMA-based direction MAC protocol has several
advantages from spatial reuse, extended range, and energy sav-
ing thanks to multibeam antennas, and the three types of
WBAN traffic are considered. The main disadvantage of this
protocol is that neither analysis nor simulation result is given.

TTR-MAC: Token-Based Two-Round Reservation MAC:
in [50], a novel Token-based Two-Round Reservation MAC
(TTR-MAC) protocol has been employed based on IEEE
802.15.6 for health monitoring in WBANs. TTR-MAC cate-
gorizes the data into periodic data and burst data. It adopts
two-round reservations to guarantee the data transmissions
for the two data types to reduce energy consumption and
overhead caused by control frames. Moreover, this protocol
attributes suitable numbers of allocation time slots to nodes
in different data arrival rates. The hub utilizes a token to attri-
bute additional allocation intervals for burst data according
to the user priority of nodes and the criticality of burst data.

The superframe structure of TTR-MAC is presented in
Figure 16. It consists of a beacon period followed by the
first-round reservation period (FRRP) and the second-
round reservation period (SRRP) and ends with the sleep
period (SP). The FRRP is used to send the periodic data
and raise the second-round reservation if burst data occurs.
The SRRP is reserved for the transmission of burst data. All
devices, including nodes and hub, enter the sleep mode to
save energy when there are no data transmissions.

Authors showed that the TTR-MAC protocol can achieve
high energy efficiency and longer lifetime compared with
IEEE 802.15.6 and other one-round reservation MAC (OR
MAC) [50].

Z-MAC: Zebra-MAC: Zebra-MAC [51] is a hybrid MAC
protocol developed for wireless sensor networks. It combines
the advantages of TDMA and CSMA. Z-MAC is a traffic-
adaptive protocol; it behaves like CSMA under low conten-
tion and like TDMA under high contention to achieve high
channel utilization and less collision.

Z-MAC consists of two main phases which are a setup
phase and a communication phase. The overhead of the Z-
MAC protocol is the setup phase, which is done at the begin-
ning. In the setup phase, the nodes are assigned the time slots
for the data transmission. The nodes use the assigned time
slots for the transmission of the detected data in a particular
period of time known as a frame. A node is designated the
“owner” of a time slot if it wins access to the transmission
medium; otherwise, the node is named the “nonowner.”
The nonowners of the time slot have a lower priority to trans-
mit the data when compared to that of owners of the time
slot. The priority is set using the contention window size. If
at a particular point of time, the owners do not transmit the
data, then the nonowners of the time slot may transmit the
data by using the time slot that is left unused by the owner
of the time slot.

B B2
CAPRAP2

Superframe (beacon period)
RAP1 EAP2EAP1 MAP MAP

Figure 11: Beaconmode with beacon period superframe boundaries.

MAP

Superframe (beacon period)

Figure 12: Nonbeacon mode with superframe boundaries.
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Figure 13: Nonbeacon mode without superframe boundaries.
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The main feature of Z-MAC is that its performance is
robust to time-varying channel conditions, synchronization
errors, and slot assignment failures. In the worst case, its per-
formances are similar to that of CSMA. Z-MAC finds better
efficiency during high contention levels, possesses high
throughput under low contention, and provides better chan-
nel utilization at variable loads. A major drawback is it does
not compromise energy inefficiency during low contention
levels.

HEH-BMAC: Human Energy Harvesting: the Human
Energy Harvesting Medium Access Control Protocol
(HEH-BMAC) is proposed in [52] as a hybrid polling MAC
suitable for WBANs powered by human energy harvesting.
The HEH-BMAC combines two different medium access
methods, namely, (i) contention-free ID-polling and (ii)
probabilistic contention (PC), to provide energy-aware and
priority-based scheduling.

The use of contention-free ID-polling access is previ-
sioned for nodes with predictable energy sources or nodes
with high priority (ID-BNs). And the use of contention-
based PC access is previsioned for nodes with unpredictable
energy sources or nodes with normal priority (PC-BNs).
THE ID/PC modes are dynamically adjusted based on the
energy levels of the nodes.

Each node in the HEH-BMAC has a unique ID for data
security, data control, and medical application. The commu-
nication process in the ID-polling mode consists of three
steps: (i) the BNC sends a polling packet containing the ID
of the BN to be polled, (ii) the polled BN responds with a data
packet transmission, and (iii) the BNC sends an acknowledg-
ment (ACK) packet that confirms the successful reception of

the data packet. The PC access mode deals effectively with
contentions, achieving high throughput and maintaining
fairness for single-hop networks. Besides, this mode offers
the advantage of adapting to the changes in the energy har-
vesting rates, node failures, or additions/removals of nodes.
Simulation results in [52] show that the proposed protocol
is adaptable to changes in different parameters such as energy
harvesting rates, packet interarrival times, and network size.
The main problem of this protocol is that the mode of oper-
ation leads to high delay.

CoR-MAC: Contention over Reservation MAC: the CoR-
MAC protocol [53] is a hybrid priority-based MAC protocol
developed for time-critical services in wireless body area
networks.

In the CoR-MAC protocol, traffic is divided into three
priority levels in descending order of urgency: urgent,
time-critical, and non-time-critical data. To accommodate
all three traffic types and reduce the transmission delay of
emergency data, the CoR-MAC employs a superframe
structure consisting of the beacon, CFP, and CAP, as
shown in Figure 17. The three traffic types are transmitted
as follows: The beacon phase is the time in which only the
coordinator is allowed to transmit a beacon frame, and it is
used for network synchronization and advertising informa-
tion, such as time slot allocation. Urgent data can be sent
during either the CFP or CAP. The time-critical data can
be sent during CAP or the reserved time slot in CFP, as
long as urgent data are not being transmitted. Non-time-
critical data can be sent during either CFP or CAP, as long
as urgent, time-critical, or other non-time-critical data are
not being transmitted.

The simulation results demonstrate that the CoR-MAC
protocol is very effective and provides significantly shorter
delay by providing opportunistic transmission chances.
CoR-MAC shows an approximate 50%-85% improvement
performance in the delay of urgent and time-critical data.
However, the average delay of noncritical data increases by
the increasing number of nodes and does not provide any
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Figure 14: Superframe structure of CA-MAC.

EEG

ECG

BAN C
Heart rate

BP Sec_BAN_C

Motion sensor

Figure 15: Overview ofWBANwith multibeam directional antenna
[49].

Superframe n

Allocatin slots Allocatin slots

SRRPSRRP FRRP

0x x10 1

FRRP

FRRP: First Round Reservation Period
SRRP: Second Round Reservation Period
SP: Sleep Period

SPSP

Superframe n+1

Be
ac

on

Be
ac

on

Figure 16: Superframe structure of TTR-MAC.

10 Wireless Communications and Mobile Computing



mechanism for emergency data transmission during the
inactive period.

A-MAC: Adaptive MAC: A-MAC [54] is an adaptive
MAC protocol based on IEEE 802.15.6 for WBANs. This
protocol sets the data into three priorities based on the type
of service. To simplify control difficulty and reduce the con-
trol information overhead, the A-MAC protocol improves
the superframe structure of IEEE 802.15.6 and reorganizes
into four phases, namely, beacon phase (B), contention
access phase (CAP), noncontention access phase (CFP),
and inactive phase, as shown in Figure 18.

The length of the contention access phase and the non-
contention access phase is adjusted according to the propor-
tion of nodes that generate each priority data. The CAP phase
is further divided into three subphases, and the length of each
subphase is dynamically adjusted according to the data prior-
ity. In the contention access phase, all nodes compete for
access channels according to the channel access policy. The
random data that competes successfully transmits data
directly, and the periodic data that competes successfully
transmits data in the allocated time slots of the nonconten-
tion access phase.

The simulation results show that in terms of throughput,
power consumption, and the network time delay, the net-
work performance using the A-MAC protocol is better than
the network performance using IEEE 802.15.6 MAC and
CA-MAC protocols.

The protocol adjusts the superframe structure based on
the IEEE 802.15.6 MAC protocol, divides the service type
into different priorities, and performs dynamic time slot allo-
cation according to the traffic volume change, thereby reduc-
ing network delay, reducing network energy consumption,
and improving the network adaptability.

6. Summary of Findings

In this section, we recapitulate the key features of the investi-
gated protocols and discuss the ability of each protocol to
support WBAN applications.

A large number of MAC protocols for WBANs have been
designed and published by researchers. The primary issue
focused on, relating to MAC protocols, has been energy effi-
ciency. Each protocol strikes a better balance between energy
consumption and transmission delay, all pretending to be
more efficient than the typical S-MAC protocol. But they
are evaluated with different workloads, simulation environ-
ments, and hardware platforms, making it hard to assess
the true benefits of the individual MAC protocols. A com-

parison of the aforementioned MAC protocols is given in
Table 2.

LPL, CSMA, and TDMA are three principal approaches
adopted for the energy saving mechanisms in MAC protocols
for WBANs. However, each of them has some advantages
and drawbacks.

CSMA-based MAC protocols provide promising results
such as low delay, reliable transmission of packets in small
size networks like a WBAN, and a simple implementation
procedure in small dynamic networks. However, additional
energy consumption for collision detection or collision
avoidance and protocol overhead is a major shortcoming of
CSMA. TDMA-based MAC protocols are contention-free;
nodes transmit data in predefined time slots to avoid packet
collision. For small networks with low mobility and a limited
number of sensor nodes and periodic data generation,
TDMA is the best approach for medium access control.
However, strict synchronization requirement, non-adapt-
ability, and scalability are the key issues in implementing
TDMA in WBANs. It is envisaged that if synchronization
and dynamic slot assignment of TDMA could be traded off,
TDMA could be considered a potential solution for wireless
body area networks.

LPL-based MAC protocols avoid idle listening and over-
hearing. Synchronization is not required here. Based on
hardware complexity and listening of a long preamble, LPL
techniques are not well suited for WBANs.

The hybrid MAC protocols integrating the two kinds of
mechanisms are better in energy efficiency than a MAC using
a single mechanism. However, hybrid MAC protocols are
usually complex in transition mechanisms between
contention-based and TDMA-based; in addition, these pro-
tocols are usually complex in implementation.

S-MAC is developed to minimize energy consumption by
periodically switching between active and sleep states,
thereby making compromises between energy and latency
based on traffic conditions. S-MAC provides significant
energy improvements over 802.11. However, the duty cycle
is required to be synchronized to a specific traffic load. T-
MAC improves the design of S-MAC by dynamically adjust-
ing the active period based on network traffic loads. T-MAC
improves the energy and gives better results under variable
traffic load. However, it suffers from sleeping problems.
DMAC was developed to solve the data forwarding interrup-
tion problem (DFI) present in implicit adaptive duty cycle
techniques. DMAC also adopts an adaptive duty cycle.
DMAC achieves very good latency compared to other duty
cycle protocols. However, it suffers from packet collisions.
The previously discussed protocols with the above limita-
tions seem inappropriate for WBANs.

i
th superframe T

Beacon
phase

Contention free phase
Contention access phase

Inactive phase

…S1 S2 SM

Figure 17: Contention over reservation (CoR-MAC) superframe
structure.

Beacon period (superframe)
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Figure 18: A-MAC superframe structure.
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Low power listening-based MAC protocols such as
BMAC, WiseMAC, and X-MAC adapt the duty cycle by
using the preamble element of a packet to ensure nodes only
wake up when absolutely necessary. The use of the LPL
mechanism avoids idle listening and overhearing. However,
it is not an optimal solution for in-body and on-body sensor
node communication due to strict power capabilities.

The medical MAC (MedMAC) protocol was proposed
for WBANs to improve power efficiency and channel access.
The MedMAC protocol is intended to improve the perfor-
mance of the IEEE 802.15.4 MAC protocol for very low data
rate WBANs by getting energy efficiency using a novel syn-
chronization mechanism. This protocol works efficiently for
low data rate applications, but it does not support high data
rate applications.

The BodyMAC protocol was developed for WBANs. The
primary design goal of BodyMAC is to be energy-efficient
and flexible in terms of bandwidth allocation and supporting
a sleep mode to fulfill the requirements of dynamic applica-
tions in wireless body area networks. Simulation results show
superior performance compared to 802.15.4.

The Context-Aware MAC (CA-MAC) protocol was pro-
posed to overcome challenges resulting from time-varying
traffic and channel conditions in WBAN. Simulation of
CA-MAC showed a packet loss rate of 50% lower than com-
parable MAC protocols with a reasonable tradeoff between
reliability and efficiency.

7. Conclusion

In this paper, a comprehensive review of different MAC pro-
tocols proposed for WBANs has been presented emphasizing
their strengths and shortcomings. In addition, several chan-
nel access mechanisms such as schedule contention, low
power listening, TDMA, and hybrid mechanisms are dis-
cussed and compared in the context of WBANs. It has been
noted that MAC protocols based on schedule contention
and LPL are unable to accommodate on-demand and emer-
gency traffic. On the other hand, TDMA is an important
channel access approach for WBANs. A large part of the
existing MAC protocols for WBANs are based on the TDMA
technique. However, existing TDMA-based protocols exhibit
several limitations including dynamic slot assignment, syn-
chronization overhead, and poor adaptation in dynamic
environments. Hybrid MAC protocols are developed on the
basis that the combination of prominent features of the above
protocols can overcome the limitations of an individual pro-
tocol at the cost of a complex MAC design and high traffic
overhead.

Almost all mechanisms have some design restrictions.
Hence, efforts are still needed to design and develop proto-
cols that are able to assure energy efficiency and reduce
implementation complexities. Other design objectives
include reliable communication, minimum delay, high band-
width utilization, fairness at the MAC layer, mobility sup-
port, and reduced synchronization overhead. Furthermore,
the protocols should also have the capabilities to accommo-
date normal, on-demand, and emergency traffic.

It is expected that this review can be used as a guideline
towards the design of a new energy-efficient MAC protocol
that provides appropriate channel access control and reliable
link-level communication for WBANs.
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