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Banks and enterprises constitute a multilayered, multiattribute, multicriteria credit-related super network due to financial transaction behaviors, such as credit, wealth management, savings, and derivatives. Such a network has become an important channel for credit risk cross-contagion. This study constructs a two-layer network model of credit risk contagion between the bank and corporate counterparties from the perspective that banks do not withdraw loans from enterprises by considering the influence of corporate credit defaults on their counterparties under the credit linkage. This study analyzes the mechanism of influencing the evolution of bank-enterprise counterparty credit risk contagion in the two-tier network through theoretical analysis, including the following: the enterprises’ coping ability, risk preference, influence, level of interenterprise credit risk contagion and its network heterogeneity in the interenterprise credit association network, the risk prevention and control ability, business correlation degree, interbank credit risk contagion and its network heterogeneity in the interbank credit association network, the level of credit risk contagion between bank-enterprise counterparty credit association networks, and other factors in the case that banks do not withdraw loans from enterprises. In addition, this study performs a calculation experiment to analyze the characteristics of the evolution of counterparty credit risk contagion of bank and corporate counterparties under the double-layer network. The following four major conclusions can be drawn from the results. First, in the interenterprise credit-related network, the threshold of credit risk contagion rate is positively correlated with the marginal increase in risk perception and risk leveling ability of the enterprise. By contrast, such threshold is negatively correlated with the marginal decrease in the initial economic impact, leverage level, and influence of the enterprise. Moreover, the scale of corporate counterparty credit risk contagion is negatively correlated with the enterprise’s risk perception level and risk spillover ability but positively correlated with the enterprise’s initial economic shock level, the enterprise’s leverage level, and influence. Second, in the interbank credit association network, the threshold of the rate of credit risk contagion is negatively correlated with the marginal decrease in the degree of interbank business association but negatively correlated with the bank’s ability to resist risks and process risk information. Third, if the heterogeneity of the credit-related network of bank-enterprise counterparties is high, then the rate threshold of credit risk contagion is high and the scale of credit risk diffusion is low. Moreover, the scale of credit risk contagion of bank counterparties is positively correlated with the marginal decrease in the degree of corporate and bank counterparties. Finally, the scale of bank counterparty credit risk contagion is a monotonically increasing convex function of the credit risk contagion rate in the enterprise credit association network and among the bank-enterprise networks.
1. Introduction

Corporate default is a ubiquitous economic phenomenon, which is prominent during the economic recession. An enterprise’s default will often lead to dependent default or even bankruptcy of the enterprise related to its business or credit. Thus, a “domino effect” of default risk contagion has formed in the network of enterprises with business or credit relationship, which can lead to systemic risk and local credit crisis in severe cases. Simultaneously, the complexity of the impact of corporate defaults has increased due to the deep participation of banks and other financial entities, which often leads to a wide contagion of corporate default and serious socioeconomic impact. Typical examples include the US subprime mortgage crisis in 2007 and the European debt crisis in 2010.

In the modern economic system, the symbiotic relationship between banks and enterprises is becoming increasingly evident, and bank-enterprise credit provides endless financial support for enterprise development. However, enterprises will face multiple risks in the process of business development due to the interaction between their own internal factors and the external macroeconomic environment. Once corporate risk exposure inevitably leads to credit default of enterprises on banks, the credit risk of an enterprise will be transmitted to the bank through the credit network. Moreover, an infectious effect will be formed in the bank-enterprise credit-related network. At present, academic research on credit risk contagion of banks and enterprises mainly focuses on the following three aspects. First, with the increasing degree of financial liberalization, the loan transactions between banks and enterprises have increased substantially, and the credit risks of loans have continuously infected banks and enterprises [1–8]. The bank-enterprise credit-linked network has the role of a financial accelerator. Some scholars have conducted corresponding research on the bank-enterprise credit association network and its characteristics. For instance, Masi and Gallegati [9] studied the Italian bank-enterprise credit network and found that the credit connection between banks and enterprises is heterogeneous. Asanuma [10] built a credit network through multiple enterprises and a single bank, considering the bank borrowing attitudes and borrowing enterprises by credit network directly and indirectly connected with bank loans. Gatti et al. [11] studied the characteristics of the network economy in the three sectors of upstream and downstream enterprises and banks. They found that the network structure between banks and enterprises and the nonperforming loan ratio involved can lead to bankruptcy of one or more enterprises. The bankruptcy risk would be transmitted to other enterprises or banks through the bank-to-enterprise credit connection network, causing bankruptcy of other enterprises or banks. Second, the interenterprise guarantee risk influenced by the expansion of the credit market and the economic shocks has caused tremendous trauma to the real economy and the banking industry [12–15]. However, the moral hazard or adverse selection in the bank-enterprise credit market is one of the important factors of corporate guarantee risk. Yin et al. [16] used a unique dataset obtained from a major state-owned commercial bank in China and models that explicitly incorporate heterogeneous borrower qualities. They analyzed the risk of default and provision of collateral for bank loans to firms with varied credit qualities and found that low-quality borrowers may be required to provide collateral at the bank’s request to mitigate moral hazard problems. On the contrary, high-quality borrowers may provide collateral willingly to signal quality to mitigate adverse selection problem when competing for obtaining access to bank loans. Liang et al. [17] employed the stochastic frontier approach on 14 banks over the 2001–2010 period to examine how small- and medium-sized enterprises’ (SMEs’) lending and credit guarantee affect Korean banks’ efficiency. They found that when increasing loans to SMEs, the cost efficiency of banks decreases due to information asymmetry. However, increasing the proportion of credit guarantee can improve their cost efficiency. This finding proves that the credit guarantee system of South Korea can share the credit risk of SMEs to help improve bank efficiency. In addition, Gropp et al. [18] conducted a natural experiment using matched bank/firm data to identify the effects of bank guarantees on allocative efficiency. The study found that unproductive firms with guarantees in place receive larger loans, invest more, and maintain higher rates of sales and wage growth compared with those without. Finally, the market impact caused by the macroenvironment poses a threat to a single enterprise or multiple enterprises. The negative impact faced by a single enterprise may affect the entire bank-enterprise market and produce a contagion effect [11, 19–24]. Li and Sui [25] studied the credit risk contagion of banks and upstream and downstream enterprises’ counterparties based on the perspective of credit. They concluded that the quality of credit assets in the financial system has declined due to market shocks caused by the macro environment. Moreover, the probability of credit asset downgrade or even default between banks and enterprises has increased, resulting in the loss of banks with credit relationship. Mohammad et al. [26] believed that the individual risk, credit risk, and liquidity risk caused by risk shock will be transmitted to the network counterparties of banks and enterprises through stratified and partial transmissions, which will further cause the extensive spread of bank-enterprise counterparty credit risks. Asanuma [10] believed that although each borrower directly establishes contact with the lender through its credit contract, each borrower is indirectly connected with all other borrowers in the credit network. The study found that the bank’s lending attitude can be used as a financial accelerator, which greatly affects the dynamics of the economic system through the credit network. The same level of external shock will produce completely different results according to the lending attitude of different banks.

With the rapid development of complex networks, such networks provide an effective tool for analyzing and solving the interaction of financial systems [27–31]. In the financial system, the credit association between banks and enterprises constitutes a relatively complex credit association network, which has become an important channel for credit risk and credit crisis contagion [12, 32–35]. Initially, scholars mainly...
studied the credit risk contagion of counterparties on the single-layer network of credit association. For instance, Bargigli and Gallegati [36] took credit connections as the main source of systemic risk under the complex network and described the community of the bank-enterprise credit network in Japan. They found a subset of tightly connected nodes in the credit network (these subsets may conduct any impact affecting the single-tier credit network). Chen et al. [13] constructed a network model of credit risk contagion in the interbank lending market based on time series. Under the single-layer network, they studied how the contagion effects of credit risk accumulate and spread in the interbank market network, and the evolution characteristics of credit risk contagion caused by the initial default of debt banks in the interbank market. Montagna and Kok [37] pointed out that the systemic risk between banks and enterprises through the associated network which is usually greater than the sum of the credit risks considered separately. In the single-layer credit network, the contagion effect of counterparty credit risks of banks and enterprises shows a significant nonlinear feature. Jiang and Fan [38] introduced the transmission dynamics theory in complex networks into the coupling relationship between credit risk contagion and emotional contagion based on the structure of linked credit risk network. They analyzed the evolution process of individual risk contagion and emotional contagion in networks and further investigated the impact of network structure, individual risk attitude, individual risk tolerance, and financial market regulation on credit risk contagion and emotional contagion. Li and Zhou [39] gave the associated credit risk model with the imperfect immunization scenario in the enterprise cluster based on assets related to the framework of the small-world network. They applied mean field theory and principle of epidemiology to reveal the relationship between associated credit risk contagion probability with imperfect immunization and asset related to the enterprise community network. Chen et al. [8] considered the heterogeneity of counterparties in the credit risk transfer (CRT) market and preferential connection among counterparties to build the CRT market counterparty credit risk contagion of susceptible-infected-recovered-susceptible (SIRS) model. Moreover, they theoretically analyzed the influence mechanism and evolution characteristics of counterparty behavior preference, counterparty credit risk contagion adaptability, regulatory rescue strategy, and other factors on counterparty credit risk contagion in the CRT market under a single-layer network. Based on complex network theory, Wang et al. [24] constructed a counterparty credit risk contagion model by considering investor behavior and information disclosure strategies and analyzed the network topology characteristics and evolution rules of counterparty credit risk contagion under a single-tier network.

However, bank and enterprise counterparties formed a multilayered, multattribute, multicriteria credit-linked super network due to financial transaction behaviors, such as credit, wealth management, savings, and derivatives. Fully analyzing and depicting the complex mechanism of credit risk contagion among bank-enterprise counterparties from the perspective of a single-layer network are difficult. With the continuous deepening of basic research of complex networks and theoretical breakthroughs, the multilayer network analysis method makes the research results of counterparty infection highly realistic to the actual market. In a credit association network, multilayer network analysis can describe complex credit associations among different types of counterparties in the same layer network and also can describe the interaction among counterparties in different network layers. Moreover, the contagion effect caused by the interaction among different network layers is often greater than that in a single-layer network [3, 23, 35, 40–42]. Wang et al. [43] from the perspective of macroprudential stress testing constructed a risk contagion model of bank-real estate loan network under the double-layer network. Anand et al. [44] studied the role of macroeconomic fluctuations, asset market liquidity and network structure on risk contagion, and loss of the financial system in a multilayer network, which was composed of three different but interconnected sets of agents—domestic banks, overseas banks, and firms. Granell et al. [45] analyzed the interaction in the transmission process of infectious diseases based on the two-layer network. They found that the evolution process of the infectious disease threshold can be explored according to the relationship between the topological structure of the two-layer network and the ideology. Iori et al. [46] measured the effect of individual infectors on systemic risk in the three-layer network of long- and short-term loans and holding common assets based on the multilayer network. They concluded that the multilayer network measurement of systemic risk was greater than that of the aggregate risk of each layer of the network, and the systemic risk was related to the financial multilayer network topology. Hüser et al. [47] used granular data on the security cross-holdings among the largest euro area banking groups and constructed a multilayered network model. Each layer represents bail-inable securities of a specific seniority layer of the creditor hierarchy, which can be a useful tool for resolution authorities to inform the policy discussion on the composition and level of loss-absorbing capacity of banks and the direct contagion risk following a bail-in. Ding et al. [6] constructed a bidirectional bank network composed of credit relationship and information interaction through the balance sheets of banks, modeled the structure of systemic risk, and studied the dynamic mechanism of the spread of default risk and liquidity contagion and its influencing factors. Silva et al. [33] built a feedback mechanism model for bank-enterprise based on a multilayer network. They believed that the feedback between enterprises and banks in the financial system can easily magnify systemic risks; that is, the shock from the enterprise will be transmitted to the bank through the financial network. This case in turn will not only amplify the initial impact of the enterprise but also bring deterioration in the financial situation. From the perspective of stock price fluctuation, Dong et al. [48] constructed a single-layer network SCIR investor risk contagion model considering the heterogeneity of investors based on the single-layer network SCIR investor risk contagion model. They constructed a two-layer coupling network investor risk contagion model and compared the evolution characteristics.
and rules of investor risk contagion under different connection modes and mechanism probabilities. Chen et al. [8] considered the potential default status and counterparty heterogeneity of counterparties in the CRT market. They constructed a counterparty credit risk contagion model under a double-layer coupling network based on the single-layer network model and analyzed the evolution behavior characteristics of counterparty credit risk contagion under the two-layer coupling network.

In summary, under the credit correlation network, existing studies have constructed and analyzed the model of banks and enterprise credit risk transmission and its evolution with the help of complex networks. However, research for intra- and internetwork infections under a double-layer network that considered the heterogeneity of banks and enterprises and their risk behavior attributes and integrated the infectious disease model to study the bank and enterprise counterparty credit risk transmission is limited. Therefore, this study considers the impact of corporate credit defaults on their counterparts under the credit linkage based on the perspective that banks do not withdraw loans from enterprises. Then, this study constructs a two-layer network model of credit risk contagion between bank and enterprise counterparties and analyzes in depth the following: response ability, risk preference, influence, level of interenterprise credit risk contagion and its network heterogeneity in the interenterprise credit association network, the risk prevention and control ability, business correlation degree, interbank credit risk contagion level and its network heterogeneity in interbank credit association network, and factors, such as the level of credit risk contagion between bank-enterprise counterparties and other complex relationships among the banks and enterprises based on credit relationships is becoming increasingly close. Credit is an important part of the credit financial relationship between companies is inevitable due to these complex and intertwined credit-related relationships.

In addition, the credit relationship between banks and enterprises based on credit relationships is becoming increasingly complex, which has become an important channel for credit risk contagion. In the enterprise system, various types of enterprises of various sizes have formed a close credit relationship through single or multiple methods, such as cross-shareholding, supply chain relationships, related party transactions, credit guarantees, capital dismantling, and asset-liability relationship. This relationship constitutes an enterprise counterparty credit-related network. In the enterprise credit association network, the financial relationship between companies is inevitable due to these complex and intertwined credit-related relationships. When some companies have fluctuations in credit ratings or increased credit risk or defaults, direct or indirect credit-related companies will inevitably be affected, forming financially consistent risk gains and losses. In this case, credit risk may be contagious in the enterprise’s credit-related network, which may lead to systemic risk or even credit crisis in serious cases.

The interbank lending, joint shareholding, asset-liability relationship, and other complex relationships among the banking departments constitute the bank’s credit association network, which forms an important channel for interbank counterparty risk contagion. In the bank credit association network, credit activities, such as credit business, lending business, wealth management product trading business, and bond underwriting business, lead to the formation and dependence of credit risk. A bank default will affect mutual contagion through the bank credit association network, resulting in the linkage effect of interbank assets and liabilities and causing systemic risks. The interbank credit association network plays a crucial role in the flow of liquidity within the banking system and the redistribution of credit resources. However, the interbank credit association network provides a channel for the spread and diffusion of credit risk.

With the development of the economy, the credit relationship between banks and enterprises is becoming increasingly close. Credit is an important part of the credit activities between banks and enterprises. Nevertheless, credit has become an important channel for the formation of credit dependence between bank and enterprise counterparties. In an uncertain environment, decision-making behaviors and operating benefits of enterprises are easily affected by macro and micro uncertain economic, social, and policy factors. The formation of corporate credit default is hidden, sudden, and contagious, and enterprise defaults can infect the interbank counterparties through the credit relationship between banks and enterprises, resulting in bank credit losses. In addition, the impact of this loss will be transmitted to neighboring banks through the interbank credit-related network, triggering the mutual infection and transmission of bank-enterprise credit risk in such a network. When the bank losses are small, the credit risk transmission is within the controlled range, and the contagion impact is below the critical level, then the bank will not withdraw loans to enterprises. However, if the contagion shock is higher than the critical level of bank risk tolerance, then banks will withdraw

### 2. Credit Risk Contagion Behavior

**Mechanism of Bank-Enterprise Counterparties under a Double-Layer Network**

In the modern economic system, the business connection based on credit connection between banks and nonbanking companies is becoming increasingly close. Moreover, a significant symbiotic relationship is observed between banks and enterprises. However, with the deep development of the business relationship between banks and enterprises, the subject transactions based on credit are also becoming frequent. The interenterprise credit association network plays a crucial role in the interflow of liquidity within the banking system and the redistribution of credit resources. However, the interenterprise credit association network provides a channel for the spread and diffusion of credit risk.
loans from enterprises, causing additional serious credit risk contagion.

According to the above analysis, some enterprises have experienced credit defaults or increased credit risk levels in the enterprise network \( A \) may be due to financial crisis, poor management, and internal and external factors, such as the fluctuation in the macromarket environment influence. Thus, this case leads to a change from healthy companies to default ones and became the source of credit risk in corporate networks \( A \). In the enterprise network \( A \), the enterprise credit risk is continuously transmitted to the enterprises with a direct or indirect connection through the interenterprise credit-related network. Considering the credit risk level of enterprises and their ability to resist credit risk, the possible credit risk state of an enterprise after participating in credit activities in the actual operation process is divided into three states: healthy state enterprise \( S_A \), credit default state enterprise \( I_A \), and bankruptcy state enterprise \( R_A \). Healthy state enterprises \( S_A \) refer to credit risk with a low level of risk exposure but are susceptible to the influence of companies with a high level of credit risk associated with them, resulting in credit default risk. Credit default state enterprises \( I_A \) refer to the influence of internal and external factors, where credit default state enterprises spread to other enterprise nodes at a certain probability. Then, bankrupt state enterprises \( R_A \) refer to a large scale of defaults affected by internal and external counterparties, causing serious losses and bankruptcy that cannot be restored. However, the bankrupt enterprises can be restored to healthy enterprises through restructuring and introducing new strategic investors.

In the banking network \( B \), the bank balance sheet association, jointly owned assets, interbank lending business relationship, and other correlations are all different sizes of bank interconnected link. At the initial moment, some banks may be affected by the decline of asset quality and credit losses, which lead to credit default and become the source of credit risk contagion in network \( B \). The banking network \( B \) has three types of banks: healthy banks \( S_B \), which have credit risks with low-risk exposure, but are vulnerable to credit default risks caused by banks with high associated credit risks; default banks \( I_B \), which are affected by internal and external factors, have a credit default and spread it to other bank nodes with a certain probability; bankruptcy banks \( R_B \) which suffer a large area of default affected by internal and external counterparties, causing serious losses and facing bankruptcy that cannot be restored. However, bankrupt banks can be restored to healthy ones by restructuring, injecting capital, and bringing in new investors.

In summary, this study considers the credit association between the corporate network and the bank network based on the complex network and SIR infectious disease theory. This study also builds a credit risk infection model SIRS – SIRS that includes the interaction between the corporate network and the bank network. When a corporate counterparty defaults due to poor management or the impact of macroeconomic fluctuations, the credit risk gradually forms and spreads in the corporate network and to some banks with poor-risk resistance through the credit association between banks and enterprises. These banks infected with credit risk pass such risk to their neighbors through interbank business association activities, resulting in further transmission of credit risk in the bank network and increasing the impact on the bank network. The part of the bank that is infected with credit risk then passes the credit risk to neighboring banks through interbank business-related activities, causing further contagion of credit risk in the banking network and increasing the impact on the banking network. Among them, Figure 1 shows the credit risk transmission path under the interaction of the corporate and bank networks.

3. SIRS Model of Credit Risk Contagion of Bank-Enterprise Counterparty

3.1. Basic Assumptions. This study set the number of nodes in the enterprise and bank networks to \( M \) and \( N \), respectively, to build an evolutionary model of counterparty credit risk contagion based on enterprise \( A \) and bank \( B \) networks. According to the previous analysis, the contagion mechanism of credit risk in the double-layer credit association network between banks and enterprises can be abstracted as shown in Figure 2.

Given that the scale of the counterparties of the enterprise’s credit-related network remains unchanged, the sum of the nodes of different types of enterprises at any time is equal to the total number of the enterprise’s counterparties \( M \), that is, to satisfy the relationship:

\[
S_A(t) + I_A(t) + R_A(t) = M.
\]

Similarly, supposing that the scale of counterparties of the bank’s network remains unchanged, the sum of the nodes of different types of bank nodes at any time is equal to the total amount of bank counterparties \( N \), that is, to satisfy the relationship:

\[
S_B(t) + I_B(t) + R_B(t) = N.
\]

Considering the degree \( k_A \) in the enterprise credit association network and the degree \( k_B \) in the bank network, which are abstracted from the internal business association relationship of the network, the degree distribution of the enterprise credit association network and the bank network is \( P_A(k_A) \) and \( P_B(k_B) \), respectively. Based on the above analysis, this study makes the following assumptions:

**Hypothesis 1.** At the initial moment, some companies experienced increased credit risk or credit defaults due to factors, such as financial crisis, poor management, macro-policy, and market environment fluctuations. Such companies have become the source of credit risk in the corporate credit-related network \( A \) and pass the credit risk to the credit-related enterprises with the probability of \( \lambda_A \) to make it into a default state enterprise. The healthy company \( S_A \) affected by internal and external factors is partly transformed into a default state enterprise with a probability of \( \lambda_A \) and partly unable to restore due to serious losses, facing bankruptcy, and transformed into the bankruptcy state enterprise \( R_A \) with a probability of \( u_A \). The company \( I_A \) in the default state is affected by internal and external counterparties and will likely break a large-scale breach of contract and cause serious losses. This company is
transferred into the company $R_A$ in bankruptcy with a probability of $\phi_A$. The bankruptcy company $R_A$ resists the counterparty credit default risk through restructuring and introducing new strategic investors. The bankruptcy company $R_A$ will also be transformed into a healthy company $S_A$ with a probability of $\eta_A$.

**Hypothesis 2.** At the initial moment, some bank nodes will transfer the credit default risk to the credit-related bank with a probability of $\lambda_B (0 < \lambda_B < 1)$ due to the impact of the decline in the quality of the underlying assets and the impact of credit losses to transform them into default banks. In addition, under the influence of internal and external factors, the healthy state bank $S_B$ will also be unable to restore due to severe losses caused by large-scale defaults and will face bankruptcy and change into bankruptcy state bank $R_B$ with a probability of $u_B$. Under the influence of internal and external counterparty risks, the default state bank $I_B$ produces widespread defaults, causes serious loss, and becomes the bankrupt state bank $R_B$ with a probability of $\phi_B$. The bank in bankruptcy status $R_B$ resists the counterparty credit default risk through reorganization, capital injection, and introduction of new investors and will be transformed into a healthy bank $S_B$ with a probability of $\eta_B$.

**Hypothesis 3.** Based on credit association, the default state node $I_A$ of the enterprise credit association network has a credit associated with the bank network health state node $S_B$. Moreover, the default state node $I_A$ of the enterprise credit association network will infect the credit risk to the healthy status node $S_B$ of the bank network with a probability of $\lambda_{A\rightarrow B} (0 < \lambda_{A\rightarrow B} < 1)$ and accelerate or cause its default.

### 3.2. Infection Probability

#### 3.2.1. Probability of Credit Risk Contagion of Corporate Network Counterparty

In an enterprise’s credit-related network, companies of different sizes form interrelated relationships in different ways, such as transaction-related, guarantee-related, asset-liability-related, and cross-shareholding. When the enterprise is mismanaged or affected by macroeconomic fluctuations and leads to credit default, these associations provide a channel for credit risk contagion. In enterprise credit association $A$, when corporate counterparties have a credit default due to its own financial crisis, poor management, macroeconomic fluctuations, and so on, the probability of credit risk contagion is influenced by the following five factors:

1. The initial economic shock $\tau(0 < \tau < 1)$ of the business counterpart. If the initial economic impact on the counterparty of an enterprise is high, then the probability that the counterparty will be converted into a default state is also high [23, 35, 45].

2. Level $\alpha(0 < \alpha < 1)$ of corporate counterparty risk perception. The corporate counterparty risk perception level is the perception and recognition of risk by corporate counterparties based on their own knowledge and experience, which is one of the important influencing factors for corporate counterparty decisions [8, 10, 12]. A counterparty with a high level of credit risk awareness, through its own financial resources and analysis of corporate default risk, adopts a strategy to resist credit risk. Therefore, if the level of corporate counterparty risk awareness is high, then the chance of adopting a strategy to resist credit risk is high, and the degree of credit risk contagion is low.

3. The risk-overflow ability $\tau(0 < \tau < 1)$ of business counterparties. The ability of counterparty credit risk leveling and overflow reflects the risk hedging level of the counterparty in the process of production and operation. The process is affected by its own financial crisis, mismanagement, macroeconomic environment fluctuations, and in the face of neighbor node
default [2, 24, 49]. If the counterparty’s risk-overflow ability is strong, then the probability of resisting credit defaults is great and that of corporate defaults is small.

(4) The leverage level \( \sigma (0 < \sigma < 1) \) of business counterparties. The leverage level of corporate counterparties is an important factor that exacerbates corporate counterparty default [9, 50]. If the leverage of corporate counterparties is high, then the exposure to credit risk contagion is great.

(5) The influence \( \theta_i \) of the enterprise is related to the topology of the enterprise’s credit association network [34, 35, 51]. In this study, the influence of the counterparty is measured by the marginal weight \( y \) and the degree \( k \) of the corporate counterparty, which can be expressed as the weighted average of the marginal weights between the corporate counterparty and \( k \) connected counterparties: \( \theta_i = \sum y_i / k_i \). Among them, \( \sum y_i \) represents the sum of the marginal weights associated with the counterparty \( i \), and the marginal weights refer to the number of business associations of business counterparties in the recent period. \( k_i \) represents the degree of counterparty \( i \) and refers to the number of sides connected to the counterparty \( i \).

Therefore, based on the above analysis, drawing on the credit risk conversion model of Luo et al. [52], the credit risk probability model of corporate counterparties is defined as follows:

\[
\lambda_A (\nu, \alpha, \tau, \sigma, \theta) = \lambda_A^{(\alpha\nu)_{\theta}}. \tag{1}
\]

Among them, \( \lambda_A \) is the credit risk transmission rate of the counterparty in the enterprise credit-related network \( A \).

Equation (1) shows that \( (\partial \lambda_A / \partial \nu) > 0 \) and \( (\partial^2 \lambda_A / \partial \nu^2) < 0 \); thus, the credit risk contagion probability \( \lambda_A \) of the counterparty of the corporate credit-related network has a rising characteristic of decreasing margin with the increase in the initial economic shock \( \nu \) on the counterparty of the enterprise. Similarly, given that \( (\partial \lambda_A / \partial \alpha) < 0 \) and \( (\partial^2 \lambda_A / \partial \alpha^2) < 0 \), the credit risk contagion probability \( \lambda_A \) of the counterparty of the corporate credit-related network is showing a decreasing characteristic of marginal increase with the increase in the enterprise counterparty risk awareness level \( \alpha \). Considering that \( (\partial \lambda_A / \partial \tau) < 0 \) and \( (\partial^2 \lambda_A / \partial \tau^2) < 0 \), the credit risk contagion probability \( \lambda_A \) of the counterparty of the corporate credit-related network has a decreasing characteristic of increasing margin with the increase in the credit risk contagion probability \( \lambda_A \) of the counterparty of the corporate credit-related network has a rising characteristic of decreasing margin with the increase in the leverage level \( \sigma \) of the corporate counterparty. Considering that \( (\partial \lambda_A / \partial \theta) > 0 \) and \((\partial^2 \lambda_A / \partial \theta^2) < 0 \), the credit risk contagion probability \( \lambda_A \) of the counterparty of the corporate credit-related network is increasing with decreasing margin with the increase in the influence \( \theta \) of the counterparty of the enterprise.

3.2.2. Credit Risk Contagion Probability of Bank Network Counterparties. Credit derivative transactions, interbank lending business, and wealth management product business conducted among banks will cause credit risk to flow within the banking system. A bank default will have an impact on the balance sheet of the credit-linked bank, forming financial risks and passing the risk through business-related activities among banks [10, 21, 41, 53–55]. In addition, when some credit assets between banks and enterprises are defaulted due to the initial economic shock, the risk of default will be transmitted to the bank through the loan relationship between banks and enterprises, causing the bank to suffer a risk loss. This loss will pass through the interbank borrowing, and liquidity effects in the banking market will further spread in the banking network. The bank-enterprise credit association provides an infectious channel for the transmission of corporate credit risk to the bank. Hence, the probability of contagion of the credit risk of the interbank counterparty is affected by the risk of the contagion of the corporate counterparty credit risk to the bank counterparty \( \lambda_A \rightarrow \beta (0 < \lambda_A \rightarrow \beta < 1) \) influences.

In the banking network, as the degree of interbank credit association \( \epsilon (0 < \epsilon < 1) \) increases, the probability of credit risk transmission within the banking system and the speed credit risk transmission rate increase. If the bank has a comprehensive risk warning mechanism and adequate capital reserves, then the bank’s own risk resistance \( \omega (0 < \omega < 1) \) is strong and is less likely to be affected by credit risk contagion [2, 13, 56, 57]. Second, if the bank’s ability to process default information \( \rho (0 < \rho < 1) \) is strong, then the ability of the bank to the credit risk screening and risk warning ability is also strong, and the probability of the bank to inhibit the spread of credit risk is great. In the bank network, some bank subjects are not proficient at processing information and have a low ability to screen and warn about credit risks. When faced with underlying risks, banks have a serious sense of panic, which will be transmitted to the major institution of neighboring banks through the credit association network under the influence of the irrational behavior of the bank. Then, the neighboring bank conveys a sense of panic to the neighboring bank, finally showing a remarkable “herd mentality” [12, 58, 59].

According to the above analysis, a close correlation is observed between the credit risk contagion and the business correlation among banks \( \epsilon \), the bank’s own risk resistance \( \omega \), the bank’s ability to process risk information \( \rho \), and the risk contagion probability of corporate counterparty credit risk contagion to bank counterparties \( \lambda_A \rightarrow \beta \) in the bank’s credit correlation network. Drawing on Wang et al.’s [24] credit risk conversion model, the credit risk contagion probability model of the counterparty \( i \) in the bank’s credit-related network is defined as follows:

\[
\lambda_B (\epsilon, \omega, \rho, \lambda_A \rightarrow \beta) = \lambda_A^{1/2} \cdot B^{\alpha \nu \lambda_A \rightarrow \beta \theta}. \tag{2}
\]

Among them, \( \lambda_B \) is the credit risk transmission rate of the counterparty in the bank’s credit-related network \( B \).

Equation (2) shows that \( (\partial \lambda_B / \partial \lambda_A \rightarrow \beta) > 0 \) and \( (\partial^2 \lambda_B / \partial \lambda_A \rightarrow \beta^2) < 0 \). Thus, the credit risk contagion
probability \( \lambda_B \) of the counterparty \( i \) in the bank network is characterized by an increase in diminishing margin with the increase in the risk contagion probability \( \lambda_{A \rightarrow B} \) of the enterprise’s counterparty credit risk infecting the bank’s counterparty. Similarly, given that \((\partial \lambda_B / \partial \omega) < 0 \) and \((\partial^2 \lambda_B / \partial \omega^2) > 0 \), the credit risk contagion probability \( \lambda_B \) of the counterparty \( i \) in the bank network is characterized by a decrease in diminishing margin with the increase in the risk resistance \( \omega \) of the bank counterparty \( i \). Given that \((\partial \lambda_B / \partial \omega) > 0 \) and \((\partial^2 \lambda_B / \partial \omega^2) < 0 \), the credit risk contagion probability \( \lambda_B \) of the counterparty \( i \) in the bank network is characterized by an increase in diminishing margin with the increase in the business connection degree \( e \) of the bank counterparty \( i \). Considering that \((\partial \lambda_B / \partial \rho) < 0 \) and \((\partial^2 \lambda_B / \partial \rho^2) < 0 \), the credit risk contagion probability \( \lambda_B \) of the counterparty \( i \) in the bank network is characterized by a decrease in increasing margin with the increase in the processing capacity \( \rho \) of the bank counterparty \( i \) for the default information.

3.3. Construction and Analysis of Infection Model. Given that the enterprise node with the scale \( k_A \) at \( t \) is at the relative densities of \( S, I, \) and \( R, s_k(t), i_k(t), \) and \( r_k(t) \), respectively, meet the normalization condition: \( s_k(t) + i_k(t) + r_k(t) = 1 \). Similarly, given that the bank node with the scale \( k_B \) at \( t \) is at the relative densities of \( S, I, \) and \( R, s_k(t), i_k(t), \) and \( r_k(t) \), respectively, satisfy the normalization condition: \( s_k(t) + i_k(t) + r_k(t) = 1 \). Drawing on Qian et al. [34] to construct the SIR virus infection model on a complex network, as shown in Figure 2, and the analysis of the credit risk contagion mechanism of bank-enterprise counterparties above, the dynamic behavior of counterparty credit risk contagion in corporate credit-related networks can be used in differential equations of the formula:

\[
\begin{align*}
\frac{ds_k(t)}{dt} &= -\lambda_A i_k s_k(t) + \eta_A r_k(t), \\
\frac{di_k(t)}{dt} &= \lambda_A i_k s_k(t) - \phi_A i_k(t), \\
\frac{dr_k(t)}{dt} &= u_A i_k(t) + \phi_A i_k(t) - \eta_A r_k(t).
\end{align*}
\]

Among them,

\[ \Theta_1(t) = \frac{1}{\langle k_A \rangle} \sum_{k_A} k_A \rho(p(k_A))i_{k_A}(t). \]  

\[ \Theta_2(t) = \frac{1}{\langle k_B \rangle} \sum_{k_B} k_B \rho(p(k_B))i_{k_B}(t). \]

\( \Theta_1(t) \) represents the probability of randomly selecting an edge from a healthy enterprise \( S_A \) with a degree of \( k_A \) to be connected with a defaulting enterprise \( I_A \) at time \( t \). Its stable value is recorded as \( \Theta_1^* \) in the stable state. Equation (3) depicts the transformation relationship among the healthy, default, and bankruptcy state enterprises, where the first term on the right side of the first equation represents the general term of corporate counterparty credit risk contagion, which is proportional to the degree \( k_A \) of corporate counterparty credit risk contagion, the rate \( \lambda_A \) of corporate counterparty credit risk contagion, and the density \( s_{k_A}(t) \) of healthy counterparty with the degree \( k_A \) at time \( t \). The second term means that the healthy state enterprise changes into the bankruptcy state enterprise \( R_A \) with a probability of \( u_A \). The third term means that the bankrupt enterprise \( R_A \) changes into a healthy enterprise \( S_A \) with a probability of \( \eta_A \).

After a certain period of contagion evolution, if the scale of the healthy, default, and bankruptcy state enterprises in the enterprise credit-related network \( A \) eventually becomes constant, then the enterprise credit-related network \( A \) is in a stable state. The default status of the enterprise \( I_A \) in the corporate credit association network \( A \) is transmitted to the healthy bank \( S_B \) in the bank network \( B \) with a probability of \( \lambda_{A \rightarrow B} \) through the bank-enterprise credit association. Therefore, the bank network \( B \) has two sources of credit risk for the bank \( S_B \) in the healthy state to become the bank \( I_B \) in the default state: (1) In the corporate credit-related network \( A \), the default state counterparty \( I_A \) transfers the credit risk to the healthy state counterparty \( S_A \) with a probability of \( \lambda_{A \rightarrow B} \) through the bank-enterprise credit association. (2) In the bank network \( B \), the healthy bank counterparty \( S_B \) is infected by the default bank counterparty \( I_B \). Therefore, the dynamic behavior of counterparty credit risk contagion in the bank credit association network can be described by the following differential equations:

\[ \frac{ds_k(t)}{dt} = \left( \lambda_A i_k s_k(t) + \lambda_A i_k s_k(t) + \eta_A r_k(t) \right), \]

\[ \frac{di_k(t)}{dt} = \left( \lambda_A i_k s_k(t) + \lambda_A i_k s_k(t) + \eta_A r_k(t) \right), \]

\[ \frac{dr_k(t)}{dt} = \eta_A i_k(t) \]

\[ \Theta_2(t) = \frac{1}{\langle k_B \rangle} \sum_{k_B} k_B \rho(p(k_B))i_{k_B}(t). \]

Among them,

\[ \Theta_1(t) = \frac{1}{\langle k_A \rangle} \sum_{k_A} k_A \rho(p(k_A))i_{k_A}(t). \]
degree $k_B$ at $t$; second, this method is proportional to the average degree $\langle k_A \rangle$ of the enterprise counterparty, the rate $\lambda_A$ of the enterprise credit risk contagion rate $\lambda_{A-B}$ of the default state node $I_A$ of the enterprise credit association network infecting the credit risk to the healthy state node $S_B$ of the bank network, and the density $s_{h_B}(t)$ of the healthy bank counterparty with the degree $k_B$ at $t$. The second term indicates that the state healthy bank changes into the bankruptcy state bank $R_B$ with a probability of $\eta_B$; the third term indicates that the bankruptcy bank $R_B$ changes into the healthy bank $S_B$ with a probability of $\eta_B$.

After a certain period of contagion evolution, if the scale of the healthy, default, and bankrupt banks in the bank network $B$ eventually becomes constant, then the bank network $B$ is in a stable state. Therefore, when the corporate credit-related $A$ and bank $B$ networks are under stable conditions, the following mainly discusses the evolutionary characteristics of the credit risk contagion rate threshold and the scale of default.

3.3.1. Analysis of the Threshold of Corporate Network Credit Risk Contagion Rate and the Scale of Default. This section mainly examines the threshold of the counterparty credit risk contagion rate and the scale of default in the corporate credit-related network $A$. Notably, $i_{k_A}^*$ is the size of the defaulting enterprise with the degree of $k_A$ when the credit risk contagion of the enterprise’s counterparty tends to be stable, and $I_A^*$ is the scale of the defaulting enterprise in the entire enterprise credit-related network $A$, so $I_A^* = \sum_{k_A} P(k_A) i_{k_A}^*$. The first two expressions of (3) equal to 0 and the normalization condition, that is,

$$
\begin{align*}
\frac{ds_{h_B}(t)}{dt} &= 0, \\
\frac{di_{k_A}(t)}{dt} &= 0, \\
\frac{sd_{i_{k_A}}(t) + i_{k_A}(t) + r_{k_A}(t)}{1} &= 1.
\end{align*}
$$

The scale of the defaulting enterprise with the degree of $k_A$ can be obtained when the counterparty credit risk contagion tends to be stable in the enterprise credit association network $A$:

$$
i_{k_A}^* = \frac{\eta_A \lambda_A k_A \Theta_1^*}{\eta_A \lambda_A k_A \Theta_1^* + (\lambda_A k_A \Theta_1^* + u_A + \eta_A) \phi_A}.
$$

Combining equation (8) with equation (4), we can obtain

$$
\Theta_1^* = \frac{1}{\langle k_A \rangle} \sum_{k_A} P(k_A) \frac{\eta_A \lambda_A k_A \Theta_1^*}{\eta_A \lambda_A k_A \Theta_1^* + (\lambda_A k_A \Theta_1^* + u_A + \eta_A) \phi_A} = G(\Theta_1^*).
$$

$\Theta_1^* = 0$ is a trivial solution to equation (9). In other words, the credit risk of corporate credit-related network counterparties is not widely spread or even infected to other corporate counterparties. However, equation (9) must have a nontrivial solution $\Theta_1^*$ and satisfy $(dG(\Theta_1^*)/d\Theta_1^*) \Theta_1^* > 0 \geq 1$, and $1/\langle k_A \rangle \sum_{k_A} P(k_A) (\eta_A \lambda_A k_A/ (u_A + \eta_A) \phi_A) \geq 1$ can be obtained through simplification. Therefore, the critical conditions for the credit risk contagion of counterparties in the enterprise credit-related network are as follows: $\lambda_A^{(0)}(t=\tau) = \langle \langle k_A \rangle (u_A/\eta_A + 1) \phi_A/ \langle k_A^2 \rangle \rangle$, and the rate threshold of the credit risk contagion of the counterparty in the enterprise credit-related network is $\lambda_A^* = \langle \langle k_A \rangle (u_A/\eta_A + 1) \phi_A/ \langle k_A^2 \rangle \rangle$, where $\langle k_A \rangle = \sum_{k_A} k_A P(k_A)$ and $\langle k_A^2 \rangle = \sum_{k_A} k_A^2 P(k_A)$. Finally, the default enterprise scale in the enterprise credit association network $A$ is $I_A^* = \sum_{k_A} P(k_A) i_{k_A}^* = \sum_{k_A} P(k_A) (\eta_A \lambda_A k_A \Theta_1^*/ \eta_A \lambda_A k_A + (\lambda_A k_A \Theta_1^* + u_A + \eta_A) \phi_A)$. Among them, $\Theta_1^*$ is the nontrivial solution of equation (9), and $\Theta_1^*$ is a monotonically increasing convex function about $\eta_A$. Jackson [60] noted that random dominance is used to analyze the influence of network structure characteristics on behavioral finance. The enterprise credit association networks $A$ and $B$ of the degree distribution are made of $P_A$ and $P_B$, respectively. Given that $G(\Theta_1^*) = \langle (k_A^2)/\langle k_A \rangle \rangle (\eta_A \lambda_A k_A (u_A + \eta_A) \phi_A/ \langle k_A \rangle (u_A + \eta_A + \eta_A) \phi_A)\rangle > 0$ and $G''(\Theta_1^*) = \langle (k_A^2)/\langle k_A \rangle \rangle (\eta_A \lambda_A k_A (u_A + \eta_A) \phi_A)\rangle = (\lambda_A k_A (u_A + \eta_A + \eta_A) \phi_A)\rangle > 0$, $G(\Theta_1^*)$ is a monotonically increasing convex function about $\Theta_1^*$. Considering that $G(1) = (\sum_{k_A} P(k_A)/\langle k_A \rangle) (\eta_A \lambda_A k_A (\lambda_A k_A (u_A + \eta_A + \eta_A) \phi_A)\rangle < (\sum_{k_A} P(k_A)/\langle k_A \rangle) (\eta_A \lambda_A k_A (\lambda_A k_A (u_A + \eta_A + \eta_A) \phi_A)\rangle = 1$ and $G(0) = 0$, $G(\Theta_1^*)$ has at least one fixed point on $[0,1]$. When $\lambda_A > \lambda_A^*$, the credit risk of the enterprise’s counterparty spreads to the entire enterprise’s credit association network, and this network reaches an equilibrium state, at this time, $G'(\Theta_1^*) | \Theta_1^* = 0 > 0$. Therefore, $G'(\Theta_1^*) = (1/\langle k_A \rangle) \sum_{k_A} P(k_A) (\eta_A \lambda_A k_A \Theta_1^* (\eta_A \lambda_A k_A (\lambda_A k_A \Theta_1^* (\lambda_A k_A \Theta_1^* (u_A + \eta_A) \phi_A), and a unique equilibrium point is observed on $[0,1]$ and $\Theta_1^* > 0$. Complexity
Theorem 1. When \( \lambda_A > \lambda_A^* \), under other conditions unchanged, if the average degree of corporate counterparty credit-related network \( A \)' is greater than the average degree of the corporate counterparty credit-related network \( A \), then (1) the equilibrium value \( \Theta^*_i \) of the counterparty credit risk diffusion rate in network \( A \)' is greater than the equilibrium value \( \Theta^*_i \) of the counterparty credit risk diffusion rate in network \( A \) and (2) the diffusion scale \( I^*_A \) of the counterparty credit risk in network \( A \)' is greater than the diffusion scale \( I^*_A \) of the counterparty credit risk in network \( A \).

Proof: Supposing (1) that the original theorem is untrue, the average degree of corporate counterparty credit-related network \( A \)' is greater than the average degree of corporate counterparty credit-related network \( A \), and \( \Theta^*_i \leq \Theta^*_i \); that is, \( \Theta^*_i \geq \Theta^*_i = G(\Theta^*_i) \). When \( \lambda_A > \lambda_A^* \), the equilibrium value \( \Theta^*_i \) of the counter risk diffusion rate of the counterparty of the enterprise’s credit-related network is unique, and \( \Theta^*_i > 0 \).

If \( H(k) = \eta_A \lambda_A k \Theta^*_i \cdot (k) \cdot (\eta_A \lambda_A \Theta^*_i + \lambda_A \Theta^*_i + u_A + \eta_A \phi_A) \), then \( \partial H(k)/\partial k \) is a strictly increasing function about \( k \). According to the theory of random dominance of the network, the average degree \( k_A \rightarrow k_A \) of the first-order random dominance \( P_A \) is strictly first-order random dominance \( P_A \) because for any \( \Theta^*_i > 0 \), \( G(\Theta^*_i) \) exists, and for any \( \Theta^*_i > 0 \), \( G(\Theta^*_i) > G(\Theta^*_i) \). Hence, \( \Theta^*_i \geq G(\Theta^*_i) \). This notion contradicts \( \Theta^*_i < G(\Theta^*_i) \). Therefore, the original conclusion (1) holds.

Conclusion (1) shows that when the average degree of the enterprise’s counterparty credit-related network \( A \)' is greater than the average degree of the enterprise’s counterparty credit-related network \( A \), \( \Theta^*_i > \Theta^*_i \). Evidently \( i^*_k = \eta_A \lambda_A k \Theta^*_i / \eta_A \lambda_A k \Theta^*_i + (\lambda_A k \Theta^*_i + u_A + \eta_A \phi_A) \) is a monotone increasing function about \( \Theta^*_i \). Therefore, for any \( k > 0 \), \( i^*_k \rightarrow i^*_k \) occurs. In addition, \( \sum_k i^*_k \cdot p (k_A) i^*_k \); therefore, \( \sum_k p (k_A) i^*_k \cdot \sum_k p (k_A) i^*_k \); that is, \( I^*_A \rightarrow I^*_A \). According to the theory of network random dominance, the average degree \( k_A \rightarrow k_A \) is strictly a first-order random dominance \( P_A \) because \( \sum_k p (k_A) i^*_k \cdot \sum_k p (k_A) i^*_k \). Therefore, \( I^*_A \rightarrow I^*_A \). Hence, conclusion (2) was proved.

3.3.2. Analysis of the Threshold of Bank Network Credit Risk Contagion Rate and the Scale of Default. This section mainly examines the threshold of the credit default risk contagion rate of the counterparty in the bank’s credit-related network \( B \) and the scale of default. Notably, \( i^*_k \) is the size of the default bank with the degree of \( k_A \) when the credit risk contagion of the bank’s counterparty tends to be stable, and \( I^*_B \) be the scale of the default bank when the credit risk contagion of the counterparty in the entire bank’s credit-related network is stable.

Given that the first two expressions of (5) equal 0, the normalization condition is

\[
\frac{ds_k(t)}{dt} = 0, \quad \frac{di_k(t)}{dt} = 0, \quad s_k(t) + i_k(t) + r_k(t) = 1.
\]

The scale of the default bank with a degree of \( k_B \) can be obtained when the counterparty credit risk contagion tends to be stable in the bank’s credit-related network \( B \):

\[
i^*_k = \frac{\eta_B \lambda_A \lambda_B A (k_A) \Theta^*_i + \lambda_A \lambda_B A (k_A) \Theta^*_i}{\eta_B \lambda_A \lambda_B A (k_A) \Theta^*_i + \lambda_A \lambda_B A (k_A) \Theta^*_i + u_A + \eta_A \phi_A}.
\]

Combining equation (9) with equation (6), we can obtain

\[
\Theta^*_i = 0 \text{ is a trivial solution of equation (12); in other words, the credit risk of bank credit-related network counterparts is not widely spread or even infected to other bank counterparts. However, equation (12) must have a nontrivial solution and satisfy} \quad \text{\( (dG(\Theta^*_i)/d\Theta^*_i)_{\Theta^*_i=0} \geq 1 \text{, and} \quad (\langle k_B \rangle/\langle k_A \rangle)(\eta_B \lambda_A \lambda_B A (k_B) + u_B)\eta_B \lambda_A \lambda_B A (k_A) \Theta^*_i + \phi_B (\eta_B + \lambda_A \lambda_B A (k_A) \Theta^*_i + u_B)^2 \geq 1 \text{ can be obtained after simplification. Therefore, the critical condition for obtaining the credit risk of the counterparty of the bank’s credit-related network is} } \quad \lambda_B^{1/2} \lambda_A = \langle k_B \rangle \eta_B \lambda_A \lambda_B A (k_B) \Theta^*_i + u_B \text{, and the rate threshold of the credit risk contagion of the counterparty in the bank credit-related network is} } \quad \lambda_B^{1/2} \lambda_A = \langle k_B \rangle \eta_B \lambda_A \lambda_B A (k_B) \Theta^*_i + u_B \text{.}
\]
Among them, $\langle k_B \rangle = \sum_k k_B P_B (k_B)$ and $\langle k_B^2 \rangle = \sum_k k_B^2 P_B (k_B)$. Finally, the default bank scale in the bank credit association network $B$ is

$\phi_B (\eta_B + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B)/\eta_B (\eta_B + u_B)$.

$\Theta_1^* = \sum_{k_B} P_B (k_B) i_B^* = \sum_{k_B} P_B (k_B) \eta_B [\lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^*] + \phi_B [\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B]$.

(13)

where $\Theta_2^*$ is the nontrivial solution of equation (12).

$\Theta_2^* = -a + \sqrt{b^2 - c^2}/(2 (\eta_A + \phi_A) (\eta_B + \phi_B) \lambda_B k_B A = \eta_B + \phi_B \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + \phi_B (\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B)$.

According to the infection model of Section 3.3, we can know

$\left( \frac{\partial \lambda_B}{\partial \eta} \right) < 0,$

$\left( \frac{\partial \lambda_B}{\partial \phi} \right) > 0,$

$\left( \frac{\partial \lambda_B}{\partial \lambda_A} \right) > 0,$

$\left( \frac{\partial \lambda_B}{\partial \lambda_A} \right) > 0,$

$\left( \frac{\partial \lambda_B}{\partial \lambda_A} \right) > 0.$

Therefore, the following proposition can be obtained:

**Proposition 2.** A diminishing marginal negative correlation relationship is observed between the threshold of bank counterparty credit risk contagion $\lambda_B^*$ and the degree of business correlation $\epsilon$ of the bank’s counterparty. Moreover,

$$G_1 (\Theta_2^*) = \frac{\phi_B [\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B]}{[\eta_B (\lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + \phi_B (\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B)]}$

$G_2 (\Theta_2^*) = \phi_B [\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B] [\eta_B (\lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + \phi_B (\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B)] < 0.$

$G (\Theta_2^*)$ is a monotonically increasing convex function about $\Theta_2^*$. Considering that

$$G_1 (1) = \sum_k k_B P (k_B) [\eta_B (\lambda_B k_B + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^*)] + \phi_B [\eta_B + \lambda_B k_B + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B]$$

$$< \sum_k k_B P (k_B) [\eta_B (\lambda_B k_B + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^*)] = 1,$$

$G (0) = 0$. Therefore, $G (\Theta_2^*)$ has at least one fixed point on $[0, 1]$. When $\lambda_B > \lambda_B^*$, the credit risk of the bank’s counterparty spreads to the entire bank’s credit-related network, and this network reaches an equilibrium state, at this time, $G_1 (\Theta_2^*) |_{\Theta_2^* = 0} > 1$. Therefore,

$$G (\Theta_2^*) = \frac{1}{\langle k_B \rangle} \sum_k k_B P (k_B) [\eta_B (\lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^*)] + \phi_B [\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B].$$

(16)

has a unique equilibrium point on $[0, 1]$, and $\Theta_2^* > 0$. 

**Case 1.** Under the established structure of the bank credit association network, the impact characteristics of different corporate credit-related network structures on the bank network credit risk contagion rate threshold and the scale of default are analyzed.

$\lambda_B$ is constant, and the degree distribution $P_B$ of the bank’s credit-related network is also constant. Given that

$$I_B^* = \sum_{k_B} P_B (k_B) i_B^* = \sum_{k_B} P_B (k_B) \eta_B [\lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^*] + \phi_B [\eta_B + \lambda_B k_B \Theta_2^* + \lambda_{A \rightarrow B} \lambda_A \langle k_A \rangle \Theta_1^* + u_B].$$
Theorem 2. When $\lambda_B > \lambda_B^*$, under other conditions unchanged and under the established bank network structure, if the average degree of corporate credit-related network $A'$ is greater than the average degree of corporate credit-related network $A$, then (1) the equilibrium value $\Theta^*_2$ of the counterparty credit risk diffusion rate in the bank credit-related network $B'$ is greater than that of the counterparty credit risk diffusion rate in the bank credit-related network $B$ and (2) the scale $I_B^*$ of the counterparty credit risk diffusion in the bank credit-related network $B$.

Proof: Considering (1) that the original theorem is not true, the average degree of corporate counterparty credit-related network $A'$ is greater than the average degree of corporate counterparty credit-related network $A$, and $\Theta^*_2 < \Theta^*_1$; that is, $\Theta^*_2 \geq \Theta^*_1 = G(\Theta^*_2)$. When $\lambda_B > \lambda_B^*$, the average degree of the credit network $\Theta^*_2 > \Theta^*_1$. If $H(\langle k \rangle) = \eta_B[\lambda_Bk_B\Theta^*_2 + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + \lambda_D - \ldots - \lambda_D \langle k \rangle \Theta^*_1 + u_B]$, then $\langle \tilde{H}(\langle k \rangle) \rangle = \langle \eta_B[\lambda_Bk_B\Theta^*_2 + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + \lambda_D - \ldots - \lambda_D \langle k \rangle \Theta^*_1 + u_B] \rangle > 0$. Therefore, $H(\langle k \rangle)$ is a monotonically increasing function of $\langle k \rangle$. According to the theory of random dominance of the network, the average degree $\langle k_B \rangle > \langle k_A \rangle \Rightarrow \sum \eta_B \langle k_B \rangle p(k_B) > \sum \eta_B \langle k_A \rangle p(k_A)$. Therefore, $\forall \Theta^* > 0, \ G(\Theta^*) > G(\Theta^*_2) \Rightarrow \forall \Theta^* > 0$, and $G(\Theta^*_2) > G(\Theta^*_1)$. Thus, $\Theta^*_2 > G(\Theta^*_1)$. This finding contradicts $\Theta^*_2 = G(\Theta^*_2)$. Therefore, the original conclusion (1) holds.

Case 2. Under the established structure of the corporate credit-related network, the impact characteristics of different bank network structures on the bank network credit risk contagion rate threshold and the scale of default are analyzed.

If $k_A$ remains unchanged, then the degree distributions of network $B'$ composed of bank counterparties and network $B$ composed of bank counterparties are $P_{\theta_B}$ and $P_{\theta_B}$, respectively. Considering that

$$G(\Theta^*_2) = \frac{\eta_B[\lambda_Bk_B\Theta^*_2 + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + u_B]}{\eta_B[\lambda_Bk_B\Theta^*_2 + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + \lambda_D - \ldots - \lambda_D \langle k \rangle \Theta^*_1 + u_B]},$$

$$G(\Theta^*_2) = \frac{\phi_B[\eta_B + \lambda_Bk_B\Theta^*_2 + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + u_B]}{\eta_B[\lambda_Bk_B\Theta^*_2 + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + \lambda_D - \ldots - \lambda_D \langle k \rangle \Theta^*_1 + u_B]},$$

then $G(\Theta^*_2)$ is a monotonically increasing convex function about $\Theta^*_2$. Considering that

$$G(1) = \frac{\sum_{k_B}k_Bp(k_B)}{\langle k_B \rangle} = \frac{\sum_{k_B}k_Bp(k_B)}{\langle k_B \rangle} \eta_B[\lambda_Bk_B + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1] + \frac{\phi_B[\eta_B + \lambda_Bk_B + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + u_B]}{\eta_B[\lambda_Bk_B + \lambda_A - \ldots - \lambda_A \langle k \rangle \Theta^*_1 + u_B]} = 1,$$

Theorem 3. When $\lambda_B > \lambda_B^*$, under other conditions unchanged and under the established corporate credit-related network structure, if the average degree of bank credit-related network $B'$ is greater than the average degree of bank credit-related network $B$, then (1) the equilibrium value $\Theta^*_2$ of the counterparty credit risk diffusion rate in network $B'$ is greater than that of $\Theta^*_2$ of the counterparty credit risk diffusion rate in network $B$ and (2) the scale $I_B^*$ of counterparty credit risk
diffusion in network $B'$ is larger than that $I_{A}^{*}$ of counterparty credit risk diffusion in network $B$.

Proof: Considering that (1) is not true, the average degree of network $B'$ formed by bank transaction counterparties is greater than the average degree of network $B$ formed by bank transaction counterparties, and $\Theta_{i}^{*} \leq \Theta_{j}^{*}$; that is, $\Theta_{i}^{*} \geq \Theta_{j}^{*} = G(\Theta_{i}^{*})$. At that time, $\lambda_{B} > \lambda_{B}^{*}$, the equilibrium value $\Theta_{i}^{*}$ of the credit risk diffusion rate of the bank's network counterparty is unique, and $\Theta_{i}^{*} > 0$. If $H(k) = \eta_{B}[\lambda_{B}\Theta_{i}^{*} + \lambda_{A-B}A_{i}^{*} + \lambda_{A-B}A_{i}^{*}] + [\eta_{B} + \lambda_{B}k_{A}^{*} + \lambda_{A-B}A_{i}^{*}] + \eta_{B}^{*}(1 - \eta_{B}) + \lambda_{A-B}A_{i}^{*}$, then $\partial H(k)/\partial k = (\phi_{B}^* + \eta_{B} + \eta_{B}) + \phi_{B}^{*}k_{A}^{*}$. Therefore, $H(k)$ is a monotonically increasing function of $k$. According to the theory of random dominance of the network, the average degree $k_{B}^{*} > k_{B} = P_{B}$ is strictly first-order random dominant $P_{A} = \sum_{k_{A}} H(k_{A}) P(k_{A}) > \sum_{k_{B}} H(k_{B}) P(k_{B})$. Moreover, $\sum_{k_{B}} i_{A}^{*} > \sum_{k_{B}} i_{B}^{*}$; therefore, $\sum_{k_{B}} P(k_{B} i_{A}^{*} i_{B}^{*} i_{A}^{*}) = \sum_{k_{B}} P(k_{B} i_{A}^{*} i_{B}^{*})$ that is, $I_{B}^{*} > \sum_{k_{B}} P(k_{B} i_{A}^{*} i_{B}^{*})$. Therefore, $\sum_{k_{B}} P(k_{B} i_{A}^{*} i_{B}^{*}) = I_{B}^{*}$. Hence, conclusion (2) was proved.

According to the infection model of Section 3.3, we can obtain $(\partial I_{B}^{*} / \partial \lambda_{A-B}) > 0$, $(\partial I_{A}^{*} / \partial \lambda_{A-B}) > 0$, $(\partial I_{B}^{*} / \partial \lambda_{A-B}) = 0$, and $(\partial I_{A}^{*} / \partial \lambda_{A-B}) = 0$. Therefore, the following proposition can be obtained.

**Proposition 3.** Bank transaction counterparty credit risk contagion scale $I_{A}^{*}$ is a monotonically increasing convex function of the credit risk contagion rate $\lambda_{A}$ of the corporate counterparty network counterparty and the risk contagion probability $\lambda_{A-B}$ of the corporate credit association network credit risk contagion to the bank network.

4. Computational Simulation and Simulation Analysis of Credit Risk Contagion between the Bank and Corporate Counterparties

4.1. Analysis of the Influencing Factors of the Credit Risk Contagion Rate Threshold of Corporate Network Counterparties

$\lambda_{A} = 0.001$, $m = 5$, $k = 1000$, $\eta_{B} = 0.01$, $\eta_{A} = 0.02$, and $\phi_{A} = 0.03$ were assumed to analyze the impact of corporate counterparty heterogeneity on the credit risk contagion rate threshold $\lambda_{A}^{*}$ in corporate credit-related networks. Under the assumption of the above parameters, the characteristics of the initial economic shock $\nu$ and leverage level $\sigma$ of the enterprise counterparty on $I_{A}^{*}$ under $\theta = 0.2$, $\alpha = 0.3$, and $\tau = 0.4$ were initially explored. Second, the characteristics of the influence $\theta$ and risk perception level $\sigma$ of the enterprise counterparty on $I_{A}^{*}$ under $\alpha = 0.2$, $\nu = 0.3$, and $\tau = 0.4$ were examined. Finally, the characteristics of the influence of leverage level $\sigma$ and risk spillover ability $\tau$ of the enterprise counterparty on $I_{A}^{*}$ under $\alpha = 0.2$, $\nu = 0.3$, and $\theta = 0.4$ were investigated.

Figure 3 depicts under three corporate credit association network structures, the influence mechanism, and evolution characteristics of the initial economic shock $\nu$, risk perception level $\alpha$, risk spillover capacity $\tau$, leverage level $\sigma$, and influence $\theta$ on the threshold of corporate counterparty credit risk contagion rate $\lambda_{A}^{*}$. Figure 3 shows that different corporate credit-related networks have different corporate counterparty credit risk transmission rate thresholds $\lambda_{A}^{*}$. Among them, the threshold of corporate counterparty credit risk transmission rate under the BA network is the largest, followed by the exponential network and the WS small-world network. This finding shows that different network structures significantly affect the credit risk contagion threshold $\lambda_{A}^{*}$ of corporate counterparties. This result is because of the heterogeneity of the BA network that is higher than that of the index network and the heterogeneity of the index network that is higher than that of the WS small-world network. In a network with high heterogeneity, corporate counterparties have greater resistance to the contagion of credit risk, and as the difficulty of the risk to spread increases, the threshold of corporate counterparty credit risk contagion rate also increases.

Figure 3 verifies Proposition 1 intuitively because if the initial economic impact on the corporate counterparty is great, then the risk of contagion of the corporate counterparty credit risk when the corporate counterparty credit risk occurs is also great. If the leverage level $\sigma$ of the corporate counterparty or the influence $\theta$ of the corporate counterparty is great, then withstanding the impact of credit risk contagion is hard when corporate counterparties credit risk occurs, resulting in faster corporate counterparty credit risk contagion. If the risk awareness level of enterprise counterparty $\alpha$ and the risk balancing capacity of enterprise counterparty $\tau$ are great, then the enterprise's ability to deal with the credit crisis and resist the credit risk is strong, and the probability of enterprise default is small.

Tables 1–5 profoundly reflect three different enterprise credit associations under the network structure, enterprise counterparties, the initial economic shock $\nu$ of corporate counterparties, the leverage level of corporate counterparties $\sigma$, the influence of corporate counterparties $\theta$, and the perception of corporate counterparty risks $\alpha$ to the enterprise credit risk contagion rate threshold value $\lambda_{A}^{*}$ impact sensitivity. The sensitivity analysis shows that the threshold $\lambda_{A}^{*}$ of corporate counterparty credit risk contagion is the monotonic decreasing function of the initial economic
Figure 3: Variation law of the counterparty’s credit risk contagion rate threshold under different corporate credit-related network structures. (a) The initial economic impact of the enterprise’s counterparty $\gamma$ and the impact of the enterprise’s counterparty leverage level $\sigma$ on $\lambda^*_1$ under the BA network. (b) The enterprise’s counterparty influence $\theta$ and the enterprise’s counterparty risk perception level $\alpha$ on $\lambda^*_1$ under the BA network. (c) The leverage level $\sigma$ of the corporate counterparty and the impact of the risk-overflow ability $\tau$ of the corporate counterparty on $\lambda^*_1$ under the BA network. (d) The initial economic impact of the enterprise’s counterparty $\gamma$ and the impact of the enterprise’s counterparty leverage level $\sigma$ on $\lambda^*_1$ under the index network. (e) The enterprise’s counterparty influence $\theta$ and the enterprise’s counterparty risk perception level $\alpha$ on $\lambda^*_1$ under the index network. (f) The leverage level $\sigma$ of the corporate counterparty and the impact of the risk-overflow ability $\tau$ of the corporate counterparty on $\lambda^*_1$ under the WS small-world network (node long-distance connection probability $p = 0.05$). (g) The enterprise’s counterparty influence $\theta$ and risk perception level $\alpha$ on $\lambda^*_1$ under WS small-world network (node long-distance connection probability $p = 0.05$). (h) The enterprise’s counterparty influence $\theta$ and risk perception level $\alpha$ on $\lambda^*_1$ under WS small-world network (node long-distance connection probability $p = 0.05$). (i) The leverage level $\sigma$ of the corporate counterparty and the impact of the risk-overflow ability $\tau$ of the corporate counterparty on $\lambda^*_1$ under the WS small-world network (node long-distance connection probability $p = 0.05$).

Table 1: Sensitivity analysis of the influence of $\gamma$ and $\sigma$ on $\lambda^*_1$ under the BA network.

<table>
<thead>
<tr>
<th>$\gamma$</th>
<th>0.1</th>
<th>0.2</th>
<th>0.3</th>
<th>0.4</th>
<th>0.5</th>
<th>0.6</th>
<th>0.7</th>
<th>0.8</th>
<th>0.9</th>
<th>Expectation</th>
<th>Variance</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>0.05586078</td>
<td>0.559808</td>
<td>0.544008</td>
<td>0.532614</td>
<td>0.523677</td>
<td>0.516312</td>
<td>0.510042</td>
<td>0.504581</td>
<td>0.499741</td>
<td>0.507052</td>
<td>0.50124</td>
</tr>
<tr>
<td></td>
<td>0.584346</td>
<td>0.558282</td>
<td>0.542613</td>
<td>0.531318</td>
<td>0.522458</td>
<td>0.515159</td>
<td>0.508946</td>
<td>0.503534</td>
<td>0.498738</td>
<td>0.503534</td>
<td>0.508946</td>
</tr>
<tr>
<td></td>
<td>0.3582609</td>
<td>0.556753</td>
<td>0.541216</td>
<td>0.530019</td>
<td>0.521238</td>
<td>0.514004</td>
<td>0.507848</td>
<td>0.502486</td>
<td>0.497735</td>
<td>0.502486</td>
<td>0.507848</td>
</tr>
<tr>
<td></td>
<td>0.8580867</td>
<td>0.555221</td>
<td>0.539817</td>
<td>0.528718</td>
<td>0.520016</td>
<td>0.512849</td>
<td>0.50675</td>
<td>0.501438</td>
<td>0.496732</td>
<td>0.501438</td>
<td>0.50675</td>
</tr>
<tr>
<td></td>
<td>0.579121</td>
<td>0.553685</td>
<td>0.538415</td>
<td>0.527416</td>
<td>0.518793</td>
<td>0.511692</td>
<td>0.50565</td>
<td>0.500388</td>
<td>0.495727</td>
<td>0.500388</td>
<td>0.50565</td>
</tr>
<tr>
<td></td>
<td>0.6777371</td>
<td>0.552147</td>
<td>0.537012</td>
<td>0.526111</td>
<td>0.517569</td>
<td>0.510534</td>
<td>0.504549</td>
<td>0.499338</td>
<td>0.494721</td>
<td>0.499338</td>
<td>0.504549</td>
</tr>
<tr>
<td></td>
<td>0.7575616</td>
<td>0.550606</td>
<td>0.535606</td>
<td>0.524805</td>
<td>0.516343</td>
<td>0.509374</td>
<td>0.503447</td>
<td>0.498286</td>
<td>0.493715</td>
<td>0.498286</td>
<td>0.503447</td>
</tr>
<tr>
<td></td>
<td>0.8573857</td>
<td>0.549063</td>
<td>0.534197</td>
<td>0.523498</td>
<td>0.515115</td>
<td>0.508214</td>
<td>0.502344</td>
<td>0.497234</td>
<td>0.492707</td>
<td>0.497234</td>
<td>0.502344</td>
</tr>
<tr>
<td></td>
<td>0.9572093</td>
<td>0.547516</td>
<td>0.532787</td>
<td>0.522188</td>
<td>0.513866</td>
<td>0.507052</td>
<td>0.50124</td>
<td>0.49618</td>
<td>0.491699</td>
<td>0.49618</td>
<td>0.50124</td>
</tr>
</tbody>
</table>
impact of the corporate counterparty $\nu$, the leverage level of the corporate counterparty $\sigma$, and the influence of the corporate counterparty $\lambda^*_{\alpha}$, with the decreasing marginal. The threshold $\lambda^*_{\alpha}$ of corporate counterparty credit risk contagion is a monotonically increasing function of the risk perception level $\alpha$ and the risk leveling capacity $\tau$ of the corporate counterparty, with a diminishing margin. Moreover, Tables 1–5 further confirm Proposition 1.
4.2. Analysis of Influencing Factors of the Scale of Credit Risk Contagion of Corporate Network Counterparties. \( \lambda_A = 0.001, m = 5, k = 1000, u_A = 0.01, \eta_A = 0.02, \) and \( \phi_A = 0.03 \) were assumed to analyze the impact of corporate counterparty heterogeneity on corporate counterparty credit risk contagion scale \( i^*_A \). Under the abovementioned parameter assumptions, the characteristics of the initial economic shock \( \nu \), risk perception level \( \sigma \), and leverage level \( \tau \) were initially explored. Second, the characteristics of the influence of the enterprise counterparty influence \( \theta \) and risk perception level \( \alpha \) on \( i^*_A \) under the condition of \( \sigma = \nu = \tau = 0.2 \) were examined. Last, the characteristics of the influence of the degree of business relevance \( \alpha \) and risk-overflow ability \( \tau \) of the enterprise counterparty on \( i^*_A \) under \( \alpha = \nu = \theta = 0.2 \) were analyzed.

Figure 4 depicts the influence mechanism and evolution characteristics of the initial economic shock \( \nu \), risk perception level \( \alpha \), risk spillover ability \( \tau \), leverage level \( \sigma \), and influence \( \theta \) of corporate counterparties on the credit risk contagion scale \( i^*_A \) of corporate counterparties under different enterprise credit association network structures. Figures 4(a)–4(c) show that if the heterogeneity of an enterprise’s credit-related network is high, then the corresponding credit risk contagion scale \( i^*_A \) is small. This finding is because the direct edges of corporate counterparties in the BA network are lower than those in the index network. On the contrary, the direct edges of corporate counterparties in the index network are lower than those in the WS small-world network, and if many direct edges in the network exist, then the degree of business correlation between counterparties is high and passing risks to related counterparties is easy when a credit crisis occurs. Figure 4(a) shows that the increase in the initial economic shock \( \nu \) of the corporate counterparty will increase the scale \( i^*_A \) of the corporate counterparty credit risk contagion. That is, the initial economic shock \( \nu \) of the corporate counterparty will promote the credit risk contagion of the enterprise’s counterparty, and the marginal increase will occur. In addition, Figure 4(a) depicts that as the leverage level \( \sigma \) of corporate counterparties increases, the scale \( i^*_A \) of corporate counterparty credit risk contagion continues to increase. Figures 4(b) and 4(c) show that the increase in the enterprise transaction counterparty’s risk perception level \( \alpha \) and the enterprise transaction counterparty’s risk-overflow capacity \( \tau \) will lead to a reduction in the enterprise transaction counterparty’s credit risk transmission scale \( i^*_A \). In other words, the increase in the counterparty risk perception level \( \alpha \) and the risk balance ability of the corporate counterparty \( \tau \) can inhibit the credit risk contagion of enterprise counterparty. The counterparty influence \( \theta \) of the corporate counterparty promotes the scale of the corporate counterparty credit risk contagion \( i^*_A \). \( \lambda_A = 0.001, m = 5, k_A = 1000, u_A = 0.01, \eta_A = 0.02, \) and \( \phi_A = 0.03 \) were assumed to analyze the influence mechanism of the degree \( k \) of the enterprise’s credit-related network on the scale \( i^*_A \) of the enterprise’s counterparty credit risk. Under the assumption of the above parameters, we initially explore the mechanism and evolution characteristics of the degree \( k \) of the enterprise credit-related network on \( i^*_A \) under the condition of \( \theta = \alpha = \tau = \sigma = 0.2 \) and the initial economic shock \( \nu \) of different network structures and business counterparties. Second, the mechanism and evolution characteristics of the degree \( k \) of the enterprise credit-related network on \( i^*_A \) under the condition of \( \theta = \nu = \tau = \sigma = 0.2 \) and different network structures and enterprise transaction counterparty risk perception levels \( \alpha \) were explored. Third, the influence mechanism and evolution characteristics of the degree \( k \) of the enterprise’s credit-related network on \( i^*_A \) under the condition of \( \alpha = \nu = \sigma = \tau = 0.4 \) and different network structures and the influence of different business counterparties \( \theta \) were investigated. Finally, the influence mechanism and evolution characteristics of the degree \( k \) of the enterprise’s credit-related network on \( i^*_A \) under the condition of \( \sigma = \nu = \theta = 0.2 \) and different network structures and the risk-overflow capacity \( \tau \) of different enterprise counterparties were analyzed.

Figure 5 shows the relationship between the credit risk contagion scale \( i^*_A \) of corporate counterparty and the degree \( k \) of corporate counterparty under different corporate credit association networks. In addition, the scale of corporate counterparty credit risk contagion \( i^*_A \) under the WS small-world network is larger than that under the index network. By contrast, the scale of corporate counterparty credit risk contagion \( i^*_A \) under the index network is larger than that under the BA network. This result is because the heterogeneity of the BA network is higher than that of the index network, and the heterogeneity of the index network is higher than that of the WS small-world network. If the heterogeneity of corporate counterparty in the network is high, then the resistance of corporate counterparty credit risk contagion is great. If the risk diffusion is difficult, then the scale of corporate counterparty credit risk contagion is low. Figure 5 shows that the credit risk contagion scale \( i^*_A \) of corporate counterparty under different corporate credit association network structures tends to a stable value with the increase in the degree \( k \) of the corporate counterparty.

4.3. Analysis of the Influencing Factors of the Threshold of the Credit Risk Contagion Rate of the Bank’s Network Counterparty. \( \lambda_A = 0.1, (k_A) = 9, \Theta^*_1 = 0.5, \lambda_A \rightarrow B = 0.09, m = 5, k_B = 1000, u_A = \eta_A = \phi_A = 0.2, \) and \( \eta_B = u_B = \phi_B = 0.2 \) were assumed to analyze the impact of bank transaction counterparty heterogeneity on the bank network credit risk contagion rate threshold \( \lambda^*_B \). Under the assumptions of the above parameters, the influence of the degree of business association of the bank’s counterparty \( \epsilon \) and its risk resistance \( \omega \) on \( \lambda^*_B \) under \( \rho = 0.2 \) was initially explored. Second, the influence of the bank’s counterparty risk resistance ability \( \omega \) and risk information processing ability \( \rho \) on \( \lambda^*_B \) under \( \epsilon = 0.4 \) was investigated. Last, the influence of the processing capacity \( \rho \) of bank counterparty risk information and the degree of business relevance \( \epsilon \) on \( \lambda^*_B \) under \( \omega = 0.3 \) was examined.
Figure 4: Evolutionary law of the scale of credit risk contagion of corporate counterparties. (a) The impact of the initial economic shock $y$ of the corporate counterparty on $i_A^*$ under the different network structures and the leverage level $\sigma$ of different corporate counterparties. (b) The impact of the enterprise transaction counterparty’s risk perception level $\alpha$ on $i_A^*$ under the different network structures and the influence of different corporate counterparties $\theta$. (c) The impact of the risk-overflow ability $\tau$ of corporate counterparties on $i_A^*$ under different network structures and the leverage level $\sigma$ of different corporate counterparties.

Figure 6 depicts the mechanism and evolution characteristics of the bank’s counterparty business relationship $\varepsilon$, risk resistance $\rho$, and risk information processing ability $\lambda_B^*$ on the bank’s counterparty credit risk contagion rate threshold $\lambda_B^*$ under two network structures. Figure 6 shows that different banking networks have different thresholds $\lambda_B^*$ for the spread of counterparty credit risk. Among them, the threshold of the credit risk contagion rate of bank counterparties under the index network is the largest than the threshold $\lambda_B^*$ of the credit risk contagion rate of bank counterparties under the WS small-world network. This finding shows that different credit network structures significantly affect the credit risk threshold of bank counterparties because the heterogeneity of the index network is higher than that of the WS small-world network. If the heterogeneity of the bank’s counterparty in the network is high, then the resistance of the counterparty’s credit risk contagion is great. If spreading the risk is difficult, then the threshold of the counterparty’s credit risk contagion is high. Figure 6 also verifies Inference 2 intuitively.

Table 6–9 show the bank credit association network under two different network structures, the influence sensitivity of counterparty business association degree $\varepsilon$, risk resistance ability $\omega$, and risk information processing ability $\rho$ on the bank counterparty credit risk contagion threshold $\lambda_B^*$. Sensitivity analysis shows that the credit risk contagion threshold $\lambda_B^*$ of the bank counterparty is a monotonously decreasing function of the bank’s counterparty business relevance $\varepsilon$, a monotonically increasing function of the bank’s counterparty risk resistance $\omega$, and the bank’s counterparty risk information processing ability $\rho$. Similarly, the degree of business association of a bank’s counterparty $\varepsilon$ decreases with a marginal increase to the credit risk contagion threshold of the bank’s counterparty $\lambda_B^*$. The bank counterparty risk resistance $\omega$ has an increasing feature of a marginal decrease to the threshold value of counterparty credit risk contagion rate $\lambda_B^*$. The processing capacity of bank counterparty risk information $\rho$ has an increasing feature of a marginal decrease to the threshold value of counterparty credit risk contagion rate $\lambda_B^*$.

4.4. Analysis of the Influencing Factors of the Credit Risk Contagion Scale of the Bank’s Online Counterparty. $\lambda_A = 0.1$, $\lambda_B = 0.001$, $\langle k_A \rangle = 9$, $\Theta^* = 0.5$, $\lambda_{A \rightarrow B} = 0.09$, $m = 5$, $k_B = 1000$, $u_A = \eta_A = \phi_A = 0.2$, and $u_B = \eta_B = \phi_B = 0.2$ were assumed to analyze the impact mechanism of bank counterparty heterogeneity on bank counterparty credit risk contagion scale $i_B^*$. Under the assumption of the above parameters, the influence of the degree of the business relevance of the bank’s counterparty $\varepsilon$ and the ability of risk resistance $\omega$ on $i_B^*$ under $\rho = 0.2$ was initially explored. Second, the influence of the bank’s counterparty risk resistance ability $\omega$ and risk information processing ability $\rho$ on $i_B^*$ under $\varepsilon = 0.4$ was investigated. Last, the influence of bank transaction counterparts’ business relevance $\varepsilon$ and risk resistance $\omega$ on $i_B^*$ under $\rho = 0.5$ was examined.

Figure 7 depicts the bank’s credit-related network under different network structures, the influence mechanism, and evolution characteristics of the bank’s counterparty business connection degree $\varepsilon$, risk information processing ability $\rho$, and the relationship between credit risk contagion rate $\lambda_B^*$ and the degree of business association $\varepsilon$.
and risk resistance ability $\omega$ on the bank counterparty's credit risk contagion scale $i_{\text{BA}}^\alpha$. Figures 7(a)–7(c) show that if the heterogeneity of the banking network is high, then the scale $i_{\text{BA}}^\alpha$ of the corresponding counterparty credit risk contagion is small. This result is because the heterogeneity of bank counterparties in the BA network is higher than that of the index network, and the heterogeneity of the index network is higher than that of the WS network. When a credit crisis occurs, if the bank's counterparties in the network are heterogeneous, then the resistance to the spread of counterparties' credit risks is great and the probability of risk contagion to other counterparties is small. Figure 7(a) shows that the increase in the degree of bank transaction counterparty business association $\epsilon$ will increase the scale of bank transaction counterparty credit risk contagion $i_{\text{BA}}^\alpha$. That is, the degree of bank transaction counterparty business association degree $\epsilon$ will promote the credit risk contagion of a bank's counterparty, with diminishing margins. In
Figure 6: Bank credit-related network under the two network structures and the influence of the threshold $\lambda_B^*$ of the credit risk transmission rate of the counterparty of the bank network. (a) The influence of bank counterparty business association degree $\epsilon$ and bank counterparty risk resistance ability $\omega$ on $\lambda_B^*$ in the bank network under the index network. (b) The influence of the bank’s counterparty risk information processing $\rho$ and resistance $\omega$ abilities on $\lambda_B^*$ in the bank network under the index network. (c) The influence of the processing ability of the bank counterparty risk information $\rho$ and the degree of the bank counterparty’s business relevance $\epsilon$ on $\lambda_B^*$ in the bank network under the index network. (d) The influence of the bank transaction counterparty business association degree $\epsilon$ and bank transaction counterparty risk resistance ability $\omega$ on $\lambda_B^*$ in the bank network under the index network. (e) The influence of the processing ability of bank counterparty risk information $\rho$ and bank counterparty risk resistance capacity $\omega$ on $\lambda_B^*$ in the bank network under the WS network (node long-distance connection probability $p = 0.05$). (f) The influence of the bank counterparty ability to process risk information $\rho$ and the degree of the bank counterparty’s business relevance $\epsilon$ on $\lambda_B^*$ in the bank network under the WS network (node long-distance connection probability $p = 0.05$).

Table 6: Bank network under the index network—the sensitivity analysis of the influence of $\epsilon$ and $\omega$ on $\lambda_B^*$.

<table>
<thead>
<tr>
<th>$\omega$</th>
<th>0.1</th>
<th>0.2</th>
<th>0.3</th>
<th>0.4</th>
<th>0.5</th>
<th>0.6</th>
<th>0.7</th>
<th>0.8</th>
<th>0.9</th>
<th>Expectation</th>
<th>Variance</th>
</tr>
</thead>
<tbody>
<tr>
<td>0.1</td>
<td>0.932011</td>
<td>0.929551</td>
<td>0.927006</td>
<td>0.924373</td>
<td>0.921649</td>
<td>0.918381</td>
<td>0.915917</td>
<td>0.912903</td>
<td>0.909786</td>
<td>0.921337</td>
<td>5.78822E−05</td>
</tr>
<tr>
<td>0.2</td>
<td>0.932374</td>
<td>0.9303</td>
<td>0.928166</td>
<td>0.925969</td>
<td>0.923708</td>
<td>0.92138</td>
<td>0.918985</td>
<td>0.91652</td>
<td>0.913984</td>
<td>0.923487</td>
<td>3.9633E−05</td>
</tr>
<tr>
<td>0.3</td>
<td>0.932585</td>
<td>0.930735</td>
<td>0.928836</td>
<td>0.926888</td>
<td>0.924888</td>
<td>0.922836</td>
<td>0.92073</td>
<td>0.918569</td>
<td>0.916352</td>
<td>0.924713</td>
<td>3.08817E−05</td>
</tr>
<tr>
<td>0.4</td>
<td>0.932735</td>
<td>0.931042</td>
<td>0.929308</td>
<td>0.927533</td>
<td>0.925715</td>
<td>0.923852</td>
<td>0.921946</td>
<td>0.919993</td>
<td>0.917994</td>
<td>0.925569</td>
<td>2.5463E−05</td>
</tr>
<tr>
<td>0.5</td>
<td>0.932851</td>
<td>0.931279</td>
<td>0.929672</td>
<td>0.928029</td>
<td>0.92635</td>
<td>0.924632</td>
<td>0.922877</td>
<td>0.921082</td>
<td>0.919247</td>
<td>0.926224</td>
<td>2.16867E−05</td>
</tr>
<tr>
<td>0.6</td>
<td>0.932945</td>
<td>0.931472</td>
<td>0.929968</td>
<td>0.928433</td>
<td>0.926865</td>
<td>0.925264</td>
<td>0.923629</td>
<td>0.921961</td>
<td>0.920257</td>
<td>0.926755</td>
<td>1.88661E−05</td>
</tr>
<tr>
<td>0.7</td>
<td>0.933025</td>
<td>0.931635</td>
<td>0.930218</td>
<td>0.928772</td>
<td>0.927298</td>
<td>0.925794</td>
<td>0.92426</td>
<td>0.922696</td>
<td>0.921101</td>
<td>0.927272</td>
<td>1.66606E−05</td>
</tr>
<tr>
<td>0.8</td>
<td>0.933094</td>
<td>0.931776</td>
<td>0.930433</td>
<td>0.929065</td>
<td>0.927671</td>
<td>0.92625</td>
<td>0.924803</td>
<td>0.923328</td>
<td>0.921826</td>
<td>0.92758</td>
<td>1.48795E−05</td>
</tr>
<tr>
<td>0.9</td>
<td>0.933155</td>
<td>0.9319</td>
<td>0.930623</td>
<td>0.929322</td>
<td>0.927998</td>
<td>0.92665</td>
<td>0.925278</td>
<td>0.923882</td>
<td>0.92246</td>
<td>0.927919</td>
<td>1.34042E−05</td>
</tr>
</tbody>
</table>

Table 7: Bank network under the WS network—the sensitivity analysis of the influence of $\epsilon$ and $\omega$ on $\lambda_B^*$.

<table>
<thead>
<tr>
<th>$\omega$</th>
<th>0.1</th>
<th>0.2</th>
<th>0.3</th>
<th>0.4</th>
<th>0.5</th>
<th>0.6</th>
<th>0.7</th>
<th>0.8</th>
<th>0.9</th>
<th>Expectation</th>
<th>Variance</th>
</tr>
</thead>
<tbody>
<tr>
<td>0.1</td>
<td>0.011977</td>
<td>0.008539</td>
<td>0.005932</td>
<td>0.004024</td>
<td>0.002628</td>
<td>0.001669</td>
<td>0.001023</td>
<td>0.000604</td>
<td>0.000343</td>
<td>0.00409</td>
<td>1.61234E−05</td>
</tr>
<tr>
<td>0.2</td>
<td>0.01245</td>
<td>0.009666</td>
<td>0.007395</td>
<td>0.005572</td>
<td>0.00413</td>
<td>0.003088</td>
<td>0.002152</td>
<td>0.001015</td>
<td>0.00038</td>
<td>0.005213</td>
<td>1.54547E−05</td>
</tr>
<tr>
<td>0.3</td>
<td>0.012674</td>
<td>0.010228</td>
<td>0.008167</td>
<td>0.00645</td>
<td>0.005035</td>
<td>0.003883</td>
<td>0.002957</td>
<td>0.002221</td>
<td>0.001646</td>
<td>0.005918</td>
<td>1.43962E−05</td>
</tr>
<tr>
<td>0.4</td>
<td>0.012824</td>
<td>0.010612</td>
<td>0.008709</td>
<td>0.007086</td>
<td>0.005715</td>
<td>0.004566</td>
<td>0.003612</td>
<td>0.002829</td>
<td>0.002192</td>
<td>0.00646</td>
<td>1.33552E−05</td>
</tr>
<tr>
<td>0.5</td>
<td>0.012937</td>
<td>0.010906</td>
<td>0.009132</td>
<td>0.007594</td>
<td>0.006269</td>
<td>0.005137</td>
<td>0.004176</td>
<td>0.003368</td>
<td>0.002693</td>
<td>0.006912</td>
<td>1.23818E−05</td>
</tr>
<tr>
<td>0.6</td>
<td>0.013027</td>
<td>0.011145</td>
<td>0.009482</td>
<td>0.00802</td>
<td>0.006742</td>
<td>0.005633</td>
<td>0.004676</td>
<td>0.003856</td>
<td>0.003158</td>
<td>0.007304</td>
<td>1.14815E−05</td>
</tr>
<tr>
<td>0.7</td>
<td>0.013103</td>
<td>0.011347</td>
<td>0.00978</td>
<td>0.008388</td>
<td>0.007158</td>
<td>0.006076</td>
<td>0.005129</td>
<td>0.004306</td>
<td>0.003594</td>
<td>0.007653</td>
<td>1.065E−05</td>
</tr>
<tr>
<td>0.8</td>
<td>0.013168</td>
<td>0.011523</td>
<td>0.010042</td>
<td>0.008714</td>
<td>0.007529</td>
<td>0.006476</td>
<td>0.005545</td>
<td>0.004724</td>
<td>0.004006</td>
<td>0.00797</td>
<td>9.88128E−06</td>
</tr>
<tr>
<td>0.9</td>
<td>0.013225</td>
<td>0.011678</td>
<td>0.010276</td>
<td>0.009008</td>
<td>0.007867</td>
<td>0.006844</td>
<td>0.00593</td>
<td>0.005117</td>
<td>0.004397</td>
<td>0.00826</td>
<td>9.16916E−06</td>
</tr>
</tbody>
</table>
Table 8: Bank network under the index network—the sensitivity analysis of the influence of $\rho$ and $\omega$ on $\lambda^*_B$.

<table>
<thead>
<tr>
<th>$\rho$</th>
<th>$\omega$</th>
<th>Expectation</th>
<th>Variance</th>
</tr>
</thead>
<tbody>
<tr>
<td>0.1</td>
<td>0.1</td>
<td>0.656798</td>
<td>0.761792</td>
</tr>
<tr>
<td>0.2</td>
<td>0.2</td>
<td>0.668662</td>
<td>0.767547</td>
</tr>
<tr>
<td>0.3</td>
<td>0.3</td>
<td>0.676707</td>
<td>0.773185</td>
</tr>
<tr>
<td>0.4</td>
<td>0.4</td>
<td>0.686333</td>
<td>0.779706</td>
</tr>
<tr>
<td>0.5</td>
<td>0.5</td>
<td>0.695741</td>
<td>0.784113</td>
</tr>
<tr>
<td>0.6</td>
<td>0.6</td>
<td>0.704391</td>
<td>0.789406</td>
</tr>
<tr>
<td>0.7</td>
<td>0.7</td>
<td>0.713903</td>
<td>0.794587</td>
</tr>
<tr>
<td>0.8</td>
<td>0.8</td>
<td>0.722659</td>
<td>0.799657</td>
</tr>
<tr>
<td>0.9</td>
<td>0.9</td>
<td>0.731199</td>
<td>0.804618</td>
</tr>
</tbody>
</table>

Table 9: Bank network under the index network—the sensitivity analysis of the influence of $\rho$ and $\omega$ on $\lambda^*_B$.

<table>
<thead>
<tr>
<th>$\rho$</th>
<th>$\omega$</th>
<th>Expectation</th>
<th>Variance</th>
</tr>
</thead>
<tbody>
<tr>
<td>0.1</td>
<td>0.1</td>
<td>3.37E–12</td>
<td>3.75E–08</td>
</tr>
<tr>
<td>0.2</td>
<td>0.2</td>
<td>3.75E–12</td>
<td>6.02E–08</td>
</tr>
<tr>
<td>0.3</td>
<td>0.3</td>
<td>3.94E–11</td>
<td>9.54E–08</td>
</tr>
<tr>
<td>0.4</td>
<td>0.4</td>
<td>3.94E–11</td>
<td>1.49E–07</td>
</tr>
<tr>
<td>0.5</td>
<td>0.5</td>
<td>3.94E–11</td>
<td>2.30E–07</td>
</tr>
<tr>
<td>0.6</td>
<td>0.6</td>
<td>3.94E–11</td>
<td>3.26E–07</td>
</tr>
<tr>
<td>0.7</td>
<td>0.7</td>
<td>3.94E–11</td>
<td>4.32E–07</td>
</tr>
<tr>
<td>0.8</td>
<td>0.8</td>
<td>3.94E–11</td>
<td>5.39E–07</td>
</tr>
<tr>
<td>0.9</td>
<td>0.9</td>
<td>3.94E–11</td>
<td>6.59E–07</td>
</tr>
</tbody>
</table>

Figure 7: Evolutionary laws of credit risk contagion scale $t^*_B$ of bank network counterparties. (a) The impact of bank counterparty business association degree $\epsilon$ on $t^*_B$ in the bank network under different network structures and different bank counterparty risk resistance abilities $\omega$. (b) The impact of the bank’s counterparty risk information processing ability $\rho$ on $t^*_B$ in the bank network under different network structures and different bank counterparty risk resistance abilities $\omega$. (c) The impact of bank counterparty risk resistance ability $\omega$ on $t^*_B$ in the bank network under different network structures and different bank counterparty business correlations $\epsilon$.

addition, Figure 7(b) shows that with the increase in the processing capacity $\rho$ of the bank counterparty risk information, the scale of the bank counterparty credit risk contagion $t^*_B$ continues to decrease. Figures 7(a)–7(c) depict that the scale of credit risk contagion $t^*_B$ of bank counterparties continues to decrease with the increase in the risk resistance capacity $\omega$ of bank counterparties. That is, the increase in the processing capacity $\rho$ of the bank
counterparty risk information and the bank counterparty risk resistance capacity \( \omega \) will inhibit the spread of bank counterparty credit risk.

\[
\lambda_A = 0.1, \quad \lambda_B = 0.001, \quad \lambda_B = 0.001, \quad \langle k_B \rangle = 9, \quad \Theta^*_A = 0.5, \quad \lambda_{A-B} = 0.09, \quad m = 5, \quad k_A = k_B = 1000, \quad \eta_A = \phi_A = 0.2, \quad \text{and} \quad \eta_B = \phi_B = 0.2
\]

were assumed to analyze the influence mechanism of the degree \( k \) of the enterprise’s credit-related network on the credit risk spread \( \epsilon \). Similar to the above parameters, the impact of the degree \( k \) of the corporate credit-related network on \( \epsilon \) under different network structures and different levels of bank transaction counterparty business connection degrees \( \epsilon \) and under \( \omega = \rho = 0.3 \) was initially explored. Second, the impact of the degree \( k \) of the corporate credit-related network on \( \epsilon \) under different network structures and different bank counterparty risk resistance abilities \( \omega \). Last, the impact and the degree \( k \) of the enterprise’s credit-related network on \( \epsilon \) under different network structures and different bank counterparty risk information processing abilities \( \rho \).

![Figure 8](image_url)

**Figure 8:** Evolutionary characteristics of the effect of the degree \( k \) of the enterprise’s counterparty on \( \epsilon_A \). (a) The degree \( k \) of the corporate counterparty on \( \epsilon_A \) in the bank network under different network structures and different levels of bank transaction counterparty business association \( \epsilon \). (b) The degree \( k \) of the corporate counterparty on \( \epsilon_A \) in the bank network under different network structures and different bank counterparty risk resistance abilities \( \omega \). (c) The degree \( k \) of the corporate counterparty on \( \epsilon_B \) in the bank network under different network structures and bank’s counterparty risk information processing abilities \( \rho \).

Figure 8 shows that an increase in the degree \( k \) of the enterprise’s counterparty will cause an increase in the scale \( \epsilon_B \) of the credit risk contagion of the bank’s counterparty. Similarly, the bank credit association network is under three different network structures, with the increase in the degree \( k \) of corporate counterparties, and the scale \( \epsilon_B \) of credit risk transmission of bank counterparties will tend to a stable value.

\[
\lambda_A = 0.1, \quad \lambda_B = 0.001, \quad \langle k_A \rangle = 9, \quad \Theta^*_A = 0.5, \quad \lambda_{A-B} = 0.09, \quad m = 5, \quad k_A = k_B = 1000, \quad \eta_A = \phi_A = 0.2, \quad \text{and} \quad \eta_B = \phi_B = 0.2
\]

were assumed to analyze the influence mechanism of the degree \( k \) of the bank network on the credit risk spread \( \epsilon_B \) of the bank’s counterparty, considering that the enterprise credit-related network is fixed. Under the assumption of the above parameters, the influence of the degree \( k \) of bank network on \( \epsilon_B \) under \( \omega = \rho = 0.3 \) was initially explored under different network structures and different degrees of bank counterparty business association \( \epsilon \). Second, the influence of the degree \( k \) of the bank network on \( \epsilon_B \) under \( \epsilon = \rho = 0.4 \) was investigated under different network structures and different processing capabilities of bank counterparty risk information \( \epsilon \). Third, the influence of the degree \( k \) of the bank network on \( \epsilon_B \) under \( \epsilon = \omega = 0.5 \) was examined under different network structures and different processing capabilities of bank counterparty risk information \( \rho \).
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**Figure 9:** Evolutionary characteristics of the impact of bank transaction counterparty degree $k$ on $I_B^*$. (a) The impact of bank counterparty’s degree $k$ on $I_B^*$ under different network structures and different bank transaction counterparty business connection degrees $\epsilon$. (b) The impact of bank counterparty’s degree $k$ on $I_B^*$ under different network structures and different bank counterparty risk resistance abilities $\omega$. (c) The impact of bank counterparty’s degree $k$ on $I_B^*$ under different network structures and bank’s counterparty risk information processing ability $\rho$.

**Figure 10:** Evolutionary characteristics of bank counterparty credit risk contagion scale $I_B^*$. (a) The influence of the credit risk contagion rate $\lambda_A$ of the counterparty of the enterprise credit-related network on $I_B^*$ in the bank network under different network structures. (b) The influence of risk contagion probability $\lambda_A \rightarrow B$ of the credit risk of corporate credit-related networks to the bank network on $I_B^*$ in the bank network under different network structures.

The risk contagion probability $\lambda_A \rightarrow B$ of the credit risk of corporate credit-related networks to the bank network on $I_B^*$ in the bank network under different network structures was examined.

Figures 10(a)–10(b) depict that the bank credit association network is under two kinds of network structures, namely, the influence mechanism and evolution characteristics of the credit risk contagion rate $\lambda_A$ of corporate credit associated network counterparts and the risk contagion probability $\lambda_A \rightarrow B$ of corporate network credit risk contagion to bank network on bank counterparty credit risk contagion scale $I_B^*$. Figure 10 not only verifies Proposition 3 but also shows that the scale of credit risk contagion of bank counterparties in the WS network is greater than that of credit risk contagion of bank counterparties in the index network. In addition, the scale of credit risk contagion of bank counterparties in the
index network is greater than that of bank transactions in the BA network. This result is because the heterogeneity of the BA network is greater than that of the index network, whereas the heterogeneity of the index network is greater than that of the WS network. If the heterogeneity of the banking network is strong, then bank counterparties less likely have credit risk and the scale of bank credit risk is small.

5. Conclusion

In the modern economic system, the business relationship between banks and nonbank enterprises based on credit association is increasingly close, and a significant symbiotic relationship is observed between banks and enterprises. However, the subject transactions based on credit become increasingly frequent with the in-depth development of the business relationship between banks and enterprises. Moreover, the credit relationship between banks and enterprises based on credit relationships is becoming increasingly complex and has become an important channel for credit risk contagion. Simultaneously, the credit risk contagion of bank and corporate counterparties is affected by many factors, which are the key and core of the risk management of the entire financial system. Therefore, this paper constructs a two-layer network model of credit risk contagion between the bank and corporate counterparties based on the perspective that banks do not withdraw loans from enterprises, considering the contagion effect of corporate credit default on their counterparties under credit association. In the case that banks do not withdraw loans from enterprises, the influence mechanism of the factors on the credit risk contagion evolution of bank-enterprise counterparties under the double-layer network is analyzed through the theoretical analysis of factors (e.g., the coping capacity, risk appetite, influence, interenterprise credit risk contagion level and network heterogeneity in the interentreprise credit-related network, the risk prevention and control capabilities, business relevance, interbank the level of credit risk contagion and its network heterogeneity, as well as the level of credit risk contagion between bank-enterprise counterparties credit-related networks). In addition, the characteristics of the evolution of the credit risk contagion evolution of bank-enterprise counterparties under the double-layer network are examined. The main research conclusions are as follows:

(1) In the interentreprise credit association network, the threshold of credit risk contagion rate is positively correlated with the marginal increase in risk perception and risk leveling ability of the enterprise but negatively correlated with the marginal decrease in the initial economic impact, leverage level, and influence of the enterprise. Moreover, the contagion scale of the counterparty credit risk of an enterprise is negatively correlated with its risk perception level and risk leveling ability but positively correlated with its initial economic impact level, leverage level, and influence.

(2) In the interbank credit correlation network, the threshold of credit risk contagion rate is negatively correlated with the marginal decrease in the degree of interbank business correlation but positively correlated with the marginal increase in the bank’s risk resistance and risk information processing capability. Moreover, the scale of credit risk contagion of bank counterparties is positively correlated with the degree of interbank business association but negatively correlated with the bank’s ability to resist risks and the ability to process risk information.

(3) If the heterogeneity of the credit-related network of bank-enterprise counterparties is high, then the threshold of credit risk transmission rate is also high, and the scale of credit risk diffusion is low. Moreover, the scale of credit risk contagion of bank counterparties is positively correlated with the marginal decrease in the degree of corporate and bank counterparties.

(4) The credit risk contagion scale of a bank’s counterparty is a monotonically increasing convex function of the credit risk contagion rate in corporate credit-related networks and the credit risk contagion rate among bank-enterprise networks.

The research conclusion of this study provides a theoretical basis and simulation model for the regulators to prevent the credit risk contagion of bank and business counterparts, which has high theoretical value and practical significance. However, in the real financial market, other influencing factors still affect the credit risk contagion of bank and corporate counterparts, which is also an important direction for our further research in the future.
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