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Virtual enterprise is a dynamic alliance of businesses, in which multiple members undertake joint research, development,
manufacturing, operation, etc. *e complexity of the relationship between business members, coupled with many new tech-
nologies or methods applied in the alliance operation, leads to more uncertain factors and difficulties in the operation and risk
management of the virtual enterprise. *e distributed decision-making model is a fast and effective decision-making model, in
which dispersed intellectual resources and information resources are dynamically integrated through virtual organization forms
and operating mechanisms, and the dynamic reorganization, result evaluation, and synthesis of the decision-making system are
realized by certain control rules. On the basis of summarizing and analyzing previous research works, this paper expounded the
research status and significance of the risk control of virtual enterprise; elaborated the development background, current status,
and future challenges of distributed decision-making model; introduced the related works of decision-making variable calculation
and constraint determination; constructed a risk control model for virtual enterprise based on distributed decision-makingmodel;
analyzed the multiobjective model and interval programming model of risk control; established a risk control approach for virtual
enterprise based on distributed decision-making model; performed the optimal allocation of risk control funds and the selective
optimization of backup allies; and finally conducted a case analysis. *e study results show that, in view of the diversity of
relationships between alliance businesses and the complexity of the distribution of cooperative areas, the distributed decision-
making model can more reasonably describe the relationship between alliance members and accurately control the risks of virtual
enterprise frommultiple angles, which can effectively manage the risks of virtual enterprise.*e study results of this paper provide
a reference for further research on the risk control of virtual enterprise based on distributed decision-making model.

1. Introduction

Virtual enterprise is a running mode for dynamic alliance of
businesses that undertake joint research, development,
manufacturing, and operation, which can successfully meet the
needs of rising global competition, quickly respond to changes
in market demand, and improve the ability of enterprises in
business competition. A virtual enterprise is formed in re-
sponse to market opportunities that have appeared or is about
to appear, in which there is generally one initiator or leader and
each business or enterprise in the alliance has its own ad-
vantages, assumes common risks, and shares common interests
[1]. At the same time, the complexity of the relationship be-
tween businessmembers, coupled withmany new technologies

or methods applied in the alliance operation, leads to more
uncertain factors and difficulties in the operation and risk
management of the virtual enterprise [2]. For example, in
addition to the uncertainty of the business environment, the
problems of conflict of goals of alliance member companies,
cooperation trust, complicated cooperative relations, limited
capabilities of member companies, corporate ethics, infor-
mation asymmetry, opportunistic behavior, etc. all can make
the formation, operation, dissolution, and reorganization of
virtual enterprises face many new risk management problems
that need to be studied and resolved [3].*erefore, research on
the risk control of virtual enterprise is of great importance in
commercial value and business or their related fields, which is
also the main topic of this study [4].
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Distributed decision-making model is a model proposed
to achieve rapid and accurate decision-making under the
conditions of high-speed and dynamic changes in the en-
terprise’s living environment. *is model can dynamically
integrate the dispersed intellectual resources and informa-
tion resources through virtual organization forms and op-
erating mechanisms, which can also realize the dynamic
reorganization, result evaluation, and synthesis of the de-
cision-making system by certain control rules, and ulti-
mately complete the decision goal quickly and effectively [5].
*e agents in distributed systems have special prior
knowledge and different decision-making functions of ex-
pert systems in different fields, which can observe certain
characteristics of the environment or observe different areas
of the environment [6]. *is study first distinguishes the
source, inducement, stage, and process of the risk and brings
market risks to the operation of the virtual enterprise, which
analyzes and compares the implementation results with the
expected goals to measure the effect of the overall plan and
the implementation results [7]. *e risk assessment method
can finally provide decision-makers with detailed decision-
making information; it can accurately reflect which risk
assessment index has the greatest impact on the overall risk
of the enterprise, thereby providing a basis for decision-
makers to minimize or avoid those risks [8].

On the basis of summarizing and analyzing previous re-
search works, this paper expounded the research status and
significance of the risk control of virtual enterprise; elaborated
the development background, current status, and future
challenges of distributed decision-making model; introduced
the related works of decision-making variable calculation and
constraint determination; constructed a risk control model for
virtual enterprise based on distributed decision-making model;
analyzed the multiobjective model and interval programming
model of risk control; established a risk control approach for
virtual enterprise based on distributed decision-making model;
performed the optimal allocation of risk control funds and the
selective optimization of backup allies; and finally conducted a
case analysis.*e study results of this paper provide a reference
for further research on the risk control of virtual enterprise
based on distributed decision-making model. *e detailed
sections are arranged as follows: Section 2 introduces the
methods and principles of decision-making variable calculation
and constraint determination; Section 3 constructs a risk
control model for virtual enterprise based on distributed de-
cision-making model; Section 4 establishes a risk control ap-
proach for virtual enterprise; Section 5 conducts a case analysis;
Section 6 is the conclusion.

2. Related Works

2.1. Decision-Making Variable Calculation. Decision-making
parties establish a two-way communication link through the
network to realize information exchange and data transfer in
the decision-making process. According to the different
forms of communication data, the communication content
can be divided into two types: proprietary format data and
general format information [9]. *e former refers to special
formatted data transmitted and processed in agreed

specifications or specified formats in accordance with the
requirements of the subtask decision-making model. *e
format of these data is determined when the sub-decision-
making model is established and must be supported by
specific software and communication protocols [10]. *e
latter includes all general information in nonproprietary
formats, such as the above information release, the transfer
of commercial documents between the two parties, and the
network talks, etc., which can be transferred through a
variety of means and forms. Different from the integrated
architecture, the software architecture of the decentralized
construction model does not have a unified integrated
modeling environment, nor does it need to generate a model
interface file and a modeling language as an intermediate
layer [11]. While the decision-making partner’s modeling
tool generates and releases a decision-making server for a
specific customer, it also generates a corresponding client
program and releases it to the decision-making party for
practical use. Compared with the integrated structure, the
function and structure of the decision-making server are
basically the same, and the decision-making client program
becomes the user interface of the decision-making party and
basic functions such as result display and communication
connection [12].

*e upper-level alliance leader company allocates budget
funds for eachmember of the virtual enterprise; the lower-level
alliance member companies select the optimal combination of
risk control measures under the allocated budget funds to
reduce risks. In the two-tier decision-making process, this
model mainly considers the symmetry of information between
the leader and the members [13]. *e upper-level search is a
continuous problem, and a continuous particle swarm algo-
rithm needs to be designed for it; the lower-level search is a
discrete problem, and a discrete particle swarm algorithm is
designed for it. In the upper search, the size of the search space
is mainly determined by the number of members in the virtual
enterprise; in the lower search, the size of the search space not
only is related to the number of members, but also determines
the number of risk factors each member faces and the number
of corresponding measures [14]. When the number of
members of the virtual enterprise, risk factors, and measures is
large, the scale of the upper and lower search space of the
problem will increase rapidly and the virtual enterprise model
will have many advantages, but there will be also risks faced by
traditional enterprises [15]. At the same time, the newmodel of
cooperation between the leader enterprise and the alliance
member enterprise also brings new risks, such as the ability risk
of the alliance member enterprise and the relationship between
the leader and the alliance member. Credit risk and com-
munication risk between foreign companies, foreign exchange
risk, and exchange rate risk will also arise when cooperating
with foreign companies [16].

2.2. Constraint Determination. In the two-layer distributed
decision-making model, the lower model is contained in the
upper model, and the lower model and the upper model are
discrete and continuous problems, respectively. *e objective
function is usually nondifferentiable and difficult to solve by
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traditional optimization methods; followers make decisions
based on the leader’s decision-making, and their decision-
making is premised on not violating the leader’s decision-
making [17]. *e execution of the decision-making is accom-
panied by the consumption of resources, so this premise can be
transformed into the one that the resources consumed by the
followers in the decision-making process shall not exceed the
number of resources allocated to it by the leader. In the process
of selecting cooperative enterprises, the leader company can use
the problem reduction method to simplify complex problems
[18]. *e leader company decides to invest in the development
of a certain product based on market analysis and forecasts, or
the leader company starts to develop and manufacture a certain
product after receiving an order [19]. *e basic building blocks
of the product are analyzed through its own designers or
commissioned design companies, and the leading company
determines which modules it can produce and which modules
need to seek cooperative companies based on their design
capabilities, manufacturing capabilities, and economic interests.
In other words, decomposing the design and manufacture of a
complex product and manufacture of multiple relatively simple
parts is in line with the reduction principle of artificial intel-
ligence [20].

Virtual enterprises cross the theory of enterprise bound-
aries, enabling a single enterprise to incorporate a large number
of external resources belonging to other enterprises into the
track of self-development [21]. *e boundary becomes in-
creasingly blurred and tends to fade; virtual enterprises are not
limited by geographical space, quickly integrate resources
scattered around the world through information networks and
logistics networks, and are not restricted by their own hard-
ware, and their boundaries can be infinitely expanded [22].
Moreover, virtual enterprises can virtualize some functions and
retain only core functions, while other functions can break
through the limitations of their own functions with the help of
external forces. *e membership and withdrawal of its
members are completed through negotiation, and the orga-
nization is not substantive [23]. Each node constituting the
network is equal. *e identity maintains an interactive con-
nection, its structure is an infinitely connected network
structure, which will not be affected by factors such as the
control range and monitoring mechanism, and its boundary
does not exist. *e members of the virtual enterprise have
independent legal personality, but the enterprise alliance itself
is not a real enterprise [24]. Although its function far exceeds
the sum of the individual alliance members, it does not have
compulsory alliances in terms of property rights. *e right of
contact between employees and enterprises and the virtual
enterprise realizes the sharing of different dedicated assets
under the premise of no transfer of property rights [25].

3. Risk Control Model for Virtual Enterprise
Based on Distributed Decision-
Making Model

3.1. Multiobjective Model for Risk Control. In distributed
decision-making theory, according to the upper-level
decision-makers’ mastery of the lower-level preferences

and the actual needs of the problem, the upper level can
use different methods to predict the lower-level preference
structure, thereby generating different prediction lower-
level models. Based on the prediction of the lower-level
model preference and the risk information of each stage,
the upper-level model decides the reserve funds for risk
control at each stage and transmits this value to the real
lower-level model; the lower-level model reserves funds
according to risk control, and each stage in the actual risk
situation determines the optimal risk control strategy.

Suppose there are elements x1, x2, . . ., xn in the risk
control layer of the virtual enterprise and take the control
layer elements xij as criterion; then, a judgment matrix can
be constructed and the ranking vector Xij can be obtained by
the characteristic root method:

Xij �

x11 x12 . . . x1n

x21 x22 . . . x2n

⋮ ⋮ . . . ⋮

xn1 xn2 . . . xnn

⎡⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎣

⎤⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎦

, (1)

where xij is the closeness degree, which is the fuzzy set of the
partner and the worst reference benchmark; if the judgment
matrix is made using the scale of analytic hierarchy process,
the attribute judgment matrix Qij can be obtained by some
simple transformation, such as the following formula:

Qij � 

n

i,j�1

xij

xij−1 + xij+1
, i≠ j, xij(0.5 + b), i � j,

⎧⎨

⎩ (2)

where xij−1 is the degree of preference of each evaluation
index in the minds of decision-makers; xij+1 is the set of
evaluation indexes selected by partners; and b is the relative
weight of each index.

According to the combination rules, all parameters can
be synthesized to obtain the basic confidence assignment
Wij:

Wij � 

n

i�1

n

j�1

w

e − r

xij

q
 

2

, (3)

where w is the discount calculator; q is the discount factor,
and the larger the value of q, the closer the calculator is to the
empty confidence function; e is the basic confidence as-
signment; and r is the basic confidence assignment of the
identification framework.

*e upper-middle level is mainly used to determine the
reserved funds for risk control in each operation stage,
while the lower level is mainly used to determine the
specific risk control strategy for each operation stage. At the
beginning of the formation of the alliance, it is necessary to
reserve sufficient risk control funds, meet the risk control
requirements, and achieve the maximum investment and
risk control for risk management according to the esti-
mated risk information at different stages of the operation
of the alliance enterprise. At the beginning of each stage in
the actual operation process, the specific risk control
measures for this stage are determined according to the
reserved funds and risk information data of this stage, and
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the reserved funds are fully utilized to optimize the risk
control effect. Figure 1 shows the analytical framework of
risk control for virtual enterprise based on distributed
decision-making model.

Risk assessment is to evaluate and measure the ex-
istence of risks and the scope and extent of potential
losses of risks. Its purpose is to analyze and identify those
potential threats and risks with serious consequences and
treat them as the key to preventing and dealing with their
impact in order to formulate and select appropriate risk
management methods and management. *e endogenous
system refers to the sum of the risk prevention institu-
tions, mechanisms, countermeasures, methods, mea-
sures, etc. established within the virtual enterprise; the
exogenous system refers to the relevant laws and regu-
lations, credit, and media that play a preventive role in the
virtual enterprise risk in the whole system. *e self-
control of the endogenous system and the heteronomy of
the exogenous system complement each other, and to-
gether they play a preventive and restrictive role in
preventing and restricting virtual enterprise risks. *e
supervision of alliance member companies’ performance
of alliance contracts, cooperation agreements, etc. and
the establishment of alliance risk management mecha-
nisms and risk prevention systems, as well as alliance
operation information feedback, inspection, transitive
risk control, and exception handling, require alliance risk
management agencies. *e size of the organization can be
determined according to the production scale of the
opportunity product, the complexity of the technology
and production and operation process, the difficulty of
marketing, the number of alliance member companies,
and the comparison of risk management costs and
benefits.

3.2. Interval Planning Model for Risk Control. *e initial
population uses the method of random generation to
generate the initial population. First, through the control of
random numbers, it is ensured that each code in the
chromosome meets the requirements of the number of
funds for each measure; second, if the chromosome does
not meet the remaining constraints, the chromosome is
discarded. When the upper-level model is solved, the
amount of data is very large due to the need to consider the
risk control conditions of all stages globally; the lower-level
model mainly determines the specific measures and capital
investment to control each risk under the constraint of
reserved funds. Qualitative methods can be regarded as
comparisons of results and possibilities; for example, high
risk is relative to medium or low risk, and qualitative
methods rely on the analyst’s experience and engineering
judgment, so they tend to be subjective. *e results of
quantitative analysis are compared with company guide-
lines or decision-making to determine whether the risk is
acceptable, and the total expected currency value of all risk
events is the expected currency value of the plan. In order
to use the expected currency value method, the risk must

first be quantified, and the probability of the occurrence of
a risk event and the consequences of the risk event must be
determined. *e currency value is usually used to express
the consequences of the risk event and multiply the
probability of occurrence of a risk event and the conse-
quences of a risk event to obtain the expected currency
value of each risk event. *e framework of interval plan-
ning model for risk control based on distributed decision-
making is shown in Figure 2.

From the perspective of the alliance as a whole, market
risks, social environmental risks, and natural environ-
mental risks are system external risks, in which technical
risks and cooperation risks are system internal risks, and
these five types of risks are interrelated. *e fiercer the
market competition, the higher the technical requirements
of the company’s products, which means the greater the
company’s technical risk; the more advanced the tech-
nology, the greater the company’s advantage in market
competition, and the smaller the market risk. In addition,
in order to develop advanced technologies, enterprises
should have a higher level of management, and scientific
management will reduce the risk of developing advanced
technologies; for example, the technical risks undertaken
by enterprises are affected by market risks.

Relevant chance planning is an optimization theory that
optimizes the chance function of time in an uncertain en-
vironment; for uncertain environment of the leader, it can be
expressed as a random constraint E (xij):

E xij  � x
t
ij − x

u
ij, (4)

where t is the decision-making vector and u is the random
vector. For indicators that cannot be given quantitatively, the
similarity coefficients related to it can only be assessed
subjectively. *erefore, the leader’s decision-making model
can be expressed as

R xij  �

�����������

p
oij − aij

xij
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, (5)

where R (xij) is the probability measure; oij is the objective
function; qij is the deterministic decision-making benefit
function of the leader’s decision-making process; and p is the
possible decision-making benefit function of the random
event.

Because the fuzzy comprehensive evaluation method
simplifies the various internally complex and interrelated
system risk evaluation indicators, it partially causes the loss
of risk evaluation information. In the risk evaluation model,
the risk evaluation information is successfully used, and the
comparison method is integrated into the former super
matrix and finally expressed in the form of comprehensive
weight. *e risk assessment method can finally provide
decision-makers with detailed decision-making informa-
tion. For example, it can accurately reflect which risk as-
sessment index has the greatest impact on the overall risk of
the enterprise, thereby providing a basis for decision-makers
to minimize or avoid the risk.
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4. Risk Control Method for Virtual Enterprise
Based on Distributed Decision-
Making Model

4.1. Optimal Allocation of Risk Control Funds. *e life cycle
of a virtual enterprise includes the establishment phase, the

operation phase, and the dissolution and the reorganiza-
tion phase. In the whole process of the virtual enterprise life
cycle, the influence of some risk factors is phased, the
influence of some risk factors is a full process, and the
influence of some risk factors is transitive. On the one
hand, it comes from insufficient estimation of technical
complexity in advance, and technical issues that are dif-
ficult to solve and market opportunities are the reasons for
the existence of virtual enterprises. On the other hand, it
comes from the insufficient degree of tacit understanding
of technical cohesion and cooperation caused by differ-
ences in process conditions and technical strengths be-
tween different members. *e first is the flexibility of the
start-up time, which requires that the tasks that need to be
processed from other members can be responded to in a
short time; the second is the time of the process; that is, the
cooperation between members should be coordinated in
time ensuring that the corresponding tasks are completed
within the time specified in the contract. *e market
identification errors of the leader companies and the blind
identification of member companies will undoubtedly
make the virtual enterprises at risk. *e main reasons for
the risks of market opportunity identification are based on
product identification errors, confused by demand illu-
sions. Based on the product demand quantity and quality
requirements, the forecast deviation is large; since the
product demandmaintenance time is too short, it is quickly
replaced by other products. *e method and principle for
optimal allocation of risk control funds are shown in
Figure 3.

In the environment of virtual enterprise, the alliance needs
to simulate the whole process of the overall economic operation
of the enterprise and make decisions on finance, production,
and sales. At the same time, under the premise of determining
the sales volume and production tasks, the overall resources of
the enterprise, including production equipment, manpower,
and material resources, are optimized and planned. *ese
decision-making problems are of different types, including
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structured decision-making problems, semistructured decision-
making problems, and unstructured decision-making prob-
lems, which bring great difficulties to the organizational de-
cision-making of virtual enterprises.

If there are y1, y2, . . ., yn, a total of n plans compose the
plan set Yn � {y1, y2, . . ., yn}, and the evaluation index of each
plan constitutes the index set Ym � {y1, y2, . . ., ym}. *e
evaluation value of yi for the j-th index is yij, and then the
initial evaluation matrix Tij is established as

Tij �

y11 y12 . . . y1n

y21 y22 . . . y2n

⋮ ⋮ . . . ⋮

yn1 yn2 . . . ynn

⎡⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎢⎣

⎤⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎥⎦

. (6)

It selects the optimal value of each indicator in the
candidate partners as the benchmark to normalize the in-
dicators and divides the evaluation objects into two cate-
gories: the larger the optimal value, the better the income
indicator; the smaller the optimal value, the better the cost
indicator. *e effective value calculation of multiple en-
terprises can give the evaluation target set Uij in the form of
the following matrix:

Uij � sijxij + dij xij − 1  + gij xij − 2 , (7)

where sij is the effective score value of the j-th type index of
the i-th company; dij is the score value matrix of the j-th type
index of the i-th company; and gij is the score of the j-th
evaluation target of the i-th company.

*e agent extracts the feature vector from the envi-
ronmental information as input and then obtains the single
confidence function of each premise in the identification
framework from the measurement function. Finally, the

basic confidence assignment of agent is synthesized and
output by the formula; the attribute judgment matrix is Iij:

Iij �
xij

h − 1
z · lij

c · kij

 , (8)

where h is the input attribute set; kij is the output attribute
set; lij is the price function; z is the reliability of the output
value; and c is the output value cost.

*e functional structure framework of the virtual en-
terprise decision-making support system reflects the inte-
gration of multiple decision-making support technologies
and parallel use to deal with the diversity of decision-making
problems in the virtual enterprise and also reflects the
continuous emergence of data and knowledge processing
technologies. Driven by the development process of the
decision-making support system, its data knowledge pro-
cessing capabilities have been enhanced, and its adaptability
has expanded. In a virtual enterprise organization, the de-
cision-making of organizational goals requires interactive
coordination with many members in the organization;
therefore, under the leadership of core members, how to
build a decision-making support system for goal coordi-
nation and conflict resolution between members is an im-
portant issue in the future.

4.2. Selective Optimization of Backup Allies. *e members of
the alliance work around a certain link of the opportunity
product and need to exchange related logistics and infor-
mation flows between different legal entities. Since the al-
liance does not have administrative constraints on the
member companies and the management methods and
technical conditions of each member company, the differ-
ence in culture directly affects the exchange, flow, and co-
ordination of related information. *e management
contract has stipulated the benefit distribution and loss
sharing of the alliance members, but the inconsistency be-
tween the contract and reality makes it necessary to redis-
tribute the benefits and losses of the opportunity products
according to the specific contributions of the alliance
members during the disintegration stage of the alliance,
especially the distribution of intangible assets. Enterprises in
the alliance cluster do not necessarily have to participate in
the operation of every organization with alliance networks.
Figure 4 shows the relationship between optimization in-
dexes and weight coefficients of backup allies. Whether they
participate or not depends entirely on whether they have the
resources and capabilities to complete specific opportunities
and goals; when a core company finds a new market op-
portunity, it can reform a new virtual enterprise. *e risk
management of virtual enterprise must first distinguish the
source, inducement, stage, and process of the risk, which is
the prerequisite of risk management. To fully identify the
risk factors of virtual enterprises, scientific risk identification
technology is needed and the member of each cooperation
company can be the same as the last time or different.

Candidate partner companies propose evaluation goals
and weighting coefficients according to the leader’s evalu-
ation goals, and after information processing by the alliance

x11 x12

Q11

y11

g11

k11

I11 I12 I13

d11 d12 d13

k12 k13 k14

g12 g13 g14 g15 g16 g17 g18

y12 y13 y14 y15 y16 y17 y18

a12a11 a13 a14

x13

Q12

Figure 3: Method and principle for optimal allocation of risk
control funds.
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center, the effective scores of candidate partner companies
can be accurately obtained. If an enterprise is well managed
and operated, then the enterprise that is allied with it can be
expected to benefit from the alliance; otherwise, it will take a
greater risk. *e confidence assignment and decision-
making factor of the foundation, operation, and disband-
ment risk of virtual enterprise under optimal allocation and
selective optimization is shown in Figure 5. If consumer
demand changes, then the opportunity for virtual enter-
prises will disappear, and there is no need to form virtual
enterprises, but the initial investment in virtual enterprises
will not be recovered; that is, changes in consumer demand
will bring huge losses to virtual enterprises. If there are many
competitors in the product market jointly developed by the
virtual enterprise, it will be more difficult for the virtual
enterprise to research and develop products in the future to
occupy the market, which will bring market risks to the
operation of the virtual enterprise; changes in the upstream

market will also cause market risks. *e important reason is
that if raw materials in the upstream market are in short
supply, the manufacturing cost of the virtual enterprise will
increase, thereby increasing the price of the product. *e
increase in product price will bring certain difficulties for the
virtual enterprise to occupy the market; the economic
downturn will lead to a reduction in the disposable income
of residents and reduce the total demand in the market.

*e partners exchange plan information under the
conditions determined by the collaboration process, so that
the partners can obtain an overall understanding of the plan
situation and identify whether the expected goals can be
achieved. *is process requires a common planning
framework in which key performance indicators are used to
measure common goals and conditions, and the planning
results of individual domains and collaborative plans are
compared. Based on the joint determination of values by all
parties, two treatment methods are usually adopted for the

C
on

fid
en

ce
 as

sig
nm

en
t (

%
)

65

Optimal allocation

Selective optimization

70

75

80

85

90

95

100

Disbandment
risk

Operation
risk

Foundation
risk

(a)

Optimal allocation

Selective optimization

D
ec

isi
on

-m
ak

in
g 

fa
ct

or

0.3

0.4

0.5

0.6

0.7

0.8

0.9

1.0

Disbandment
risk

Operation
risk

Foundation
risk

(b)
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enterprise under optimal allocation and selective optimization.
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situation that the planned deviation exceeds the scope. For
the deviation caused by the individual characteristics of the
partners, the plan between the partners is adjusted through
the negotiation process to achieve the expected goals; the
deviation caused by the changes in the structure and the
external environment is an exception, and the cooperation
mode and the goal of the collaborative plan will be realized.
After the plan is implemented, it is necessary to analyze and
compare the implementation results with the expected goals
to measure the effect of the overall plan, and the imple-
mentation results that benefit all supply chain members are
more easily accepted by all parties. However, when the
implementation results of the collaborative plan cause some
members to suffer losses, reasonable compensation methods
need to be given, and the corresponding losses can be
compensated by adjusting the profit distribution, so that the
benefits of supply chain members are relatively balanced. At
the same time, in the case that the implementation effect
does not reach the expected goal, it is necessary to adjust and
improve the plan.

5. Case Analysis

5.1. Experimental Design. *e algorithm proposed in this
paper uses computer language to program and calculate a
large amount of simulation data. *e results show that the
above-mentioned solving idea can effectively obtain the
optimal solution of the problem, and an example is analyzed
below. A virtual enterprise of an enterprise needs to control
risks in five stages: opportunity identification, partner se-
lection, enterprise restructuring, alliance operation, and
dissolution and liquidation. *e total risk control fund is
200,000; the reasonable parameters determined by the
simulation analysis are the population size of 500, the
number of iterations of 800, the crossover rate of 0.6, and the
mutation rate of 0.3. In order to describe the risk status, the
risk is divided into 9 levels from small to large, and it is
assumed that the initial state of each risk factor and the
impact on risk factors are known.

Fuzzy recognition is one of the basic methods of fuzzy
system analysis. It is a method that considers the influence of
multiple factors in a fuzzy environment to make a com-
prehensive decision-making on a certain matter for a certain
purpose:

Pi � 
m

i�1

zi − ci

vi

, (9)

where Pi is the mutual relationship between two enterprises;
zi is the relationship and contract reached by the alliance as a
whole; ci is the overall effect of the alliance; vi is the indi-
vidual effect of a single enterprise; and m is the cooperation
period of the alliance.

In the fuzzy language information integration process
for evaluating candidate partner indicators, the integration
result often does not match the elements in the fuzzy lan-
guage evaluation scale Aij:

Aij � αij − βij  · ρ · cij − δij 
2
, (10)

where ρ is the balance factor; αij is the index value for
selecting partners; βij and cij are the impact of the two
enterprises’ respective efforts in failed knowledge innovation
on the overall profit; δij is the ability of the enterprise to
convert the failed knowledge into profit.

After the risk measures are dealt with, the fuzzy de-
scription of the risk level of each risk factor changes ac-
cordingly. *ere are several treatment measures for each
type of risk, and each measure handles risk factors to a
different degree. *erefore, the vague description of the
same risk handled by different measures is also different, and
the purpose of risk planning is to optimize the combination
of these measures to make the overall risk level the lowest
under the circumstance that the cost of controlling risks is
certain.

5.2. Result Analysis. In a distributed computing environment
supported by computer networks, virtual enterprise companies
can efficiently combine conventional organizations that are
dispersed in time and space but with complementary capa-
bilities and resources to improve their ability to solve problems
and enhance their ability to respond quickly to challenging
opportunities. Without changing their original working en-
vironment, widespread attention has been attracted, especially
in the manufacturing industry. Virtual enterprises and cross-
functional project working groups have become the core
concepts of the new generation of manufacturing. A virtual
enterprise is a cross-enterprise dynamic organization formed
under the constantly changing conditions of the global market
environment, which is a brand new form of enterprise orga-
nization formed temporarily by multiple independent enter-
prises for a certain goal. *e activity is the specific operation of
the task, and the progress of the activity causes the change of
the task state; at the same time, it must rely on certain resources
and be controlled by the corresponding rules. Figure 6 shows
the risk control efficiency and accuracy of different risk types of
virtual enterprise. *e business process in a virtual enterprise
can be decomposed into a number of different specific projects
according to the nature of the business process and the re-
quirements of project management technology. *ese projects
can be redecomposed at different levels and task granularity
according to the needs of the virtual enterprise operation and
management; therefore, a multiproject and multitask hierar-
chical management model is formed in a virtual enterprise.

Risk identification is the basis of the entire virtual enter-
prise’s risk management work, and risk cannot be measured
andmanaged without identification and verbal expression.*e
risk identification of virtual enterprise means that the risk team
of the virtual enterprise develops systematic understanding and
analysis through a large number of reliable information ma-
terials, recognizes various risk factors in the virtual enterprise,
and then determines the risks faced by the virtual enterprise.
Risk measurement is to measure the probability of occurrence
of risk accident and the degree of loss for a certain specific risk
of virtual enterprise. Risk measurement is carried out on the
basis of risk identification. One of the existing approaches
requires a common planning framework in which key per-
formance indicators are used to measure common goals and

8 Complexity



conditions, and the planning results of individual domains and
collaborative plans are compared. However, the approach in
this study has stipulated the benefit distribution and loss
sharing of the alliance members, but the inconsistency between
the contract and reality makes it necessary to redistribute the
benefits and losses of the opportunity products. Deviations in
risk assessment may make the virtual enterprise face the risk of
losing profit opportunities and bear the cost of conservative or
aggressive strategy. In addition, risk assessment is the basis for
risk prevention and control. For these reasons, virtual enter-
prises should attach great importance to risk assessment.
Figure 7 shows the relationship between risk control accuracy
and efficiency of the foundation risk, operation risk, and
disbandment risk of virtual enterprise under optimal allocation
and selective optimization.

As the third party of the virtual enterprise, the industry
association can build a complete enterprise information data-
base with government functional departments and conduct on-
site inspections and evaluations of registered enterprises to

verify the accuracy of the information. At the same time, rel-
evant information will be publicized on the collaboration
platform, and evaluations by alliance members will be accepted.
*e accuracy, fairness, and transparency of enterprise infor-
mation reduce the asymmetry of information among cooper-
ative enterprises, thereby reducing the obstacles to collaboration
between enterprises and improving the efficiency of the for-
mation of virtual enterprises. Under normal circumstances, the
choice of partners depends on the corporate brand and his-
torical integrity records. Before forming a stable alliance, the two
parties need to conduct on-site inspections of the alliance
partners to ensure that the other party has sufficient production
and payment capabilities. By understanding the business scale,
product quality, after-sales service, etc., the credibility of the
other party can be assessed, and these obstacles affect the agility
of the virtual enterprise and make the healthy operation of the
virtual enterprise not guaranteed.On the collaborative platform,
the dynamic credit evaluation system established by the in-
dustry associations dynamically assesses the task execution and
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payment capabilities of each alliance member enterprise and
timely feeds back the credit changes of other enterprises to the
alliance member enterprises, which can ensure the healthy
operation of the virtual enterprise.

6. Conclusions

*is paper constructed a risk control model for virtual
enterprise based on distributed decision-making model,
analyzed the multiobjective model and interval program-
ming model of risk control, established a risk control ap-
proach for virtual enterprise based on distributed decision-
making model, performed the optimal allocation of risk
control funds and the selective optimization of backup allies,
and finally conducted a case analysis. Before forming a stable
alliance, the two parties need to conduct on-site inspections
of the alliance partners to ensure that the other party has
sufficient production and payment capabilities, and eval-
uate each other’s performance by understanding the
business scale, product quality, after-sales service, etc.
Virtual enterprises cross the theory of enterprise bound-
aries, enabling a single enterprise to incorporate a large
number of external resources belonging to other enter-
prises into the track of self-development. For the deviation
caused by the individual characteristics of the partners, the
plan between the partners is adjusted through the nego-
tiation process to achieve the expected goals; the deviation
caused by the changes in the structure and the external
environment is an exception, and the cooperation mode
and the goal of the collaborative plan have been realized.
*e distributed decision-making model comes from in-
sufficient estimation of technical complexity in advance,
and technical issues that are difficult to solve and market
opportunities are the reasons for the existence of virtual
enterprises. Moreover, a virtual enterprise can virtualize
some functions and retain only the core functions, while
other functions can break through the limitations of their
own functions with the help of external forces. *e study
results show that, in view of the diversity of relationships
between alliance businesses and the complexity of the
distribution of cooperative areas, the distributed decision-
making model can more reasonably describe the rela-
tionship between alliance members and accurately control
the risks of virtual enterprise from multiple angles, which
can effectively manage the risks of virtual enterprise. *e
study results of this paper provide a reference for further
research on the risk control of virtual enterprise based on
distributed decision-making model.
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