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We proposed a useful data-sharing method among multi-smart devices at close range using inaudible frequencies and Wi-Fi. The
existing near data-sharing methods mostly use Bluetooth technology, but these methods have the problem of being unable to be
operated using different operating systems. To correct this flaw, the proposed method that uses inaudible frequencies through
the inner speaker and microphone of smart device can solve the problems of the existing methods. Using the proposed method,
the sending device generates trigger signals composed of inaudible sound. Moreover, smart devices that receive the signals obtain
the shared data from the sending device through Wi-Fi. To evaluate the efficacy of the proposed method, we developed a near
data-sharing application based on the trigger signals and conducted a performance evaluation experiment. The success rate of the
proposed method was 98.8%. Furthermore, we tested the user usability of the Bump application and the proposed method and
found that the proposed method is more useful than Bump. Therefore, the proposed method is an effective approach for sharing
data practically among multi-smart devices at close range.

1. Introduction

With the development of the mobile phone and communica-
tion technology, the existing mobile phone has changed into
a smart device that has various functions, such as camera,
mp3 player, and on/offline mobile games. Smart device users
can share their daily lives and thoughts online through social
network services (SNS) such as Facebook and Twitter. Users
can share not only photos, such as those of their daily lives or
vacation, but also data such as name card and workmaterials,
among others, during business meetings. The data-sharing
methods among smart devices are divided into those that can
be used at close range using Bluetooth orWi-Fi Direct and at
a long distance through Wi-Fi and a server computer.

The data-sharing methods for close range use Bluetooth,
Wi-Fi Direct, Airdrop, or NFC. Data can be sent directly
without the use of extra service applications.Themethod that
uses Bluetooth requires the same application to be installed
on each smart device, and data sharing can occur through
the pairing of smart devices [1]. The maximum speed of data
transmission using Bluetooth is 24Mbps, and it requires only
the inner Bluetooth module of a smart device. However, as
this method can only be used with the same operating system

(OS), it cannot transmit data between a smart device that
uses an Android OS and a smart device that uses iOS. Wi-
Fi Direct is the upgraded model of the Bluetooth feature for
near data transmission and has a data transmission speed of
300Mbps [2]. Therefore, it is more suitable for sending big
data to multimedia devices such as cameras or printers than
using data transmission technology among smart devices.
Similarly, Apple Inc. created the Airdrop technology that uses
Bluetooth instead of Wi-Fi Direct [3]. Airdrop can transmit
data among smart devices at close range. However, similar
to Bluetooth, this technology can only be used with the
same OS. In addition, Android Beam and S Beam are newly
released data sharingmethods.They canworkwell with smart
devices with built-in NFC. Android Beam can share much
data, such as address lists, URLs of web browsers, GPS data
of Google Maps, market addresses of the Play store, and
applications downloaded from the Android market [4, 5]. S
Beam can share media data, such as mp3 music files, photo
images, and movie files [6, 7]. However, Android Beam and S
Beam cannot work with smart devices without NFC, such as
iPhones and iPads.

Data-sharing methods for long distance use Wi-Fi and
a server computer. Users are required to use extra services
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or SNS and become friends with other users to be able
to share data. The typical applications for long-distance
data sharing are Kakao Talk, Whatsapp, and Viber, among
others [8–10]. These applications can be used for sharing
data and exchanging photo files between two friends. The
advantage of this method is that smart device users can
share data at a long distance, such as when users are in
different countries. However, these data-sharing methods
for long distance have the disadvantage of being unable to
send data to any smart device if the user does not join the
application. Users must be friends with each other to share
data as a pretask. To overcome these disadvantages, Bump
Technologies created the Bump application in 2010 [11].
The Bump application uses Wi-Fi, global positioning system
(GPS) information, and acceleration sensor to share data at
close range. This technology can share data among smart
devices without joining any application or becoming friends
with other users. Moreover, it can be used with different OS.
As Bump Technologies use Open API and the Bump server,
the Bump application can be used for the various applications
of smart phones. However, Bump can only conduct 1 : 1 data
sharing. If three smart devices are used to share data in the
same place and at the same time, the Bump application will
not work as the smart device that sends the data cannot
know which of the other smart devices will receive the
data.

Therefore, we propose a useful data-sharing method
among multi-smart devices at close range that can solve the
problems of the existing methods. The proposed method
uses inaudible frequencies as a trigger signal, instead of the
shaking motion of the Bump application, and Wi-Fi and
GPS information for sharing data among smart devices at
close range. The audible range known scientifically is 20Hz
to 22,000Hz. However, the audible range for most people
is below 20,000Hz [12, 13], and the older the people are,
the lower their audible range is. People in the 40s and 50s
can hear frequencies below 13,000Hz [14]. Therefore, the
proposed method uses a frequency of over 18,000Hz. The
smart device (sending device) that shares data generates a
trigger signal from an inner speaker using a combination of
inaudible frequencies. At the same time, the sending device
sends the shared data and its current GPS information to
the sharing server. Smart devices (receiving devices) are
located around the sending device and receive the data-
sharing process surrounded by sound through an inner
microphone. If the receiving device perceives the trigger
signal assigned as the data-sharing signal, it sends its current
GPS information to the server and downloads the shared
data from the server. We upgrade the high-frequency signal
as the trigger signal rather than the existing high-frequency
signal in the literature. As the trigger signal of the proposed
method uses two or more high frequencies, we can upgrade
the reaching distance of the trigger and the accuracy of data
transmission.

Wedeveloped a data-sharing application based on a smart
device and conducted a data-sharing experiment according
to distance to evaluate whether the proposed method is
suitable for data sharing among smart devices at close
range. The result of the experiment showed 98% accuracy in

the data-sharing test within a 5m distance irrespective of
the OS of the smart devices. We then conducted a 1 : 1 and
1 : N sharing accuracy test as a comparative experiment
using the Bump application. We surveyed the experiment
participants to evaluate the usability of the proposedmethod.
As the Bump application has not supported the Bump API
and Bump server since January 31, 2014, we developed an
application that works like the Bump application based on
the Bump algorithm, and we set up a server like the Bump
server to share data. The results of the sharing accuracy
experiment and of the survey on usability showed that the
proposed method was better than the Bump application.
Therefore, the proposedmethod could be a usefulmethod for
sharing data effectively among multi-smart devices at close
range.

The present paper is organized as follows. In Section 2,
we explain the Bump application that is useful in sharing
data at close range among smart devices and the existing
research that uses high frequency, which we use as the trigger
signal in the proposed method. In Section 3, we present the
general architecture of the proposed method for sharing data
among multi-smart devices, the process of the trigger signal
using high frequency, and the sharing server. In Section 4, we
show the data-sharing application that applies the proposed
method and report the experimental results of the data
transmission accuracy and usability of the application. We
conclude the study in Section 5.

2. Previous Work

This section briefly explains the existing methods for near
data-sharing technology and presents the general architec-
ture of the Bump application.We explain the existing research
that uses high frequency to send information. Although
near data-sharing technologies among smart devices use
Bluetooth, Wi-Fi Direct, Airdrop, and NFC, among others,
these technologies can only use the same OS [15–17]. To
solve this problem, Bump Technologies created the Bump
application and opened the Bump API. This technology has
been adopted in various smart device applications of iOS and
Android since 2012 [18–20].

The Bump application uses three inner sensors of the
smart device, unlike Bluetooth, Wi-Fi Direct, and Airdrop.
Three inner sensors are the accelerometer, GPS, and Wi-Fi.
The accelerometer detects the user’s shaking action to begin
data sharing, and the GPS obtains the location information
of each device [21, 22]. The sending device sends the location
information and shared data to the Bump server throughWi-
Fi, while the receiving device downloads the shared data from
the Bump server also through Wi-Fi. Therefore, the Bump
application involves two smart devices and one Bump server.
The general architecture of the Bump application is shown in
Figure 1.

In Figure 1, we redraw the workflow of the Bump API,
which Ahren suggested [23]. If the sending device and the
receiving device do the shaking action to share data, each
smart device sends its GPS information through 3G, long-
term evolution (LTE), or Wi-Fi to the Bump server (A). The
Bump server assesses whether the sending device and the
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Figure 1: General architecture of the Bump application.
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Figure 2: General architecture of the SmartGuide.

receiving device are close using the GPS information of each
smart device and connecting time to the Bump server (B).
The Bump server then sends the connect information to each
smart device on whether the shaking action is successful (C).
If the connect information is successful, the sending device
sends the shared data to the Bump server (D), which saves
the data (E). At this time, the receiving device requests the
shared data and waits to save it (F). When the Bump server
sends the data, the receiving device begins to save the data
in its memory space through 3G, LTE, or Wi-Fi (G). Finally,
when the transmission of the shared data ends, the receiving
device sends the transmission result of the shared data to the
Bump server, which deletes the shared data from the server
(H).

The Bump application can share data easily among smart
devices at close range regardless of the OS of the smart
devices. It began to support the data-sharing service between
a computer and a smart device in 2013 [24]. The sharable
data formats of the Bump application are picture, video, and
contact information, among others. By 2013, it had been
downloaded 125 million times [25]. However, the Bump
application requires the coinciding shaking action of the
sending device and the receiving device, and it can only be
used for 1 : 1 and not for 1 : N devices.

The existing methods that use high frequency are indoor
positioning technology and indoor information transmission
technology. Indoor positioning technology is a user position
trace technology that uses a smart device inside a room

or a building where the GPS of a smart device does not
work well. Viacheslav proposed an indoor position trace
algorithm based on high frequency using one mobile phone
and fourmicrophones [12]. He tested the output performance
of the speaker of each mobile phone with various smart
devices to determine the inaudible high frequency, which
is suitable for a user’s position trace. Bihler et al. suggested
a trigger signal using the high frequency and developed
a SmartGuide that could support user-related information
according to a user’s indoor position. Figure 2 shows that we
redrew the general architecture of Bihler et al.’s SmartGuide
[26].

In Figure 2, the trigger signal is generated by an 8-
bit 3.2MHz Freescale microcontroller and a simple piezo
speaker (A). Bihler et al. used 20 kHz and 22 kHz as the
high frequencies for the trigger signal, which could send
8-bit data at 208ms. The smart device confirms the iden-
tification service through a microphone (B, C) and runs
the guide activity (D). If the smart device already has the
information in the data cache (F), it sets the provisioning
service (E). However, if the smart device does not have
the information, the smart device connects to the mul-
timedia server through 3G, LTE, or Wi-Fi to download
the multimedia content (G, H) and sets the provisioning
service. Bihler’s method is suitable for quiet indoor spaces
or museum where GPS does not work well. However, as the
trigger signal of this method requires many changes in high
frequency for a short time, the trigger signal generates some
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Figure 3: General architecture of the data-sharing method using high frequency as the trigger signal.

noise and the transmission accuracy of the trigger signal is
low.

Next, the existing methods that use high frequency as
little information transmission technology indoors were Son-
icData proposed by Nittala and Authentication method pro-
posed by Kim [27, 28]. However, those methods have a prob-
lem that they need somany times to transmit a small quantity
of data.

3. Data-Sharing Method for
Multi-Smart Devices

This section explains the general architecture of the pro-
posed data-sharingmethod amongmulti-smart devices using
inaudible high frequency. The processing method of the
trigger signals using high frequency and the sharing server is
also presented. Figure 3 shows the general architecture of the
proposed method. As shown in Figure 3, the sending device
generates a trigger signal to share data and sends its own GPS
information to the Multi-Bump server (A) at the same time.
The nearby receiving devices analyze the surrounding sounds
using the inner microphone in the smart device. When the

receiving devices detect the trigger signal, the devices send
their own SPG information to the Multi-Bump server (B).
Then, the Multi-Bump server analyzes the received GPS data
from each device and calculates the distance among the smart
devices (C).

The Multi-Bump server checks the distance interval and
sends the connect information according to the distance
check to the sending device and the receiving devices (D).
When the sending device receives the result that the data
have been shared to all available devices, the sending device
uploads the shared data to the Multi-Bump server (E). The
Multi-Bump server then saves the uploaded shared data
temporarily (F). When the waiting receiving devices request
the shared data (G), the Multi-Bump server sends the shared
data to each receiving device. The receiving devices begin
to save the shared data in their respective memories (H),
and each device sends the result of the received data to the
Multi-Bump server when saving of the shared data ends.
Finally, when the Multi-Bump server checks all the received
results from the receiving devices, it deletes the shared
data (0).
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The difference between the proposed method and the
existing Bump method is denoted by A and B movements
in Figure 3. The Bump method uses a shaking action as the
data-sharing signal. Moreover, it can share data only when
each smart device shakes at the same time, as shown in
Figure 4. Conversely, as the proposed method uses inaudible
frequency as the data-sharing signal instead of a shaking
action, it can share data with several smart devices at the
same time. As shown in Figure 4, the Bumpmethod can share
data when the sending device and the receiving device shake
withinN seconds. In other words, if shake permission time of
the Bump API is𝑁 seconds, the receiving device must shake
within ±N/2 seconds from the shaking time 𝑇 of the sending
device to share data.

Then, the sending device and the receiving device
progress from A to E in order and they share the data.
However, if the shaking time is over, as shown in Figure 5, the
Bump method for sharing data fails. In Figure 5, the reason
for the first failure is that the receiving device performs the
shaking action too early.

As the receiving device does the shaking action before 𝑇−
𝑁/2 seconds, the Bump method fails (A). The reason for
the second fail is that the receiving device does the shaking
action too late. As the receiving device does the shaking
action after 𝑇 + 𝑁/2 seconds, the Bump method fails (B).
Conversely, the proposed method can solve this problem
because the sending device generates the trigger signal using
inaudible frequency for sharing data consistently until the
receiving device detects the signal. Figure 6 shows the flow
of the proposed method using inaudible frequency for data
sharing.

As shown in Figure 6, we do not use 𝑁 seconds, which
is used in the Bump method. The sending device generates
the trigger signal consistently instead of 𝑁 seconds until
the receiving device responds to detecting the trigger signal
and sends its GPS information to the Multi-Bump server.
When the receiving device detects the trigger signal, it
sends its own GPS information to the Multi-Bump server.
At this time, the server calculates the distance from the
GPS information of each device and requests the shared
data for the sending device according to the connection
result (A). The sending device that requests the shared
data stops to generate the trigger signal and continues the

data sharing from step C to step E. Furthermore, the
proposed method can share data from one sending device
to many receiving devices at the same time. Figure 7 shows
the data-sharing flow of one sending device and two receiving
devices.

In Figure 7, the sending device generates the trigger signal
(A). At the same time, it sends its own GPS information
to the Multi-Bump server and is waiting for the request
for sharing data from the server (B). The receiving devices
that detect the trigger signal send the GPS information of
each device to the Multi-Bump server (C), which calculates
the distance from the GPS information of all devices. If
the connection result is successful, the server requests the
sending of shared data from the sending device (D).Then, the
server saves the number of receiving devices temporarily and
sends the shared data, which are received by each receiving
device from the sending device (E, F). When the receiving
devices obtain the shared data, the receiving devices send a
message about the transmission result of the shared data to
the server (G). The server counts the number of messages
about the transmission result. If the number of the receiving
devices is equal to the number of messages, the server deletes
the shared data uploaded from the sending device (H).
Therefore, the proposed method can share data easily in 1 : N
because it does not need to consider the time of the shaking
action.

Next, the trigger signal used in the proposed method is
applied to the control signal proposed by Chung and Choo
[29]. Chung and Choo used two base signals and one low-
latency key as the trigger signal. Two base signals are fixed
high frequencies and the low-latency key is a high frequency
that can be changed by a mobile central processing unit
(CPU). Chung’s method is used to determine why the arrival
distance of the trigger signal is so far and why its accuracy is
high. Therefore, we use two base signals and one low-latency
key and the frequency as the trigger signal ranges from 18 kHz
to 22 kHz. However, as the length of the trigger signal used in
Chung and Choo’s study is short, we make the trigger signal
longer and generate it many times to send the trigger signal
to various smart devices. To avoid distinguishing the trigger
signal from the surrounding noise, we use the changeable
low latency as the sharing key value in near data sharing.
The pseudocode in Pseudocode 1 is the detecting code of the
trigger signal applied to the sharing key using the low-latency.
It also works in the receiving smart devices. In Pseudocode 1,
k is the parameter for counting the trigger signal and At is
the audio data obtained by the innermicrophone of the smart
device during t time. At is separated from each frequency Ft
as fast Fourier transform (FFT). If the base signals and the
low-latency key of the Ft values exist, k increases. If the base
signals and the low-latency key of the Ft values do not exist, k
sets the initialization as zero.

When the k parameter is over the threshold value 𝛼,
the receiving device makes an assessment whether to receive
the trigger signal and sends its own GPS information to
the Multi-Bump server. Then, the receiving device requests
the shared data and ends the process to detect the trigger
signal.
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k ← 0;
While (receive At) Do

Ft ← FFT(At);
If (Ft has the base signals) Then

If (Ft has key low-latency) Then
k ← k + 1;
If (k is more than threshold 𝛼) Then

GPS data send to server;
Request sharing data;
Break;

END If
ELSE
k ← 0;
END If

ELSE
k ← 0;

END IF
ENDWHILE

Pseudocode 1: Pseudocode for the trigger signal detection of the
receiving devices.

4. Experiments on and Analysis of
the Data-Sharing Method among
Multi-Smart Devices

This section introduces the development of the application
for sharing data among multi-smart devices using the pro-
posed method. To evaluate the performance of the proposed
method, we conducted a comparative experiment between
the existing Bump method and the proposed method in near
data sharing. Moreover, we discuss the survey on and the
result of the usability of the proposedmethod. Figure 8 shows
the screen of theMulti-Bump application using the proposed
method. The initial screen of the Multi-Bump application
is shown in Figure 8(a), and the screen of the Multi-Bump
application when the application receives the shared data is
presented in Figure 8(b). Figure 8(a) shows the application’s
image preview of the shared data, the “Select File” button,
the “Change Key” button for selecting the trigger signal and
now the trigger signal value, and the “Start Data Share” toggle

button to start and end data sharing in order from the top.
When the application initially runs, the preview shows “No
Image” because it does not select any shared data. When
the user selects a shared file, the preview shows a thumbnail
image of the shared file. The base signals of the trigger signal
use 19.0 kHz and 22.0 kHz within the 18 kHz to 22 kHz range.
The range of the low-latency key value that the user can
select is from 19.6 kHz to 21.4 kHz. The start frequency of the
low-latency key value is 19.6, and this frequency is 600Hz
greater than 19.0 kHz as the base signal. Furthermore, the
end frequency of the low-latency key value is 21.4 kHz, and
this frequency is 600Hz lower than 22.0 kHz as the base
signal [28]. These frequencies are used to avoid interference
between the base signals and the low-latency key signal. As
shown in Figure 8(a), the Multi-Bump application can have
19 types of trigger signals. The low-latency key value shown
in Figure 8(a) is 20.3 kHz (eight-channel).

If the receiving device wants to receive the shared data,
it must set the same low-latency key value of the sending
device. In Figure 8(b), the three position (A–C) states of
the receiving device screen change when the shared data are
received. PositionA as the preview for the shared data shows
an activity indicator during the receiving of the shared data.
Two buttons of position B are changed from a usable state
to a nonusable state to avoid the button control error during
the receiving of the shared data. The progress bar of position
C appears only when the receiving device is receiving the
shared data. It disappears when the receiving device finishes
receiving the shared data.

In the experiment on the performance evaluation of the
Multi-Bump application, we conducted a test to determine
the suitable length of a trigger signal and threshold 𝛼. Chung
and Choo used 104ms as the length of the trigger signal, and
threshold 𝛼was 52ms.Thus, we tested changing the length of
the trigger signal to 52, 78, 104, 130, 156, 182, 208, and 234ms
and set threshold 𝛼 to 50%. The experimental environment
was an office laboratory where the noise level was maintained
at less than 40 dB. The distance of the sending device from
the receiving device was from 1m to 5m. We sent the trigger
signal 100 times according to the length of the trigger signal
and the distance of the devices. We used 19.6 kHz as the
low-latency key value. iPhone 6 was used as the sending
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smart device and Galaxy S6 as the receiving smart device.
Figure 9 shows the result according to the length of the trigger
signal.

As shown in Figure 9(a), when the length of the trigger
signal is short, such as 52ms and 78ms, the transmission
accuracy is under 83%. As shown in Figures 9(a) and 9(b),
when the length of the trigger signal is in the middle, such
as 104, 130, and 156ms, the transmission accuracy is over
97%. When the length of the trigger signal is long, such as
182, 208, and 234ms, the transmission accuracy is over 99%.
Thus, as the trigger signal length of 208ms obtained the best
accuracy in this test, we set the length of the trigger signal to
208ms.

Next, to find the value of threshold 𝛼, which causes
the high accuracy of the proposed method, we conducted
a transmission test according to the distance between the
smart devices with a changing threshold 𝛼.The experimental

environmentwas the same as that in the previous experiment,
and the length of the trigger signal was 208ms.The changes in
threshold 𝛼 are 104ms (50%of 208ms), 125ms (60%), 146ms
(70%), 166ms (80%), and 187ms (90%). Figure 10 shows the
result of the transmission accuracy according to the distance
between the sending smart device and the receiving smart
device with a changing threshold 𝛼. As shown in Figure 10,
the transmission accuracy values according to the changing
threshold 𝛼 are 99.2% (𝛼: 104ms), 99.2% (𝛼: 125ms), 99.8%
(𝛼: 146ms), 97.2% (𝛼: 166ms), and 97.2% (𝛼: 187ms). When
threshold 𝛼 is 104ms, 125ms, and 146ms, the transmis-
sion accuracy is over 99%. However, when threshold 𝛼
is 166ms and 187ms, the transmission accuracy is under
98%. Therefore, in our experiment, we set threshold 𝛼 to
146ms.

The Multi-Bump server was made up of an Intel Core i5-
4690 CPU and 8G RAM. Linux was used as the server OS.
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Apache 1.3.41, PHP 5.2.6, and MySQL 5.0.51 were installed
on the server. We used the POST function of PHP as the

transmission method between the server and the smart
devices. The table schema of the database is presented in
Table 1.

As shown in Table 1, no is the autoincrement index
number, and regDate is the start time of the sending device for
data sharing. signalCh is the low-latency key value when the
sending device and the receiving device transmit the shared
data. sGPSlo and sGPSla are the GPS information of the
sending device, and receiveNo is the number of receiving
smart devices joining the Multi-Bump data sharing. Count
is the number of receiving smart devices that start to receive
the shared data, and filename is the real filename of the shared
data. To evaluate the performance of the proposed method,
we conducted Chung’s experiment. Chung and Choo did
conduct an experiment where one smart device could control
another smart device using a high frequency as the trigger sig-
nal [29]. The experiment environment had four conditions:
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Table 1: Table schema of the database for data transmission between smart devices.

Schema Data value Description
no int(11) unsigned auto increment Index number
regDate int(11) unsigned Data transmission time
signalCh tinyint(3) Using the channel number of low-latency key
sGPSlo int(10) unsigned GPS location of the data-sending device (longitude)
sGPSla int(10) unsigned GPS location of the data-sending device (latitude)
receiveNo tinyint(2) Number of devices that will receive the data
count tinyint(2) Number of devices that start the receiving of data
filename varchar(40) Real file name to be transmitted

Table 2: Result of the performance evaluation of the proposed
method according to the surrounding noise.

Environment Distance
1m 2m 3m 4m 5m 6m 7m Total

Quiet indoors 100 100 100 99 98 92 91 97.1%
Noisy indoors 100 99 99 98 97 92 89 96.3%
Quiet outdoors 100 100 99 99 95 94 90 96.7%
Noisy outdoors 100 100 99 98 96 91 89 96.1%

“quiet indoors,” “noisy indoors,” “quiet outdoors,” and “noisy
outdoors.” In addition, themeasurement distance for the near
wireless-control was from 1 to 7m, and each distance was
tested 100 times. “Quiet” is 40 dB, such as typical household
noise without conversation, and “noisy” is about 60 dB, the
noise level of people talking in a typical conversational
tone. “Quiet indoors” was in a laboratory that remained at
about 40 dB, and “noisy indoors” was based on the same
location, but with the addition of a water flow sound that was
played from a PC speaker and with three subjects speaking
freely. “Quiet outdoors” was a peaceful garden, which was
maintained at about 40 dB, and “noisy outdoors” was a bus
station where many vehicles passed; it was maintained at
about 60 dB. Therefore, we conducted our experiment in
a space similar to Chung’s experimental environment. The
distance of the test was from 1m to 7m, and 100 attempts
were made in each distance. A 2MB photo image was used
as the shared data, and 20.0 kHz (five-channel) was used as
the low-latency key. Table 2 shows the experimental result of
the data-sharing transmission. In Table 2, the transmission
accuracy of the proposedmethod is similar to that of Chung’s
experimental result. Chung’s experiment showed that the
accuracy of the total average was 98.36% within 5m and
96.09% within 7m. The accuracy of the total average is
98.80% within 5m and 96.57% within 7m. Therefore, the
proposed method is robust to the interference by unexpected
sound signals.

Next, in Section 1, wewrote that the Bump application has
not supported the Bump API and Bump server since January
31, 2014. Therefore, we developed an application and sharing
server that work similarly to Bump API, and we conducted
a comparative experiment on 1 : 1 and 1 : N data sharing
using the proposed method and the developed application,
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Figure 11: Experimental results of the 1 : 1 and 1 : N data sharing
using the Bump application and the proposed method.

which works like Bump. The test for the 1 : 1 data sharing
was performed in the quiet indoors. The distance between
the sending device and the receiving device was 2m, and 100
attempts weremade using eachmethod.We used one sending
device and two receiving devices for the 1 : N experiment
similar to the previous experiment. The sending device was
an iPhone 6, and the receiving devices were an iPhone 6 and
a Galaxy S6.The distance between the sending device and the
receiving devices was 2m. To determine the usability of the
proposed method, 20 college students were asked to join the
experiment as participants. The students were divided into
two groups. In the 1 : 1 data-sharing test, each group made 10
attempts using each method. In the 1 : N data-sharing test,
each group and the researcher made 10 attempts using each
method. Figure 11 shows the result of the 1 : 1 and 1 : N data-
sharing experiments.

As shown in Figure 11, the Bump application (i.e., the
existing method) succeeded 90 times, and the proposed
method succeeded 100 times in the 1 : 1 data-sharing experi-
ment. In the 1 :N data-sharing experiment, the Bumpmethod
succeeded 89 times using the iPhone 6 and 86 times using
the Galaxy S6 as the receiving device. The proposed method
succeeded 99 times using the iPhone 6 and 100 times using
the Galaxy S6. We considered that the reason why the
accuracy of the Bump method was lower than that of the
proposed method was that the time of the shaking action
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Figure 12: Survey results of the comparison between the Bump
method and the proposed method.

for the data sharing sometimes did not exactly correspond.
Moreover, in the 1 : N data-sharing experiment, the sending
device must perform the shaking action to each receiving
device separately, as the Bump method can only perform
1 : 1 dating sharing. Conversely, the proposed method has
99% high accuracy in both 1 : 1 and 1 : N data sharing. This
accuracy is similar to that of the previous experiment (four
environments). Therefore, the proposed method is more
accurate than the existing method in the 1 : 1 and 1 : N data
sharing.

Finally, we surveyed the 20 college students from the
previous experiment using the following list to determine
the usability of the Bump method and the proposed method.
Each item is marked from one to ten points:

(1) Convenience of the 1 : 1 data sharing.

(2) Preference in the transmission time for the 1 : 1 data
sharing.

(3) Convenience of the 1 : N data sharing.

(4) Preference in the transmission time for the 1 : N data
sharing.

(5) Strident disadvantage of the user in the high fre-
quency as the trigger signal.

Figure 12 shows the survey results.
As shown in Figure 12, convenience of the 1 : 1 data

sharing and preference in transmission time for the data
sharing both gained 7 points. However, as the Bump method
obtained 6 points in convenience of the 1 :N data sharing and
5.5 points in preference in the transmission time for 1 :N data
sharing, we consider the Bump method to be unsuitable for
1 : N data sharing. Conversely, the proposed method gained
9.2 points in convenience of the 1 : N data sharing and 9.35
points in preference in transmission time for the 1 : N data
sharing. Therefore, we confirm that the proposed method is
more suitable than the Bump method. As the points of the
strident disadvantage of the user in high frequency as the
trigger signal is under 0.5 points, the proposed method can
be used in real life without any difficulty.

5. Conclusion

In this study, a method that uses inaudible high frequency
for effectively sharing data among multi-smart devices at
close range is proposed. The proposed method can solve the
problems (e.g., Bluetooth pairing, different OS, and pretasks
such as adding a friend) of the existing methods, and it is
more accurate than the Bump method in 1 : 1 data sharing.
Indeed, the proposed method can share data among multi-
smart devices unlike the Bump method. Therefore, as the
Multi-Bumpmethod that uses inaudible high frequency does
not need extra transmission modules, the proposed method
can be applied to data sharing between a personal computer
and smart devices as well as data sharing among multi-smart
devices.

In our future research, we will examine direct data
sharing among multi-smart devices without the Multi-Bump
server by upgrading the trigger signal using inaudible high
frequency. We will also study system development that can
confirm people’s focus on a specific space using a trigger
signal and smart devices. Finally, in this paper, the sharing
server did not consider security and privacy concerns related
to the data stored on the Bump server.Thus, we had to handle
the security and privacy problem. The developed application
in this paper has a “Change Key” button that can change the
high frequency of the trigger signal. If we apply the value of
this button and the additional value to the application, we
can use an encryption algorithm, such as the RSA method,
and it should solve the security problem. Then, in Figure 3
of Section 3, when the data sharing between smart devices
is concluded, the sharing server deletes the sharing data
immediately. We think this function of the proposed method
should solve the privacy concerns related to the data stored
on the sharing server. Therefore, in our future research, we
will study security and privacy concerns related to the data
stored on the sharing server.
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