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With the rapid development of the times, the application of the Internet of +ings also develops rapidly, resulting in a linear
increase in the data generated by the application. Nowadays, people’s needs for the forms and types of data are becomingmore and
more diversified, and the demand for the analysis and processing of Internet of+ings data is only increasing. In order to meet the
demand for data analysis of the Internet of +ings, this article mainly introduces the design and implementation of the data
analysis and processing software of the Internet of +ings based on virtual reality. Realistic data analysis algorithms are applied to
the data analysis function modules of the Internet of+ings data analysis and processing software, and then the design of the data
collection, data capture, and data analysis and processing functions of the Internet of+ings data analysis and processing system is
improved. Finally. +e realization of the data analysis and processing software of the Internet of +ings is carried out through
different environments for and various aspects of software testing. +e test results show that the realization rate of the software
function is as high as 90%, and the data loss rate is reduced to 5%.

1. Introduction

1.1. Research Background and Significance. With the rapid
development of the Internet of +ings, large-scale con-
struction of application systems and Internet of +ings
equipment in various fields has encountered operational
difficulties, high costs, low efficiency, information islands,
and scattered applications in the later stages of construc-
tion. +e combination of virtual reality technology and
Internet of +ings technology provides a broader devel-
opment space for the Internet of +ings [1]. +e virtual
reality technology perceives the network and, on this basis,
develops various intelligent management and service sys-
tems according to the actual needs of the network field,
which promotes the business development and develop-
ment of the Internet of +ings. +e amount of data will
increase exponentially, and the network access time and
control corresponding time requirements will reach the
millisecond level. Mass data analysis and processing will

become inevitable, requiring related technology upgrades.
+e data analysis and processing system is an important
part of the Internet of +ings, which can provide real-time
data for management and control and provide an im-
portant basis for equipment monitoring and performance
analysis for operators [2]. In order to shorten the system
development cycle and avoid the repeated design of the
system, the design and research of the data analysis and
processing software of the Internet of +ings are of great
significance. In the application of the Internet of +ings,
analog signals and digital signals are usually analyzed and
processed. +e current data analysis and processing sys-
tems of the Internet of +ings are generally specially de-
veloped for a certain system or a certain industry [3].
Although it has strong functions, it also has shortcomings
such as poor versatility, high price, waste of resources, and
weak secondary development capabilities. Moreover, there
are various interferences in the operating environment,
leading to deviations in data analysis, leading to varying
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degrees of consequences. +erefore, it is of great signifi-
cance to design a universal and reliable IoT data analysis
and processing software.

1.2. Related Content. Some immersive VR dispersions can
reduce the intensity of subjective pain caused by nociception
in multimodal experiments. Sharar S. R. put forward a
subjective report that immersive virtual reality (VR) dis-
persion therapy can effectively relieve pain in the clinic and
increase “fun” in the medical environment of procedural
pain [4].+e purpose of his research is to use the loop model
(pleasure/stimulation) to better describe the “fun” variables
related to VR distraction and analgesia. He believes that,
during VR distraction, there are many factors related to
subjective analgesia, including lower anxiety, more fun,
activeness in the VR environment, and positive emotional
valence [5, 6]. Subjects who reported less anxiety, more fun,
more VR presence, and more positive emotional valence in
VR distraction were more likely to report a reduction in
subjective pain. His findings indicate that VR dispersive
analgesia can be mediated through antianxiety, attention, or
affective mechanisms. But the applicability of this is narrow.
With the popularity of the Internet of +ings (IoT), data has
exploded. Data analysis is the basis of IoT-based applica-
tions, and clusters are an important tool for data analysis
[7, 8]. In clustering, determining the number of clusters is an
important issue, which can be manually specified or auto-
matically determined. +e manual method has many dis-
advantages. +e automatic method has obvious advantages,
and its key task is to design a suitable cluster update algo-
rithm. Although many studies have been conducted, most of
the studies are still invalid or cannot guarantee unique
clustering results and good clustering accuracy [9]. At the
same time, considering that IoT-based applications always
involve both digital data and nonnumerical data and it is
impractical to process all nonnumerical data in the same way,
X. Yao tried to further classify nonnumerical attributes
according to their nature and, respectively, explore the cor-
responding similarity indicators [10]. On this basis, according
to the dissimilarity and density of the data objects, an al-
gorithm to determine the initial cluster center is proposed.
+en, for the mixed data, an improved clustering algorithm
was designed based on the revised intercluster entropy. But
this algorithm has errors. +e Internet of+ings (IoT) plays a
vital role in shaping today’s technological world [11]. Pala-
niswami M. introduced a set of useful visual assessment
clustering trend (VAT) tools and techniques [12]; these tools
and techniques have made a significant contribution to
software design and emphasized how these technologies can
be achieved through the large-scale Internet of +ings to
promote the development of the Internet of +ings. He
discovered from these ubiquitous heterogeneous activity re-
sources and equipment that integrating and interpreting the
processed big data is a difficult task [13].+erefore, the cluster
analysis of big data generated by the Internet of +ings is
essential for meaningful interpretation of such complex data.
However, the accuracy of cluster analysis of the Internet of
+ings is still lacking in discussion.

1.3. Main Content and Innovation. +e main content of this
article is to design and implement software based on the
analysis and processing of IoT data based on virtual reality
technology, provide algorithm technology for data analysis
through virtual reality technology, and then analyze and
process the data of the Internet of +ings. Functions such as
acquisition module, data capture module, data analysis
module, and data storage module are designed, and then the
functions designed by the software are tested through
software operation, thereby realizing IoT data analysis and
processing software. +e innovation of this article lies in the
use of virtual reality technology to provide certain data
analysis calculations for the Internet of +ings data analysis
software and provide unique technical support for the In-
ternet of +ings data analysis software and then realize the
data analysis and processing software of the Internet of
things.

2. Data Analysis Technology

2.1. Data Analysis and Calculation of Virtual Reality
Technology. In the optimized configuration of the virtual
machine CPU, it is mentioned that if the application is not
multithreaded, in order to improve the running perfor-
mance of the application, you can consider using multiple
virtual machines (horizontal expansion) [14, 15]. Even for
multithreaded applications, the coordination of multiple
virtual machines and hardware load balancing is more
conducive to the improvement of application system per-
formance. It can also improve the efficiency of data pro-
cessing. +e frequency domains can be converted to each
other with the help of Fourier transform and time domain
[16]. +e relationship is as follows:

X(f) � 􏽚
1

−1
x(t) · edt, (1)

x(t) � 􏽚
1

−1
X(f)edf. (2)

Among them, F is the Fourier transform, formula (2) is
the inverse Fourier transform, x is the time-domain data,
and f is the corresponding frequency-domain data. It can be
seen from the above formulas that if you want to calculate
the data accurately, you need to obtain the signal indefi-
nitely, which is obviously impossible in practice [17, 18].
+erefore, in practice, the Fourier transform uses data
signal processing to sample and quantize the analyzed
signal. In order to prevent the loss of time domain data, the
sampling rate must meet the sampling law [19, 20]. +e
calculation of the frequency spectrum of the sampling point
is called the discrete Fourier transform, and formulas (1)
and (2) become

X(k) � 􏽘
n

n�0
x(n).W,

x(n) �
1
n

􏽘

n

k�0
x(k) · W,

(3)
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whereN is the sampling length, x is the sampling sequence of
time-domain data, set the sequence length to N and satisfy
N� 2, and M is a natural number, divided into two sub-
sequences of n according to the parity of n [21, 22].

x1(i) � x(2i),

x2(i) � x(2i + 1).
(4)

+en the DFT of x is

X(k) � 􏽘
n

n�0
x(n) · w. (5)

Since x has an implicit periodicity [23, 24] and the period
is N|2, we have

X1 � k +
n

2
􏼒 􏼓 � X1(k). (6)

+e ratio of complex number addition is

R �
n(n − 1)

n log2 n
. (7)

Figure 1 shows the comparison curve between the ratio
of the number of multiplications and additions required by
the direct use of DFTand FFTalgorithms and the number of
points N [25, 26]. +e processor’s operation efficiency for
addition is much higher than that of multiplication [27].
+erefore, the efficiency of the algorithm is mainly reflected
in the number of multiplications [28]. It can be seen from the
figure that the efficiency of complex multiplication is better
than that of complex addition. +e efficiency improvement
rate should be fast. +e efficiency of the FFT algorithm is
much higher than that of the direct DFT. When N is larger,
the algorithm efficiency is higher [27, 29].

3. Software Functional Requirements and
Software Functional Design

3.1. IoT Framework Based on Virtual Technology. +e In-
ternet of +ings has three different levels. +e application
layer is the layer in the actual use of the Internet of +ings,
which represents the functions and service requirements of
the Internet of +ings; the network layer includes the local
area network, the division of labor and coordination, and
connection support structure of the Internet; the physical
layer is the real thing through different or multiple un-
derlying structures of a medium connection. Information
collection, transmission, processing, and presentation are
important information processes in the Internet of +ings
[30, 31]. +ey are reflected in the sensing layer, network
layer, and application layer of the Internet of +ings, as
shown in Figure 2.

As shown in Figure 2, the sensing layer is similar to the
five senses of a person, and the function is identifying the
special attribute information of the object through the device
sensors such as GPS and camera, so that the information of
the object can be obtained at any time. +e network layer
transmits data information through the mobile network and
some other networks and is responsible for transmitting the

data information obtained by the sensor layer. +e appli-
cation layer is to process the data information transmitted at
the network layer to make judgments and decisions [32–34].
+ese three levels are very important and interrelated, and
none of them are indispensable.

3.2. Software Performance Requirements

3.2.1. Nonfunctional Requirements. According to the above-
mentioned issues related to the Internet of +ings data, the
software nonfunctions meet at least the following
requirements.

As shown in Table 1, the nonfunctional requirements of
software include integration, integrity, consistency, access
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security, and optimization. +ese software performance
requirements have a critical impact on software design and
development to a certain extent. It can increase the expe-
rience of the software.

3.2.2. Software Function Requirements. Internet of +ings
data processing and analysis software is very important for
analyzing the operation of Internet of+ings smart devices. It
not only helps technicians process and analyze recorded data
but also provides interesting applications for Internet of
+ings smart devices, provides users with a better experience,
and provides technical support and daily maintenance. On
this basis, the work efficiency of the operator can be improved,
the working time can be saved, and the work of the operator
can be greatly facilitated.+erefore, the following functions of
IoT data processing and analysis software are indispensable.

As shown in Table 2, the functional requirements of the
IoT data analysis and processing software include reading
background data, data graphing, data processing, data
analysis, and data deletion. +e software management
functions include main window management, software
running status management, help, and close the software.
+e most important functions are data graphing, data
processing, and data analysis. +e data charting function
allows users to distinguish the key data values in the table
according to color labels. At the same time, users can flexibly
and autonomously choose to draw different variable graphs.
By zooming in, zooming out, dragging left and right, and
capturing each data point value of the graph, graphic saving,
graphic printing, display, hiding of each focus value of the
graphic, and so forth are convenient for users to analyze and
process the data more deeply. +e data processing function
allows users to use the data filtering function to filter key data
from a large amount of redundant data to filter out effective
data points and also use data statistics to classify key data
statistically. When the user has limited time or unexpected
circumstances such as emergencies, the data cannot be suc-
cessfully processed and the software can save the data in a new
file or picture, which provides a basis for subsequent pro-
cessing and analysis, which saves the user’s time and improves
work efficiency. +e data analysis function can draw a clear
conclusion for the user through data processing and analysis.
+e above functional requirements are all key steps in the
software, and none of the missing steps can constitute the
software requirements for data analysis and processing.

3.3. SoftwareOverall Design. +e previous question mainly
discusses the theoretical knowledge and demand analysis
of data analysis based on virtual technology. +e content

of this chapter will give a detailed description of the
design and implementation methods of the Internet of
+ings data analysis software on the basis of the above
research.

3.3.1. Software Overall Design. In view of the functional
requirements of the Internet of +ings data analysis and
processing software, as well as the nonfunctional require-
ments of the Internet of +ings analysis software based on
virtual technology, the main functional modules decided to
develop are data capture, data filtering, data graphing,
protocol analysis, and display. Four modules are stored. +e
system function is shown in Figure 3.

As shown in Figure 3, there are five main functions of
the software design. +e data capture function delivers the
captured data to the upper application for analysis and
processing. Under the environmental conditions of the
computer system or mobile phone operating system,
carefully analyze the advantages and disadvantages of the
data by comparing the three methods of data capture. In
order to improve its packet capture performance, it has
improved its user cache and system cache and increased the
amount of cache so that packet loss is less likely to occur
when the network data traffic is too large. Data filtering is to
filter out the data packets that have been captured to the
data that is useful to the user. In the driving filtering
mechanism, all data flowing through is stored in the cache.
Data filtering needs to pick out the captured data and copy
it to the system cache. +is process requires setting filtering
rules in advance. +erefore, both the data capture module
and the analysis module use the data filtering module, and
the whole process greatly improves the system efficiency.
+e protocol analysis function includes two parts, one is
real-time flow monitoring, and the other is comparison of
historical data. Real-time flow monitoring is mainly con-
figured according to the characteristics of the data flow, and
the specific data flow is filtered in real time. Historical data
comparison is to store the captured data through the traffic
database, take advantage of the long storage time, and
compare them at different time periods to find their dif-
ferences and solve the problems. +e display storage
function cannot be ignored. +e display storage is directly
oriented to the user, and you can imagine its importance in
each module. +e detailed information of the data packet,
such as the protocol, source address, and source port
number, as well as the analysis result, will be displayed on
the user interface. It can be convenient for users to control
and can better display the content to meet the
requirements.

Table 1: Software nonfunctional requirements.

Nonfunctional requirements +e reason
Integration Internet of +ings data has logic and structure; data contact is recommended
Completeness To meet the conditions of the application processing data
Consistency Different data sources have direct semantic differences and then a unified data structure
Access security Data sources belong to different applications and are confidential
Optimization To reduce waste of resources and waiting time
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3.4.8e SoftwareDesign of theDataAcquisitionModule of the
Internet of 8ings and Data Acquisition Interference

3.4.1. Software Design of Data Acquisition Module. +e data
acquisition system uses two components with virtual
technology, namely, A and B. +e two components inde-
pendently complete the collection and control of the data of
their functional modules. B sends the collected data to A
through the channel, and finally all the collected data is
packaged and uploaded to the IoT data processing system
through A according to the protocol. +e data acquisition
block diagram of the system is shown in Figure 4.

As shown in Figure 4, the design of the data acquisition
block diagram is as above, so that the virtual reality data
analysis technology is reasonably used to achieve the overall
effect of data acquisition. Component B collects pulse sig-
nals, digital quantities, and packaged data by polling, opens
the serial port to interrupt, receives the extended three-way
data, and finally encapsulates all data and sends it. In ad-
dition to uploading the collected data, component B also
receives data and instructions issued by data processing
through serial port interruption. At the same time, com-
ponent A collects three analog signals through polling mode
and receives communication interface data through serial
port interruption. Finally, the data is encapsulated according
to the protocol and sent to the component. Such data
collection will not cause data omissions. +e programming
process is shown in Figure 5.

3.4.2. Interference of Data Collection. In the application
field, the operating environment of the software is complex.
When running the software, it is easy to encounter lightning
strikes, and when the main power system of the surrounding
large-scale equipment is switched and the system fails, the
transient voltage surge generated is a great test for the re-
liable and stable operation of the software. In the data ac-
quisition module, there are many analog acquisition circuit
components and long transmission lines. In a complex
operating environment, it is easy to introduce interference
during signal transmission. Moreover, the accuracy of the
collected data is high, and small external interference will
also cause large fluctuations in the data. +erefore, in order
to ensure the stable and reliable signal acquisition and
transmission, the reliability design of the circuit and soft-
ware operation is particularly important. Among them, the
surge interference to the analog acquisition circuit is the
most frequent. +erefore, finding the source of interference
and analyzing its interference path are a prerequisite for
electromagnetic compatibility design.

As shown in Figure 6, when loop 1 works abnormally, it
will cause a change in the potential at the top of the common
impedance, which will cause interference to loop 2 and affect
its normal operation. Common impedance coupling often
exists in the grounding system, so pay attention to the
grounding treatment of the system. +e interference signal
generated on the system by the power supply tested in the
data acquisition software is transmitted through the

IoT data analysis and processing
software 

Data
collection Data filtering Protocol

analysis Show storageData chartingData capture

Figure 3: Software function.

Table 2: Functional requirements.

Functional requirements Functional overview

Read background data
Read and record data from the background. According to the type and structural characteristics of the
data, the software automatically processes and analyzes the data and loads the corresponding functional

modules.
Data charting After the data is analyzed, it is displayed in tables and images.
Data processing +e data is screened out for valid data, and key data is established for statistical classification.
Data analysis Analyze and process data, and give meaningful and valuable conclusions.
Data deletion Data can be deleted to save memory.
Main window management Use the software clearly and reasonably.
Software operation status
management Know the activity status of software functions.

Help Contains basic information such as software information, operating environment, and ownership of the
software.

Close the software Close the software; the program stops running.
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conductive coupling of the wire. +e most basic way to
suppress this type of interference is to reduce the resistance
of the common impedance.

Capacitive coupling is a kind of electrostatic induction.
Changes in capacitive coupling can lead to an increase in
impedance. For example, there are interference source
circuit x and interfered circuit y, and the load of circuit y is
RL. +ere is distributed capacitance z between the adjacent
wires x and y of the two circuits. Circuit x is obtained by the
voltage division formula. +e formula for the induced
voltage coupled to circuit y is

Uy �
jCR

1 + jCR
U. (8)

When jCR is much smaller than 1, the above formula can
be simplified to

Uy � jCRU. (9)

It can be seen from the above formula that the simplest
method is to reduce the distributed capacitance when in-
creasing the distance; shielding and grounding are also
common methods. +e mutual inductance M between
circuits is defined as the magnetic flux generated by the
current in circuit x in circuit y. According to Faraday’s law,
assuming that the magnetic flux density of the magnetic field
is B, the induced voltage generated in the closed loop of area
S is as shown in the following formula:

U �
d

di

􏽚 Y · ds. (10)

+e magnetic flux density Y is a vector, which changes
sinusoidally with time in a closed loop, and the induced
voltage generated is simplified to the following formula:

U � jwYs cos θ. (11)

Among them, the angle is the angle between the vectors
Y and S, and the whole is the total coupled magnetic flux.
Combined with the definition of mutual inductance M and
formula (11), the mutual inductance voltage of the two
circuits can be expressed as in the two following formulas:
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U � jwMI, (12)

U � M
di

dt
. (13)

Equation (13) describes the basic equation of the in-
ductive coupling between two circuits. Radiation coupling is
different from the transmission of conducted interference
coupling through channels such as wires. +e former refers
to the way the interference source couples interference to the
victim device in the form of space propagation. +erefore,
radiated interference is more difficult to detect, and the
reduction of radiated interference mainly starts from its
coupling method.+e anti-interference calculation is mainly
aimed at the interference caused by lightning strikes,
transient voltage, and other factors, as well as the inter-
ference coupled by the transmission wire when the software
is working normally. +e electromagnetic compatibility
analysis of the system is carried out, and the software re-
liability is designed and improved to achieve the protection
of the system and the improvement.

3.5.DataCaptureFunctionDesign. +e initialization process
is indispensable every time the data capture program runs. It
mainly stores the received data packets and then adjusts the
network card to a promiscuous mode to maximize the use of
the Internet of +ings network and wait for the work to
proceed.

+e system capture data collection method is based on
the promiscuous mode, because the Internet of+ings has a
shared broadcast mechanism. After the network card is set
to the promiscuous mode, all data on the network is
transmitted to the network interface, and then the data
capture module can start working. All the transmitted data
packets are captured, and then this data is passed to the
extensible application protocol analysis module and display
saving module through analysis and filtering, so that it can
be used. +e existing LAN network transmission methods
basically implement the Ethernet standard, so setting the
network card in the promiscuous mode is one of the im-
portant issues of data capture, and the promiscuous mode
network card setting needs to be implemented in the
computer system environment through programming, but
in the computer system, it is very difficult to program the
bottom layer directly in the environment, and it has a good
encapsulation of itself, which must be monitored through
the development kit, which simplifies programming and
improves efficiency. Its realization logic is shown in
Figure 7.

+e packet filter technology uses advanced programming
function library combined with dynamic link library to jointly
configure filter rules. Based on this technical principle, the
capture library sets the default storage capture data size to 512
k and receives all data flowing through the port through
passive monitoring. +e sending and receiving of data are
based on the computer system grouping.+is realization logic
is conducive to the realization of the data capture process.+e
data capture process is shown in Figure 8.

As shown in Figure 8, the data capture process is per-
formed through two capture options. +e accuracy of the
data can be achieved through two data filtering options
selected by the capture: one is whether to start receiving data,
and the other is to capture whether it meets the filter
conditions. +is will not only reduce the data capture
function of the Internet of+ings but also reduce data packet
loss and reduce data loss.

3.6. Data Filtering Module Design. +e core of the data
filtering module is the setting of filtering rules. It filters and
submits the data to the protocol analysis module based on
virtual reality-based IoT data information. +e imple-
mentation process of the data filtering module is shown in
Figure 9.

As shown in Figure 9, there are four situations in the
design of the data filtering module, namely, the default
situation, protocol filtering, host filtering, and network fil-
tering. Its overall idea is as follows: Under normal cir-
cumstances, the filtering module does not start, and all data
packets flowing through the host are captured and passed to
the upper analysis module; different protocols are selected
for filtering, and one or several protocols can be filtered;
select the targeted host to filter, and filter the source address
and destination address of the host; select a specific network
segment to filter, and select the same network segment that
needs to be researched to achieve filtering. +e following
filtering methods can be selected and called arbitrarily.
According to the above design ideas, the designed network
data analysis software should maximize the utilization rate
to avoid unnecessary burdens on the system, filter out in-
consistent data before operating data capture, and combine
the methods of protocol filtering and service filtering.

3.7. Protocol Analysis Module Design. +e design of the
protocol analysis module is mainly divided into two points:
one is the judgment of the data packet type, and the other is
the extraction of characteristic parameters. After the above
two tasks are completed, the data is delivered to the display
storage module to display and store the detailed data content
for the user.+is part of the content is very important, so the
construction of the agreement framework requires com-
prehensive consideration.

As shown in Figure 10, all captured data packets must
parse the header information step by step from the data link
layer, network layer, and application layer. First, after the
data packet is captured, it is judged whether it is a known
protocol, and if it is, it is delivered to the basic application
protocol analysis module for analysis; if not, it is directly
delivered to the registration module to complete the reg-
istration process and then forwarded to the protocol ex-
tension chain processing module process, and finally realize
the complete analysis of the agreement to get the result. +e
specific process of data packet analysis is that as long as there
is data in the receiving buffer, the analysis thread will be
started to analyze the data in it, but at the same time the
capture thread must also be started to avoid packet loss.
+ere are certain conditions for the data analysis function;

Mobile Information Systems 7



then this condition is that the receiving buffer must have
data. In fact, this is an endless loop process. Split the data
packet by splitting the frame format of the data packet, and
then first set the value in it to 0. When the loop starts, if the
value is less than or equal to the data length, then it enters the
loop body. When the loop is completed, set the length of the
original data packet to determine the value, and finally
analyze all the data packets in the buffer. Such analysis and
processing can accurately analyze the data and obtain ac-
curate conclusions.

As shown in Figure 11, the protocol analysis flow chart
is used to perform step-by-step data protocol analysis

through network layer protocols, transport layer proto-
cols, application layer protocols, and other common
protocols. By matching from bottom to top layer by layer,
most of the captured original data packets are IoT data
frames. First, determine the header format of the data link
layer frame of the data packet, and then look at its network
layer structure and analyze it. ARP is a transport layer
protocol or another protocol. If it is a transport layer
protocol, then look at its transport layer and determine
whether it is UDP or TCP. Use this process to narrow the
search range until the application layer gets the desired
data.
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Initialize the
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Figure 8: Data capture.
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Figure 7: Implementation logic.
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4. SoftwareOperatingEnvironmentandTesting

4.1. Test Environment

4.1.1. Hardware Environment. As shown in Table 3, the
hardware environment mainly includes hardware configu-
ration and operating system. +e above-mentioned hard-
ware environment is more able to realize the operation of the
data analysis and processing software of the Internet of
+ings.

4.1.2. Software Environment. As shown in Table 4, the
software environment mainly includes operating system,
database software, application software, and stress testing
software.

4.2. Software Testing

4.2.1. Data Acquisition Interference Test. As shown in Fig-
ure 12, under different conditions of suppression im-
provement, the increase in the acquisition rate is inversely
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proportional to the interference rate, and the decrease in the
interference rate will lead to an increase in the acquisition
rate. It shows that the anti-interference design improves the
collection rate and the reliability of the software . +is
verifies the validity and feasibility of the software’s data
collection function.

4.2.2. Data Capture Test. +e data capture test is carried out
for the developed IoT data analysis and processing software
to test and evaluate the data capture function of the software
module. Before the start of the test experiment, keep the test

environment the same, with the client models running the
software being the same, and ensure that all other conditions
are equal. Start the software to download and store data
packets to test the capture function and operating envi-
ronment of the software.

As shown in Table 5, it is found that the size of the packet
loss rate is related to the core state buffer and the user state
buffer, their relationship is inversely proportional, and it also
has a great impact on the performance of the software data
capture implementation. It can be seen that when the core
buffer and the user buffer increase, the packet loss rate is
greatly reduced, the time to implement this function is also

Table 3: Test hardware environment.

Client Database Server

Hardware configuration

CPU: Intel (R) CPU: Intel (R) CPU: Intel (R)
Core (TM) i3-2120 Xeon (R) E5606 @ Xeon (R) E3-1220 V2

3.30GHz 2.13GHz @ 3.10GHz
Memory: 4 G Memory: 16 G Memory: 16 G

Hard disk: 500 G Hard disk: 1 T Hard disk: 500 G
Operating system environment Microsoft Windows XP Ubuntu-12.04.1-server-amd64 Ubuntu-12.04.1-server-amd64

Table 4: Test software environment.

Types Name
Operating system Microsoft Windows 7
Database software Oracle 11g
Application IoT data analysis and processing software
Stress testing software LoadRunner 11.0

data pack

Packet Analysis
Department

Network layer
protocol

Transport layer
protocol

TCP packet

Other
agreements

Application layer
protocol

Common
agreement

APR package

the end

UPD package

Figure 11: Protocol analysis flow chart.
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greatly reduced, and the rate is gradually increased. Because
in the Internet of +ings there is a large amount of data
transmission and sending, this requires us to increase the
user buffer area to improve software application perfor-
mance. +e advantage of this approach is to enhance the
software system’s ability to respond to fast network speeds or
increased burst network traffic. +e disadvantage is that the
cache storage is too much occupied. After testing, the core
buffer size was adjusted to 20MB, and the user buffer size
was 2500KB.+rough this adjustment, it was found that the
software’s packet loss rate was greatly reduced and almost no
packet loss occurred.

4.2.3. Data Analysis and Processing Function Test. As shown
in Table 6, the functional module tests of the IoT data
analysis and processing software are in line with expecta-
tions. Passing the functional tests shows the reliability and
practicability of the software and also shows that the soft-
ware basically meets the virtual reality-based IoT data
analysis and processing.

5. Discussion

+is paper designs the software for data analysis and pro-
cessing of the Internet of +ings. +rough the use of data

Table 5: Test result table.

Frequency Download file size (MB) Core buffer Average rate Time User mode buffer Packet loss rate
Test 1 20 Default 1000 28 Default 80%
Test 2 20 Default 1100 26 500KB 70%
Test 3 20 5MB 1150 25 800KB 60%
Test 4 20 5MB 1200 23 1100KB 40%
Test 5 20 10MB 1370 20 1300KB 18%
Test 6 20 10MB 1410 18 2500KB 0
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Figure 12: Data acquisition interference test results.

Table 6: Test cases.

Numbering Project Part of the external conditions Result
1 Data filtering After data collection and data capture In line with expectations
2 Data charting +e data enters the run successfully, and the graph is drawn In line with expectations
3 Data protocol analysis Compliant with protocol data In line with expectations
4 Data protocol processing Data analysis and processing of different types of protocols In line with expectations
5 Get conclusion Show graphs and conclusions In line with expectations
6 Display data storage Save diagrams and conclusions In line with expectations
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analysis algorithms of virtual reality technology, the analysis
of the functional requirements and nonfunctional require-
ments of the Internet of +ings data analysis, the functional
modules of the Internet of +ings data analysis and pro-
cessing software are carried out. +e software is designed
and then the functional modules of the software are tested to
achieve the purpose of the software design and to achieve the
accuracy of data analysis and processing and data integrity.
+e lack of research lies in the in-depth understanding of
virtual reality technology, but it also provides a certain
research foundation for data analysis software and adds
some momentum to the development of data analysis
software.
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[26] P. Čekan, K. Balog, and J. Harangozó, “Software design to
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