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At present, accounting information presents various and complex characteristics, which leads to the decline in the comprehensive
scheduling level of accounting information security management system. For this problem, a blockchain-based accounting
information security management information model is designed. +is paper constructs the blockchain accounting information
security association blockchain Big Data analysis model and processes the sample data, uses the semantic rough feature matching
method to decompose the characteristics of blockchain accounting information, realizes the feature information fusion and
autocorrelation feature matching and finally reorganizes and manages the blockchain accounting information security. +e
simulation results show that this method has better comprehensive scheduling ability, information fusion scheduling ability is
greater than 92%, convergence is greater than 91.8%, feature recognition rate is greater than 90.1%, and management accuracy is
greater than 95.6%. +e design method can effectively improve the security and stability of accounting information storage
and management.

1. Introduction

With the development of Big Data information processing
and cloud computing technology, it makes the current ac-
counting information security data present diverse, com-
plex, and massive characteristics. In this background,
methods concerning the improvement of accounting in-
formation security management capabilities have received
much attention, while the study of accounting information
security management methods is also of great significance in
promoting the secure integration and scheduling of ac-
counting information [1].

Privacy and security issues are involved in accounting
information databases, and data anonymity can protect the
security of accounting information data. In this area, many
techniques on data security and privacy protection have
been proposed by researchers, such as homomorphic en-
cryption and attribute-based encryption schemes [2, 3]. In
recent years, with the development of cloud storage tech-
nology, researchers have proposed a cloud technology-based

storage service, which achieves the purpose of sharing ac-
counting information data through the control of access
rights. Esposito et al. proposed a data sharing model using
cloud storage technology in the context of accounting in-
formation and enumerated the possible challenges of using
blockchain technology in accounting data sharing. However,
these accounting information networks rely on a role that is
trusted by both parties to the transaction, that is, the use of a
trusted third party (TTP) to guarantee the proper conduct of
the transaction. +is requires the third party to be absolutely
trusted and not subject to cyber-attack. However, such an
ideal network environment is almost impossible to achieve,
so traditional healthcare information solutions are not a
good solution.

+e research on accounting information security man-
agement methods by Zhao and Cheng [4] is based on the Big
Data fusion and characterization of blockchain accounting
information.+emethod uses similarity information feature
decomposition and quantitative parameter regression
analysis methods for internal control and quantitative
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parameter analysis for accounting information security
management and uses local parameter search control for
accounting information security management. Among the
traditional methods, there are mainly accounting informa-
tion security management methods of fuzzy information
feature detection, accounting information security man-
agement methods based on similarity feature analysis, and
accounting information security management methods
based on elastic template feature matching. +ese methods
construct the elastic Big Data feature analysis model for
accounting information security management and perform
accounting information security management through fuzzy
similarity feature decomposition [5]. Massicotte and Henri
[6] discuss howmanagement accounting information is used
to monitor strategy implementation in the context of cor-
porate governance. By establishing theoretical attributes and
proposing a measurement model, the model captures the
board’s use of budget, financial, and nonfinancial perfor-
mance indicators to monitor strategic plans.

However, the adaptability of this method to accounting
information security management is not strong, and the
level of feature recognition is not high. Pérez-González et al.
[7] verified the information security management perfor-
mance model by collecting data through questionnaire
surveys. +e results show that information security
knowledge sharing, information security education, infor-
mation security visibility, and security organization practice
have a positive impact on information security management
performance. But this method for accounting information
security management, feature recognition level is low, in-
formation clustering is poor. Chen et al. [8] construct an
application-oriented quantitative evaluation method of ur-
ban security. A new evaluation concept of “comprehensive
screening, key analysis, and comprehensive evaluation” is
put forward. However, this method has great variability and
poor convergence in accounting information management.
Mehedi et al. [9] proposed the security management of
Ethereum transaction Internet-of-things infrastructure
based on blockchain.+ismethod points out that blockchain
technology is a luxury technology, which will bring high
bandwidth, extended time, and memory cost incompatible
with IOT devices. Using terminal equipment as network
technology and Ethereum as the blockchain platform, it can
produce a back-end system to ensure high availability,
improved security and privacy, and replace the traditional
back-end system. Xu et al. [10] proposed the integrated
application of blockchain in power information manage-
ment system. +e method points out that blockchain
technology has been applied in many fields to improve the
management and data security of information systems. +is
paper introduces the application of blockchain technology in
power management information system.

First, the composition and structure of blockchain
framework are introduced. +en, the blockchain-based
authentication application is studied to realize the inte-
gration with the existing IT infrastructure. Finally, the ad-
vantages and limitations of the integration framework are
analyzed. Based on this analysis, it can be seen that the
application of blockchain technology in accounting

information security management has certain effectiveness.
Datta et al. [11] solved the problems in the process of dealing
with network attacks based on pin security system and
proposed a module to help the secure transmission of
sensitive data by encrypting images and other files. However,
this method has not been implemented in specific enter-
prises to verify its effectiveness. Patel et al. [12] proposed a
hybrid anomaly detection method in order to solve the
problem of consumer network attack under the condition of
limited resources. +is method only uses basic network
information, such as packet size, source port, and target port,
time between subsequent packets, transmission control
protocol (TCP) flag, and so on. However, this method is
difficult to distinguish sensitive data and easy to cause
processing error.

In order to solve the problems of poor adaptability and
low-level feature identification in the existing accounting
information management, this paper proposes a blockchain-
based accounting information security management model.
+rough the feature decomposition of accounting infor-
mation in blockchain, the features of accounting informa-
tion are matched by autocorrelation features to realize the
security reorganization and management of accounting
information in blockchain. +e simulation test shows the
superiority of the proposed method.

2. StatisticalAnalysis andFeatureExtraction for
Accounting Information
Security Management

Before designing the accounting information security
management model based on blockchain technology in this
paper, we first need to statistically analyze the accounting
information security management information, extract
features, and perform feature fusion processing on this basis.
During the risk identification phase of accounting infor-
mation security management, the focus should be con-
sciously expanded to focus on learning activities in an effort
to find gaps between the system and the environment. +ese
gaps can bring reverse effects and threats to the security of
accounting information systems. Accounting information
security risk identification is the need of accounting in-
formation security risk strategy. Risk identification iden-
tifies, classifies, and prioritizes the accounting information
and accounting-related information in an enterprise to
understand which accounting information in an enterprise
is the target of various threats and threat tactics, with the
goal of protecting this accounting information from threats.
+e details are shown below.

2.1. Statistical Analysis of Accounting Information Security
Management. Due to the large amount of accounting in-
formation security management data, which leads to the
problem of large errors when building accounting infor-
mation security management models, the method of fuzzy
information feature detection and correlation fusion is used
to realize the sample clustering processing of blockchain
accounting information. +e block-link regression analysis
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method is used to obtain the random neighbor characteristic
parameter analysis model ϕ (xi) for accounting information
security management. Under the condition of ambiguity
information fusion, using semantic combination control, the
adaptive quantitative parameter adjustment model for ac-
counting information security management is obtained:

G � R
2

+ A 
i

ϕ xi( 

ξi

,

s.t: ϕ xi( ≤R
2

+ ξi.

(1)

In formula (1), ξi is the constraint index parameter set of
accounting information security management and R2 is the
random characteristic parameter distribution set of ac-
counting information security management. +rough the
group regression test analysis method, the random cluster
distribution binomial parameter analysis model of ac-
counting information security management indicators is
constructed, and the quantitative parameter analysis of
accounting information security management is carried out.
+rough autocorrelation information fusion, the sample
parameter test analysis model of accounting information
security management is constructed, which is expressed as

K � G 
i


j

α xi, xj  +
ωmax − ωmin

λ
. (2)

In formula (2), ω is the adjustment coefficient of ac-
counting information security management, λ is the inte-
gration scale of accounting information security
management, α is the control factor of accounting infor-
mation security management, and (xi, xj) is expressed as the
sample parameter coordinates. +rough correlation di-
mension analysis, using the embedded scheduling method,
construct the variable parameter fusion model of accounting
information security management, which is expressed as

S �
αKi, if i � 1,

λNewi, otherwise.
 (3)

In formula (3), Newi represents the block scheduling
parameter set for accounting information security man-
agement. +e method of fuzzy information feature detection
and correlation fusion is used to realize the sample clustering
processing of blockchain accounting information and
complete the statistical analysis of accounting information
security management.

2.2. Analysis of the Characteristics of Accounting Information
Security Management. On the basis of the above statistical
analysis, in order to improve the accounting information
security management, it is necessary to establish the feature
integration model of blockchain accounting information for
feature analysis using fuzzy extended sample regression
analysis method. In this paper, segmented sample detection
and quantile regression analysis methods are applied to
accounting information security management, and the dy-
namic fusion parameter matching set is obtained as

U � β ln 1 + ϕ xi(  × p( di. (4)

In formula (4), β represents the relevant characteristic
value of accounting information security management.
Under the constraint of elasticity law, the high-order sta-
tistical distribution sequence associated with accounting
information is r � r(1), r(2), . . . , (n), and the sampling
interval t of random samples of accounting information is
obtained. +e constraint quantitative index parameter set of
information security management is expressed as

C � U 
n�1

r(n) + φ + t 
j

α xi, xj . (5)

In formula (5), φ is expressed as the detection statistical
characteristic value of the distribution of accounting in-
formation blockchain. +e larger the detection statistical
characteristic value, the higher the degree of restraint of
accounting information security management. +us, the
subset of accounting information security distribution
constraint parameters is as follows:

B � argmin max 
i�1

C × xi




⎛⎝ ⎞⎠. (6)

Based on the aforementioned analysis, constrained re-
gression analysis model is constructed for accounting in-
formation security management, which is expressed as y(t).
+rough the variance fusion of accounting information and
the regression analysis results, the detection statistical
characteristic value is obtained:

φ � B y
2
(t) − A 

i

ξi
⎡⎣ ⎤⎦. (7)

On the basis of the detection statistical characteristic
values, in order to achieve balanced scheduling, combined
with the blockchain fusion distribution of accounting in-
formation security management, the calculation of the
constraint object distribution complex envelope si(t) of
accounting information security management is as follows:

si(t) � φ y
2
(t) +

p/R2
 

ω
dt. (8)

In Equation (8), p is denoted as the equilibrium
scheduling channel noise. Using random cluster analysis, the
blockchain distribution domain A of accounting informa-
tion is divided into the number W × L of
(

�
2

√
/2)R2 × (

�
2

√
/2)R2 block-matching regions, and the

feature integration model of blockchain accounting infor-
mation is obtained by fuzzy extended sample regression
analysis method as

Z � si(t) × X
N

+ χ. (9)

In equation (9), XN is the fuzzy component of ac-
counting information, and χ is the fusion coefficient of
random feature parameters. +rough the aforementioned
study, feature decomposition and information fusion are
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performed using segmented sample detection method [6], so
that the accounting information security management fea-
ture extraction and fusion processing are completed.

3. Blockchain Accounting Information
Security Management

On the basis of the aforementioned fusion treatment of
blockchain accounting information security management
features, a blockchain security management model is con-
structed to improve accounting information security
management capabilities. China’s relevant system of ac-
counting information security is not perfect, the qualities of
accounting personnel themselves have serious defects, the
management does not pay enough attention to accounting
personnel, and so on. Most enterprises will choose to buy
more advanced and efficient machines and equipment, or
choose to buy more secure and reliable systems or other
equipment matching with them. However, this method
ignores the subjective and objective factors of the accounting
security system, that is, the employees in the accounting
positions, and such neglect has laid a hidden danger to the
security and stability of the enterprise accounting infor-
mation system. Even if the enterprise acquires more ad-
vanced and sophisticated equipment and adopts more strict
accounting system, if the staffs in accounting positions do
not have cautious awareness of accounting information
security and subconsciously leak out the accounting infor-
mation, it will bring many insecurity factors to the enter-
prise, and even directly lead to the business closure or even
collapse of the enterprise. +erefore, in order to realize the
security of accounting information system, it is especially
necessary to realize the security of accounting system,
starting with the accounting post staff.

3.1. Blockchain Integration of Accounting Information.
+e accounting information security management features
have been extracted through the content of part 1.2, and this
part will realize the blockchain accounting information
feature decomposition by semantic rough feature matching
method.+e security of accounting information involves the
security of servers, storage devices, network devices, and
users. According to the current accounting information
security management needs of enterprises, it is very nec-
essary to establish a practical accounting information se-
curity management system. After enterprises choose cloud
accounting, cloud accounting service providers focus on the
security of hardware and network infrastructure, while
enterprises focus their accounting information security ef-
forts on the security management of users. Using themethod
of high-dimensional feature information space reconstruc-
tion and information fusion [13], the fuzzy distribution set of
blockchain accounting information fusion is established as

D(i) �
Z(i)

η exp[ln Z]
. (10)

In equation (10), η is the blockchain accounting infor-
mation fusion degree. +e dummy variables of

organizational nature are constructed, and the neighbor-
hood equilibrium scheduling method is used to obtain the
blockchain accounting information characteristics game
parameters using the Big Data fusion scheduling method as

k � exp k
1/i

  − ln D. (11)

+rough the method of cooperative innovation and
game equilibrium control, the parameter regression analysis
model of blockchain combination scheduling to obtain
accounting information is

N � aϕ xi(  + k. (12)

In Equation (12), the coefficient a≥ 1. Combining the
blockchain fuzzy constraint control method of accounting
information [14], a regression analysis and constraint evo-
lution model of accounting information association is
constructed, which is expressed as

Y � κX
N

+ V
i
, (13)

V
i

� N + 
i�1

λ p − xi( . (14)

Equation (13) is associated with the regression model
accounting information, and equation (14) is associated with
accounting information constraints evolutionary model. κ is
expressed as the dynamic parameter distribution set of
accounting information security management.+e decision-
making quantitative set for constructing accounting infor-
mation security management is M.+e adaptive equilibrium
control method is adopted to control the associated con-
straint of accounting information security management, and
the blockchain fusion function of accounting information is
obtained as

H � αY + v, (15)

v � ωV
i


i�1
κ G − xi( di. (16)

Equation (15) is the autocorrelation resolution function
of accounting information security management, and
equation (16) is the blockchain fusion function of accounting
information. Blockchain accounting information feature
decomposition by semantic rough feature matching method.
+e internal control and prudential control analysis model
of accounting information is calculated by high-dimensional
feature information space reconstruction [15], and the block
fusion processing of accounting information is completed
up to this point.

3.2. Blockchain Accounting Information Management
Optimization. In order to further improve the ability of
accounting information security management, this paper
adopts the method of random discrete combination control
to construct the information fusion and feature reorgani-
zation model of blockchain accounting information man-
agement [16]. Let F be the covariance fusion model of the
internal control of accounting information, and the
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distributed combination control parameters of blockchain
accounting information is obtained as

f � v

����

si(t)



× Δt. (17)

A real-time data clustering analysis model is established
for accounting information management, and the window
function h(t) for the distribution of blockchain accounting
information, thereby obtaining a random probability dis-
tribution model for blockchain accounting information
reorganization and security management:

q xi(  �

xi

f
exp[v − h(t)], xi ≥ 0,

0, xi < 0.

⎧⎪⎪⎪⎨

⎪⎪⎪⎩

(18)

In the case of f � 1, the segmented information fusion is
realized for the accounting information characteristic pa-
rameters, and the detection statistics of the blockchain ac-
counting information management are obtained as

E � 2 −
π
2

 f
2

−

�����

q xi( 



. (19)

On the basis of the detection statistics derived from
equation (19), information fusion and autocorrelation fea-
ture matching processes are performed on the features in the
process of blockchain accounting information security
management. According to the information feature
matching results, the real-time data parameter association
knowledge set of accounting information management is
established, and the blockchain fusion and factor analysis of
accounting information is combined with the multivariate
linear fusionmethod, and the joint feature distribution set of
relevant parameters for blockchain fusion and security as-
sociation of accounting information is obtained as

IN×1 � E × RL. (20)

+e negative binomial regression model is constructed,
and the quantile regression test analysis method of aggre-
gation coefficients is used to achieve the information security
management of blockchain accounting, and the optimal
decision model for the information security management of
blockchain accounting is expressed as

yi �

0, M − IN×1 
j�1

xj ≤ 0,

1, M − IN×1 
j�1

xi > 0.

⎧⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎩

(21)

Using the methods of rough set feature matching and
nearest neighbor parameter analysis, the nonlinear con-
straint statistical feature QN of blockchain accounting in-
formation security management is obtained, which satisfies
the correlation distribution relationship:

u Q
N

  � angle yi(  − φ + mod(2π). (22)

A spatial parameter-matching model for information
security management of blockchain accounting is

established. According to the information feature-matching
results, the method of similarity feature decomposition [17]
is used to realize the information security reorganization and
management of blockchain accounting information, and the
realization process is shown in Figure 1.

As can be seen from Figure 1, the implementation
process of blockchain accounting information security
management is mainly divided into the following steps:

Step 1: Sample regression analysis of accounting in-
formation data security.
Step 2: According to the results of sample regression
analysis, build the blockchain Big Data analysis model
of accounting information security, and use the ac-
counting information data.
Step 3: Feature analysis and segment fusion of the data
in the model.
Step 4: Make linear prediction for the characteristics of
accounting information after fusion.
Step 5: Divide the prediction results into training set
and sample set, and carry out adaptive learning on the
training set.
Step 6: Judge the output result of Step 5, output the
accounting information security management data if
the threshold is set, and return to Step 1 if the threshold
is not set.

3.3. Accounting Information Security Relationship System
Requirements. +e main users of the system are identified
through business process analysis as the main user roles of
the system, which are company financial staff, system
administrators, and company leaders. +e accounting
system has six major functional modules: account infor-
mation management, accounting management, data
management, report statistics, decision support, and sys-
temmanagement.+e functions required by the company’s
financial staff include adding, modifying, querying, and
deleting information in the accounting information
management module. +e finance staff can add, modify,
query, and delete information in the accounting man-
agement module, and submit printouts of relevant data. In
the data management module, finance staff can add,
modify, delete, and query the information in it. In the
report statistics module, finance staff and company leaders
are mainly able to query and print reports. In the decision
support module, company leaders can get data from the
data analysis submodule to support decision-making. In
the system management module, the administrator users
can add, modify, delete, and query user information in the
user management submodule. In the function module
permission management submodule, users are able to set
their operation permissions. In the company announce-
ment management submodule, the company announce-
ment information can be added, modified, and deleted. In
the log management submodule, the system administrator
can also view and delete the operation log information of
the system.
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(1) Account information management: account infor-
mation management mainly includes several sub-
modules, such as advance payment management,
staff advance management, cargo information
management, carrier vehicle advance management,
advance receipt management, and transaction order
management

(2) Accounting management: accounting management
mainly includes several submodules, including re-
imbursement order management, consignee check-
out management, supplier checkout management,
and freight payment management

(3) Data management: data management mainly in-
cludes goods classification management, sales con-
tract management, procurement contract

management, staff management, cargo information
management, and carrier information management
submodule

(4) Statistical report: the statistical report function
module mainly provides the query and printing
function for the aforementioned reports

(5) Decision support: it generates various kinds of data
information, which is an important data source for
the company’s accounting information and can be
used as a basis for decision support

(6) System management: system management mainly
includes user management, functional module au-
thority management, company announcement
management, and log management [18]

+e the use case model for the blockchain accounting
information security management function is shown in
Figure 2.

3.4. Definition of Accounting Information Security. +e
purpose of accounting information security management is
to ensure the integrity, availability, and ease of use of ac-
counting information; that is, accounting data can only be
disclosed to the right to know, accounting data can only be
modified within the scope of authorization and accounting
information system can only be used when necessary.

Investors and lenders use the accounting information of
the enterprise to make investments and operation decisions,
evaluate the enterprise value according to the accounting
information, and predict the future cash flow of the en-
terprise. At the same time, the relevant government de-
partments carry out macro-control on the market according
to the relevant indicators provided by accounting infor-
mation, so as to improve and strengthen the enterprise
management. +erefore, it is of great significance to study
blockchain-based accounting information security
management.

4. Simulation and Result Analysis

In order to verify the performance of the application of this
paper’s method in implementing blockchain accounting
information security management, SPSS statistical analysis
and Matlab simulation software are used for simulation
experiments, and the simulation platform is built with Intel
(R) Core (TM) i7-47 70 CPU, 16GB of memory, and
Windows 1064 bit operating system. Based on the afore-
mentioned parameters, the regression analysis value of ac-
counting safety management evaluation is obtained, which is
reflected by objective function. Figure 1 shows the con-
vergence curve of the optimal objective function of the
model under different iterations and different calculation
times.

Figure 3 shows that the function curve of the method in
this paper is closer to the standard convergence curve than
the curve of the statistical analysis method, which improves
the process convergence of the evaluation, thus it can be seen
that the method in this paper can effectively realize the

Start

Sample regression 
analysis

Big Data sampling

Segmentation fusion of 
accounting information

Make linear prediction

Adaptive leaming

Is it a threshold ?

Accounting information security 
management output

End

Statistical analysis

Association rule 
sche duling

Yes

No

Figure 1: Blockchain accounting information security manage-
ment implementation process.
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research credit evaluation, and the optimization of its ob-
jective function is better.

+e boundary constraint coefficient of present ac-
counting information management is set as 0.36, the au-
tocorrelation statistical feature component is 0.67, the
sample number of Big Data information sampling for the
present accounting information management is 1200, the
test set is 120, the data set of semantic ontology information
distribution is 60, and the descriptive statistical distribution
set of accounting information security association is shown
in Table 1.

Based on the results of the aforementioned descriptive
statistical analysis of the parameters of accounting infor-
mation security management, in order to visualize the re-
sults of the statistical analysis of accounting information, the
data in Table 1 are transformed as shown in Figure 4.

Based on Figure 4, taking test object set 10 as the research
object, the accounting information security management
method based onMassicotte andHenri’s study [6] enterprise

computerization quantitative feature analysis, the account-
ing information security feature matching method based on
Pérez-González et al.’s study [7], and the method in this
paper mentioned in the introduction are respectively used to
fuse and schedule the blockchain accounting information,
and the boundary constraint coefficient of the current ac-
counting information management is set as 0.36. +e au-
tocorrelation statistical characteristic component is 0.67, and
the comparison results of the same test set under different
similarity coefficients are obtained, as shown in Figure 5.

Figure 5 shows that compared with the method by
Massicotte and Henri [6] and Pérez-González et al. [7], the
method in this paper can effectively realize the security
management of accounting information, the information
fusion and scheduling ability is above 92%, and the statistical
analysis results are accurate and reliable. +e main reason is
that the random nearest neighbor characteristic parameter
analysis model of accounting information security man-
agement is obtained using the block-link regression analysis

Accounting 
management

Data 
management

Report 
statistics

Decision 
support

System 
administration

Financial 
management

Company leaders

System administrator

Finance staff

Overall functional use case 
model of the system

Figure 2: Blockchain accounting information security management functional use case model.
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Table 1: Results of descriptive statistical analysis.

Test object set Similarity coefficient Test regression analysis level (%) Variance
1 0.388 43.53 0.388
2 0.546 42.46 0.655
3 0.677 34.32 0.554
4 0.366 53.56 0.454
5 0.434 54.58 0.654
6 0.143 53.64 0.678
7 0.342 35.53 0.435
8 0.324 64.56 0.457
9 0.445 43.54 0.544
10 0.532 56.24 0.567
11 0.443 43.63 0.544
12 0.432 32.56 0.565
13 0.435 65.65 0.655
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Figure 4: Statistical analysis results.
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method. +e model is used for data management and
analysis to improve the reliability of the final results.

In order to further verify the effectiveness of the pro-
posed method, the unified similarity coefficient is 0.445, and
other conditions remain unchanged. +e convergence of
accounting information security management is obtained by
testing the fusion level of different methods, as shown in
Figure 6.

Figure 6 shows that the convergence of the method in
this paper is better compared to the method by Massicotte
and Henri [6] and the method by Pérez-González et al. [7]
for accounting information security management, and the
convergence is above 91.8%. +e convergence is mainly
manifested in the flexible scheduling ability of the model.
+is method uses the joint characteristic distribution set of

the relevant parameters of the blockchain fusion and security
association of accounting information to improve the
flexibility of accounting information security management
and further has a better optimization effect on the
convergence.

+e feature recognition rate of accounting information
security management is tested and the comparison results
are obtained as shown in Figure 7. Analyzing Figure 7, we
know that the method of this paper performs accounting
information security management with a higher level of
feature recognition, which is due to the fact that the method
of this paper extracts features and performs feature fusion
processing on the basis of statistical analysis of accounting
information security management information, which im-
proves the level of feature recognition above 90.1%. +e
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main reason is that this paper uses blockchain technology to
establish blockchain fusion function of accounting infor-
mation and improves the ability of accounting information
feature fusion.

Test the accuracy of accounting information security
management and get the comparison results in Table 2.
From Table 2, we know that the accuracy of accounting
information security management by the method of this
paper is higher than 95.6%.+e reason for the high accuracy
is to obtain the optimal decision model of the blockchain
accounting information security management and realize
the blockchain accounting information security
management.

5. Conclusion

+is paper proposes a model of blockchain-based ac-
counting information security management, which im-
proves the ability of accounting information security
management.

(1) In this paper, the fuzzy extended sample regression
analysis method is used to establish the feature in-
tegration model of blockchain accounting infor-
mation, calculate the internal control and prudent
control analysis model of accounting information,
and improve its security management ability.

(2) +e experimental results show that the information
fusion and scheduling ability of this method is more
than 92%, the convergence is more than 91.8%, the

feature recognition level is more than 90.1%, and the
management accuracy is more than 95.6%. +e
comprehensive experimental results show that this
method has certain effectiveness.

(3) +is study also has some shortcomings, mainly in the
absence of specific accounting information research
and investigation, which will be taken as the next
research direction to further enhance the practica-
bility of this paper.
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Table 2: Comparison of accuracy of quantitative assessment of security posture of dual-channel wireless blockchain networks.

Dynamic fusion parameters Proposed method Massicotte and Henri’s method [6] Pérez-González et al.’s method [7]
0.2 0.956 0.824 0.835
0.4 0.978 0.846 0.867
0.6 0.997 0.859 0.893
0.8 0.999 0.912 0.912
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