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An improved SIRS model is constructed as a supply chain risk propagation model, based on the actual situation that node enterprises are eliminated in the supply chain network. From the perspective of the small-world network, simulation is carried out to analyze the risk transmission mechanism in the supply chain network and the influence of various parameters on the supply chain risk transmission and the node enterprises in the supply chain network. Research shows that the process of eliminating node enterprises is also a process of supply chain network’s adjustment and gradual stability. In order to reduce the negative impact of this process on the supply chain network, node enterprises should take effective measures based on their own conditions to improve risk prevention capabilities, coordinate risk transmission, and enhance risk immunity, so as to improve the resistance of the entire supply chain to risks.

1. Introduction

With the characteristics of innovation, synergy, win-win, openness, and environmentally friendly, the supply chain can promote cross-border and synergistic development of industries and is also an important carrier to lead globalization to enhance competitiveness. The application of supply chain network is becoming more and more widespread due to the advancement of science and technology, the policy guidelines, and the trend of cooperation development among enterprises. The possibility of being affected by risks also increases as the supply chain industry grows and develops. External factors such as natural disasters, public health emergencies, economic crises, and policy regulations and internal factors such as inadequate work quality of personnel, poor management system, and difficulties in capital turnover may become risk factors that induce problems and negatively affect the nodes in the supply chain, which in turn leads to risk transmission through the supply chain network path and further spread of harm. Supply chain risks can have an impact on the normal operation of the supply chain network and affect the development status of each node enterprise in the supply chain network. As global climate change scenarios have increased in recent years and climate effects have intensified, many supply chain companies must reassess the impact of supply chain risks due to natural disasters. The outbreak of COVID-19 in 2020 has left global automotive, machinery, communications, and other manufacturing sectors facing parts shortages, threatening supply chain disruptions within weeks and forcing delays in the launch schedule of new products. On 06 February 2020, Nintendo, Japan, announced that the new version of switch will be delayed on sale because of the impact of the outbreak. On February 8 2020, Apple Inc. issued a financial warning on first quarter operating income due to the impact of the epidemic. The disruption shock to China’s manufacturing sector generated devastating impacts on the global supply chain, as China is the largest supply base in the world. A survey in February 2020 shows that 94% of the Fortune 1000 were experiencing supply chain disruptions [1]. Therefore, supply chain risk has become a major factor limiting the development of supply chain management model and an important issue that companies have to consider in the implementation of supply chain management.
In 2017, the General Office of the State Council issued the “Guidance on Actively Promoting Supply Chain Innovation and Application” to improve global supply chain security, encourage enterprises to establish supply chain risk warning systems for important resources and products, develop and implement supply chain security plans, enhance supply chain risk management, make improvements to global supply chain risk warning mechanisms, and increase supply chain risk prevention and control capabilities [2]. It is essential to accurately grasp the supply chain risk transmission mechanism and analyze the factors affecting the transmission of supply chain risks to grasp the law of supply chain risk transmission, target the supply chain risk early warning, stop the transmission of risks in the supply chain network in time, and minimize the threat and loss brought by risks to the supply chain. In the actual process of supply chain in dealing with risks, there is a possibility of elimination for the enterprises in the chain. Therefore, it is necessary to consider the study of supply chain operation where elimination exists, so as to more accurately understand the mechanism of supply chain risk transmission and supply chain changes. Based on the above background, considering the possibility that the network nodes are eliminated from the network by death after infection, an improved SIRS model is proposed in this paper, which is numerically analyzed based on the small-world network. Thus, the supply chain risk transmission mechanism is analyzed to provide a reference for defending the risk propagation into the supply chain network.

2. Literature Review

2.1. Supply Chain Risk Transmission. The study of supply chain risk transmission originated from the study of risk transmission among enterprises in the early days. With the gradual increase of linkages between enterprises, supply chain networks developed along the way. The study of risk dynamics among enterprises further evolved into the study of supply chain risk. Jüttner et al. noted that the issue of supply chain risk has attracted attention, exploring practitioners’ perceptions of supply chain risk and supply chain risk management strategies [3]. Hassini et al. presented a conceptual framework using the P-A concept for analyzing the complexities of supply network risk, with particular emphasis on the role of network relationships, and then pointed out that the elements of supply chain risk transmission include four major components, namely, preconditions, risk events, transmission paths, and impact generation [4]. Cheng and Liu classified the supply chain risk transmission mode into five types: forward chain transmission mode, reverse chain transmission mode, radial network transmission mode, centralized network transmission mode, and interactive network transmission mode [5]. Li believed that supply chain risk conduction included four basic components, namely, risk source, transmission medium, transmission node, and risk recipient, and then combined these four elements to analyze the supply chain risk conduction process [6]. Li analyzed supply chain risk transmission from a theoretical perspective, subdivided it into five modes, and used the risk mode as the basis for risk identification, laying a foundation for supply chain risk assessment and decision-making [7]. Chen, Ni, and Tang believed that the demand transmission process management was an important part of supply chain management, using the features of fractal theory to build the fractal reengineering of supply chain demand process [8]. These studies adopt a qualitative approach to study supply chain risk transmission from a global perspective; clarify the influencing elements, propagation patterns, and other characteristics of risk transmission in the supply chain; and give some suggestions on how to deal with risk transmission.

With further research, some quantitative analysis methods have been applied to the study of supply chain risk transmission. The research perspectives have also been further developed. In addition to analyzing the risk transmission of the supply chain as a whole, some scholars have also studied the propagation of risk in the supply chain of a certain industry. Cheng and Liu constructed a supply chain risk transmission path model and used mathematical means to describe the boundary conditions and flow values of risk bursts, reflecting the actual situation of supply chain risk transmission [9]. Shi et al. used the Bayesian network approach to analyze the changes in the probability of supply chain risks during transmission [10]. Jian tong et al. used structural equation modeling to analyze a quantitative survey conducted in 31 Chinese automotive-related companies, revealing that the disruption risk of a supplier is believed to affect its manufacturers and is further found to exert adverse influence on its downstream distributors [11]. The enterprises in the supply chain can be abstracted as nodes, with complex connections between the nodes. Therefore, researchers believed that the complex network theory was applicable to the analysis of supply chain networks, which led to the research of supply chain-related problems based on complex networks [12]. Based on the study of the complexity of supply chain network, Wang et al. analyzed the complexity of supply chain network structure in the context of disruption risk and proposed a quantitative measurement method for the complexity of supply chain network based on DSM model [13].

The existing studies on supply chain risk transmission are relatively more analyzed by qualitative methods, which can reflect the characteristics of risks in the supply chain network relatively easily. With the gradual improvement of research, some quantitative analysis methods are used to analyze the influencing factors and probability of occurrence of supply chain risk transmission. The introduction of the concept of complex networks allows supply chain networks to be described more concretely, providing a theoretical basis for analyzing the regular characteristics of risk transmission in supply chain networks.

2.2. Epidemic Models for Supply Chain Research. To more accurately reflect the characteristics of risk transmission in complex supply chain networks, system dynamics research approach has been considered for introducing supply chain risk transmission studies. The epidemic model belongs to a
classical transmission dynamics model being widely used not only in infectious disease research, but also in risk transmission research in multiple fields. Some scholars have analogized the transmission of infectious diseases to supply chain risk transmission. Thus, SIS, SIR, and SIRS infectious disease models are used to conduct supply chain risk transmission studies, based on complex networks. Based on the idea of virus transmission, Jiang et al. constructed the risk model of supply chain and simulated the risk of communication mechanism between upstream and downstream enterprises and core enterprises [14]. Yang and Zhang established a supply chain network risk propagation model (SIS-RP) to simulate and analyze it from the perspective of the whole supply chain network, which reflects the risk propagation behavior and characteristics in the supply chain network to a certain extent [15]. Lv et al. further revised Yang and Zhang’s research and established an SIR-SCR model from the perspective of small-world networks, expounding the scope and influencing factors of supply chain risk transmission [2]. Jing used the SIR model to simulate the risk propagation process of the food supply chain, verified the impact of the management capability of the food supply chain on the risk propagation, and proposed a corresponding risk control mechanism for the risk propagation of the food supply chain [16]. Tang drew on the idea of virus transmission to supply chain logistics risks in the network [17]. Based on complex network theory, Wang used epidemic model (SIRS model) to study supply chain risk transmission and discuss the mechanism and evolution of the complex supply chain network risk transmission [18].

In the study of supply chain risk transmission using the epidemic model, existing studies directly apply models such as SIR and SIRS to describe the propagation of risk in supply chain networks, lacking consideration of the actual survival of firms in supply chain networks. Thus, based on the actual situation that nodal enterprises may be eliminated in the supply chain network, this study constructs an improved SIRS model, simulates it from the perspective of small-world network, and analyzes the risk transmission mechanism and the impact of each parameter on the supply chain risk transmission and nodal enterprises in the supply chain network according to the simulation results. The study provides a model reference for analyzing the risk transmission mechanism in the supply chain and its changes on the state of nodes in the supply chain network, reflects the behavior and characteristics of risk propagation in the supply chain network, and provides suggestions for effective control of the spread of risk across the supply chain network.

3. Model Building

3.1. Classic SIRS Model. The four most basic models in the compartment model of infectious disease dynamics are SI, SIS, SIR, and SIRS. These several classes of models incorporate three categories of status nodes, S (susceptible), I (infectious), and R (removed), according to epidemiological methods to divide the population, resulting in different transmission models based on the different transitions between the three states. The difference between the SIRS model and other models is that the immunity acquired after cure is not permanent, but there is a certain probability of losing immunity and becoming susceptible again. When some nodes in the network become risky due to virus infection, i.e., infectious I, they will transmit the virus to neighboring nodes in the susceptible state S with probability β and become infectious I. After a period of adjustment, infectious individual I will be cured with probability γ and turn into removed individual R. However, this immune state is not permanent, and this immunity will disappear with probability δ as time changes, making it revert to the susceptible state S. The change relationships of the nodes in the S, SIS, SIR, and SIRS models are depicted separately in Figure 1.

3.2. Improved SIRS Model

3.2.1. Model Description. The classical SIRS model reflects a series of processes in the transmission of infectious diseases in which individuals become infected, infectious, cured, immune, and immune incapacitated. In this model, there is only a certain probability that an infected person will be transformed into a removed one after cure. In practice, there is a certain probability that an infected person will not be able to fight off the disease and die, i.e., be “eliminated” by the infectious disease. Therefore, the SIRS model is improved by adding a fourth state node D (died) and the probability of elimination μ. The infection rules are as follows (Figure 2):

1. After exposure to infected individuals, susceptible individuals will be infected with some probability and change from a healthy state to an infected state.
2. After a period of adjustment, the infected individual will be cured with a certain probability and return from the infected state to the healthy state, and there exists a certain probability of death, i.e., changing from the infected state to the eliminated one.
3. Infected individuals will generate immunity of their own after recovering health and become in immune state. However, as time changes, this immunity will disappear with certain probability, and the individual will revert to the state of susceptible to infection.

3.2.2. Model Applicability Analysis. To analyze whether the improved SIRS model is applicable to the study of risk transmission in supply chain networks, it is necessary to determine whether the characteristics of risk propagation in supply chain networks are highly similar to the nature of the improved SIRS model. The analysis is carried out for the characteristics of virus and risk in transmission from three perspectives: transmission range, transmission process, and transmission direction.

First, from the perspective of the scope of transmission, the virus is based on the spread of social groups consisting of independent individuals. The edge of the network formed by people contacting and communicating with each other also
constitutes the way of virus transmission. The supply chain network takes enterprises as nodes, and the exchange of resources between enterprises forms the edges of the network. Hence, both the social network of virus transmission and the supply chain network of risk transmission can be regarded as complex networks, and the abstraction of the scope of virus and supply chain risk transmission is described consistently.

Second, from the perspective of the transmission process, the virus is transmitted from an infected person to others through contact with susceptible people. The infected person may die without effective treatment and become eliminated, or he/she may regain health through treatment or autoimmunity and become immune. Over time, an immune person may also lose immunity and become susceptible again. In a supply chain network, companies in risky situations due to risky shocks will transmit the risk to upstream and downstream companies via trading cooperation. If a company infected with risk actively takes effective risk response measures, it may temporarily eliminate the risk and become immune. If companies fail to take timely countermeasures or have limited ability to deal with risks and are unable to maintain their business, they will go out of business and be eliminated from the supply chain network as a result. Companies that have successfully withstood risk shocks and gained immunity are not immune to risk forever. If there are deficiencies in risk management, they may shift to a vulnerable state again and have the probability of suffering from risk shocks again. Therefore, the adoption of an improved SIRS model allows for a description of the process by which supply chain risks propagate and cause impacts.

Third, from the perspective of transmission direction, the virus does not have a specific direction in interpersonal transmission. Although the direction of resource transmission in the supply chain network is from upstream enterprises to downstream enterprises, the spread of risk is radial. Through cooperation and communication, the risk-infected enterprises may transmit the risk to downstream enterprises as well as the upstream enterprises. The direction of risk propagation in supply chain networks has the same uncertainty as the direction of virus propagation.

According to the above three points and with reference to the related literature of scholars in Section 2 using SIR model and SIRS model to study supply chain risk management, the improved SIRS model has the applicability, feasibility, and research value to study the transmission of risk in supply chain networks adopting the improved SIRS model.

3.2.3. Model Threshold Analysis. The supply chain network can be regarded as a complex network with small-world network characteristics in the context of cloud computing and globalized procurement. The improved SIRS model is described using mathematical means, and the variables and parameters used in the model are defined in Table 1 [19].

According to the infection rule of the SIRS model under the elimination mechanism and

\[
s(t) + i(t) + r(t) + d(t) = 1,
\]

four equations are established:

\[
\begin{align*}
    s(t + \Delta t) - s(t) &= -\beta \langle k \rangle \cdot s(t) \cdot i(t) \cdot \Delta t + \delta \cdot r(t) \cdot \Delta t, \\
    i(t + \Delta t) - i(t) &= \beta \langle k \rangle \cdot s(t) \cdot i(t) \cdot \Delta t - \gamma \cdot i(t) \cdot \Delta t - \mu \cdot i(t) \cdot \Delta t, \\
    r(t + \Delta t) - r(t) &= \gamma \cdot i(t) \cdot \Delta t - \delta \cdot r(t) \cdot \Delta t, \\
    d(t + \Delta t) - d(t) &= \mu \cdot i(t) \cdot \Delta t.
\end{align*}
\]
stable state, and there will be no infected or immunized ones. Of time in the system, the number of

Therefore, formula (3) can be reduced in order, resulting in

According to formula (1), \( d(t) = 1 - s(t) - i(t) - r(t) \), and the first three equations in formula (3) do not contain \( d \). Therefore, formula (3) can be reduced in order, resulting in

\[
\begin{align*}
    \frac{ds}{dt} &= -\beta \langle k \rangle si + \delta r, \\
    \frac{di}{dt} &= \beta \langle k \rangle si - yi - \mu i, \\
    \frac{dr}{dt} &= yi - \delta r, \\
    \frac{dd}{dt} &= \mu i.
\end{align*}
\]

(4)

Let \( \frac{ds}{dt} = 0 \), \( \frac{di}{dt} = 0 \), \( \frac{dr}{dt} = 0 \), the equilibrium point of the above equation be \( s, i, r = (1, 0, 0) \), and \( s, i, r = (y + \mu \langle k \rangle, 0, 0) \).

4. Simulation

4.1. Simulation Analysis of System Development Trend. In order to deeply understand the characteristics of supply chain risk propagation paths, numerical simulations of the improved SIRS model are conducted using Matlab 2020a to verify the model characteristics, analyze the laws of numerical changes, and then grasp the key factors affecting supply chain risk transmission. A small-world network with parameters \( N=100, <k> \geq 3 \), and \( p = 0.1 \) is taken for simulation, and the values of risk propagation parameters of the supply chain are set as \( \beta = 0.3 \), \( y = 0.4 \), \( \delta = 0.1 \), and \( \mu = 0.01 \) [20]. The parameters are brought into the model for 30 simulations, and the results are averaged. The simulation results are obtained as shown in Figure 3.

It is known from Figure 3 that the number of susceptible individuals \( S \) decreased first, then increased, and tended to be stable with increasing time. The numbers of infected individuals \( I \) and immunized ones \( R \) increased first, then decreased, and then tended to change toward values of 0. The number of eliminated individuals \( D \) showed an increasing trend and tended to be stable. As can be judged, after a certain period of time, no infected person \( I \) or immune person \( R \) will be in the system, and the number of susceptible persons \( S \) and eliminated persons \( D \) reaches a stable value, showing that the simulation results are consistent with the results of mathematical analysis. The simulation results verify the accuracy of the model and reflect the impact of risk transmission on the supply chain after considering the presence of elimination situations.

When there is a risk of propagation in the supply chain network, the companies on some nodes will be eliminated due to insufficient ability to resist the risk. With the development of time, the enterprises infected with risk and immune to risk in the supply chain network will not exist, while the number of eliminated enterprises will continue to grow and eventually reach a stable value. Although there are still some enterprises in the supply chain that are stable in the susceptible state and do not suffer from risk infection, it is difficult for the actual operation of the supply chain system to achieve the expected effect at this point because of the high number of eliminated enterprises, making the risk propagation have a great impact on the development of the industry to which the supply chain belongs.

4.2. Analysis of the Impact of Risk Elimination Ability on Risk Transmission. The difference between the improved SIRS model and the classical SIRS model is that the improved SIRS model adds the link of infected person \( I \) to eliminated person \( D \) as well as introducing the elimination coefficient, which is the probability of occurrence of this link \( \mu \) to reflect the risk elimination ability. Risk elimination capability is an important indicator factor of the improved SIRS model. In the supply chain reality, whether supply chain firms will be
eliminated from the supply chain after being infected with risk is importantly related to the series of changes generated by the supply chain facing risk of disturbance. Therefore, the improved SIRS model with different elimination factors is simulated for an in-depth analysis of the impact of risk elimination capacity on risk transmission. The model parameters in Section 4.1 were used, and the values of $\mu$ were changed to 0.001, 0.01, 0.1, 0.3, and 0.5. 30 simulations were performed for each parameter value, and the results were averaged to obtain the relationship between the percentage of infected nodes $I(t)$, the percentage of eliminated nodes $d(t)$, and the elimination factor $\mu$ in the system, respectively.

According to the analysis in Section 4.1, the number of infected individuals in the system increases to a maximum value and then decreases to zero with the system reaching a steady state. From Figure 4, it can be seen that as the elimination factor increases, the time it takes for the number of infected individuals in the system to reach a maximum and the time it takes for the system to finally reach stability are both reduced. Figure 5 shows that the time to stabilize the percentage of eliminated nodes in the system decreases gradually, and the percentage of eliminated nodes gradually increases. It shows that the increase of elimination coefficient will accelerate the speed of eliminating nodes in the system and increase the number of the eliminated nodes in the system eventually. In this process, although the maximum number of infected nodes is relatively reduced, the increase of elimination coefficient will cause more damage to the system because the eliminated nodes completely lose their value to the system and have no possibility of healing. This shows that when the probability of elimination of enterprises in the supply chain increases, the negative impact on the whole supply chain will increase accordingly. For the supply chain system, reducing the risk of enterprise elimination is significant for maintaining the stability of the supply chain.

4.3. Analysis of the Impact of Risk Infection Ability on Risk Transmission. Risk infectivity refers to the ability of a neighboring node in the infected state to infect a node in the susceptible state, making it sick and infected state node, which is expressed by the probability of occurrence $\beta$ of $S\rightarrow I$ in the model. In the actual supply chain, risk infectivity directly reflects the ability of risk propagation and the prevention effect of enterprise on risk and also has a direct impact on the risk propagation in the supply chain. In order to deeply analyze the influence of risk infectivity on risk transmission, the improved SIRS model with different infection coefficients $\beta$ was simulated. The model parameters in Section 4.1 are used, and the values of $\beta$ are changed to 0.15, 0.2, 0.25, 0.3, and 0.35. Each parameter value is taken for 30 simulations, and then the results are averaged. The relationship between the percentage of infected nodes in system $I(t)$, the percentage of eliminated nodes $d(t)$, and the infection coefficient $\beta$ is obtained.

As can be seen from Figure 6, the maximum value of the percentage of infected nodes in the system gradually increases with the increase of the infection coefficient, and the growth rate of infected nodes in the system accelerates. In
Figure 6: The relationship between the percentage of infected nodes and the infection coefficient.

Figure 7: The relationship between the percentage of eliminated nodes and the infection coefficient.

Figure 8: The relationship between the percentage of infected nodes and the immune coefficient.

Figure 9: The relationship between the percentage of eliminated nodes and the immune coefficient.

4.4. Analysis of the Impact of Node Resilience on Risk Transmission. Node resilience refers to the ability of an infected state node in the system to recover and become an immune one, which is expressed by the probability of occurrence of $I-R$ in the model $\gamma$. In supply chain practice, node resilience directly reflects the resilience effect and the ability of enterprises to recover from supply chain risks, which is important for enterprises to cope with risk injuries. A simulation of the improved SIRS model with different immunity coefficients $\gamma$ is conducted to further analyze the impact of node resilience on risk transmission. The model parameters in Section 4.1 are used, and the values of $\gamma$ are changed to 0.3, 0.4, 0.5, 0.6, and 0.7. The simulation is performed 30 times for each parameter value, and the results are averaged. The relationship between the percentage of infected nodes in system $I(t)$, the percentage of eliminated nodes $D(t)$, and the immunity coefficient $\gamma$ is obtained.

As can be seen from Figure 8, with the increase of the immunity factor, the maximum value of the infected node ratio in the system gradually decreases, and the growth rate of infected nodes in the system slows down. As is shown in
Figure 9, the percentage of eliminated nodes in the system decreases gradually, and the growth rate of eliminated nodes slows down with the immunity factor increasing. This indicates that the increase of immunity coefficient can indirectly alleviate the phenomenon of infected or eliminated nodes in the system, thus reducing the damage of risk to the system. It can be seen that the increased probability of obtaining immunity for companies in the supply chain has a positive impact on the effectiveness of the entire supply chain in coping with risks and also reduces the threat of risks to individual nodal companies. Consequently, the improvement of node resilience in the system should also be taken into account when maintaining the stability of the supply chain system and reducing the negative impact of risks.

5. Conclusion

Supply chain risk management plays an important role in preventing risk infringement, responding to risk threats, and maintaining the stability of the entire supply chain network. When facing risks, node enterprises in the supply chain network have the possibility of being eliminated from the supply chain due to their inability to effectively resist the risks. Based on the actual situation that nodal enterprises in the supply chain may experience, the “infected-eliminated” link is added to the SIRS model. An improved SIRS model is constructed to simulate the complex network of supply chain. We analyze the risk propagation paths and effects in the network from a macro perspective and make suggestions for the supply chain to deal with risks. Based on the simulation and analysis, the following conclusions are drawn:

1. When supply chain risk spreads, there is a possibility that firms will be eliminated. After some enterprises are eliminated, the supply chain network will tend to stabilize. On the one hand, the supply chain network should improve the awareness of risk prevention, risk response, and risk recovery; shorten the duration of network instability; and maintain the stability of the system and the stability of the nodes themselves, so as to reduce the losses brought by risks to each enterprise in the supply chain and the supply chain as a whole. On the other hand, the elimination of some poorly operated enterprises in the supply chain network is a normal phenomenon, which has a positive effect on the stability and self-adjustment of the whole supply chain network. When maintaining the stability of the supply chain system from the overall perspective, the input and benefit of maintenance cost should be analyzed and judged in conjunction with the actual situation, so as to maximize the overall benefit of the supply chain and avoid meaningless excessive maintenance.

2. Once a risk occurs, it will spread in a short period of time, causing damage to the supply chain network. Therefore, risk prevention should be given top priority when risk management is carried out by supply chain network node enterprises. Preventing risks, one is to prevent risk generation. Enterprises should analyze and classify the potential risk factors in the supply chain, and they should take targeted measures to prevent risk generation in the process of operation and management according to the characteristics of different types of risks. Second, to prevent themselves from being infected by risks, when contacting other nodes in the supply chain network, enterprises need previous research and understanding of the node enterprises contacted. Through the results of research and analysis, the potential risk factors in these enterprises should be known, the risk level of the cooperative enterprises should be assessed, the cooperation plan should be reasonably planned, and the contingency plan should be prepared beforehand. Thus, effective response can be made after the unexpected risk event of the cooperative enterprises to avoid the spillover to companies.

3. When the risk has already started to spread in the supply chain network, each node enterprise in the supply chain network has the obligation and necessity to take measures to control the spread of the risk, regardless of whether it is affected by the risk, in order to restore the stability of the supply chain system as soon as possible. Enterprises that have been infected by the risk should adopt measures to deal with the risk without hesitation or should be eliminated due to their inability to resist the risk. Meanwhile, these enterprises are expected to provide accurate risk-related information to the supply chain network as a whole in a timely manner, so as to provide reference for other nodes to prevent risks and offer help. The nodes in the supply chain network are closely connected in logistics, information flow, and capital flow. Each node in the supply chain network should not fight alone but make common cause while controlling the spread of supply chain risks. Companies that have not yet been infected by the risk should improve their own ability to resist the risk while assisting cooperating infected companies to cope with the risk. Minimizing the time required to control supply chain risks is essential to reduce the damage of supply chain risks to the entire supply chain network.

4. Establishing immunity to supply chain network risks is the key means to maintain good operation of supply chain node enterprises, restore the stable state of supply chain, remove the subsequent impact of supply chain risks, and prevent risks from arising again. It should be noted that immunization against supply chain risks is not established once and for all, and there is a possibility that immunization may disappear as the internal and external environment of the supply chain network change. The node companies should regularly evaluate the supply chain risk prevention situation to avoid any oversight in the immunization process so as not to leave any future problems.
In this paper, the mechanism of supply chain risk transmission is studied from a macro perspective. Suggestions for dealing with supply chain risks in the three stages of risk prevention, risk control, and risk immunity are provided in response to the research results. Modeling simulation is used in the research to simulate the impact of risk on supply chain network node companies. The characteristics of the supply chain network risk propagation model are analyzed based on the simulation results. Future research should combine the actual supply chain network; select appropriate parameters; explore the characteristics of risk propagation in the actual supply chain network; and propose targeted supply chain risk prevention methods, control measures, and immunization strategies.
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