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Underwater wireless sensor networks (UWSNSs) enable various oceanic applications which require effective packet transmission.
In this case, sparse node distribution, imbalance in terms of overall energy consumption between the different sensor nodes,
dynamic network topology, and inappropriate selection of relay nodes cause void holes. Addressing this problem, we present a
relay-based void hole prevention and repair (ReVOHPR) protocol by multiple autonomous underwater vehicles (AUVs) for
UWSN. ReVOHPR is a global solution that implements different phases of operations that act mutually in order to efficiently
reduce and identify void holes and trap relay nodes to avoid it. ReVOHPR adopts the following operations as ocean depth (levels)-
based equal cluster formation, dynamic sleep scheduling, virtual graph-based routing, and relay-assisted void hole repair. For
energy-efficient cluster forming, entropy-based eligibility ranking (E2R) is presented, which elects stable cluster heads (CHs).
Then, dynamic sleep scheduling is implemented by the dynamic kernel Kalman filter (DK2F) algorithm in which sleep and active
modes are based on the node’s current status. Intercluster routing is performed by maximum matching nodes that are selected by
dual criteria, and also the data are transmitted to AUV. Finally, void holes are detected and repaired by the bicriteria mayfly
optimization (BiCMO) algorithm. The BiCMO focuses on reducing the number of holes and data packet loss and maximizes the
quality of service (QoS) and energy efficiency of the network. This protocol is timely dealing with node failures in packet
transmission via multihop routing. Simulation is implemented by the NS3 (AquaSim module) simulator that evaluates the
performance in the network according to the following metrics: average energy consumption, delay, packet delivery rate, and
throughput. The simulation results of the proposed REVOHPR protocol comparing to the previous protocols allowed to conclude
that the REVOHPR has considerable advantages. Due to the development of a new protocol with a set of phases for data
transmission, energy consumption minimization, and void hole avoidance and mitigation in UWSN, the number of active nodes
rate increases with the improvement in overall QoS.
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1. Introduction

Underwater wireless sensor network (UWSN) has many
applications over the ocean environment. In UWSN, energy
efficiency is the major constraint since the nodes are re-
source constraint [1-3]. This represents one of the main
reasons that leads to the appearance of void holes, reducing
the performance of the network. To achieve energy effi-
ciency, various approaches were presented in UWSN. Here,
the data transmission is carried over multiple hops between
a number of sensor nodes through a selected route to reach
the autonomous unmanned vehicles (AUVs), and then the
final surface sink node and further collision-free medium
access (MAC) protocols were presented. However, routing is
also the best way to improve energy efficiency [4]. A cluster-
based mobile data gathering is used to improve energy ef-
ficiency in the large-scale network [5]. The basic cluster
concept is considered in this work to form initial clusters
[6, 7]. This cluster formation is performed in nonoptima
manner which is inefficient [8]. However, cluster head (CH)
is performed in a random manner which makes this work
ineffectual [9]. In addition, processing the distributed
clustering algorithm needs a large amount of control packet
exchange which consumes lots of energy. Autonomous
unmanned vehicles (AUVs) are specially designed for data
gathering in the underwater environment [10-12]. An AUV-
assisted energy-efficient clustering UWSN mechanism faces
many serious issues as follows [13, 14]:

(i) Energy consumption in existing research works is
high, which leads to a large number of holes in the
network.

(ii) Network clusters with unequal size introduce en-
ergy imbalance in certain regions, leads to a large
number of holes.

(iii) Optimal sleep scheduling is necessary in order to
reduce the energy consumption of the nodes and
avoid holes.

(iv) Route selection considers only limited metrics,
which leads to large packet loss and energy con-
sumption which induces trap nodes.

In AUV-assisted UWSN, the predefined path determi-
nation is the critical issue which increases the distance to the
nodes, the energy consumption, and delay in data trans-
mission [15, 16]. On the other hand, the unnecessary sensing
of the sensor nodes increases energy consumption. These are
only limited factors since the forwarder selection mechanism
must consider more criteria. Furthermore, route selection
based on single metric is ineffective in underwater scenarios
[17, 18]. Traditional routing algorithms follow ocean depth-
based routing. This leads to high packet loss due to the void
hole issue. Void hole avoidance and recovery is an emerging
part of UWSN. Furthermore, it occurs frequently in the
sparse node distribution with a limited amount of energy. In
addition, various important issues remain untouched in
UWSN for reducing energy consumption and avoiding
energy hole creation [19, 20]. Table 1 describes the abbre-
viations that we have used throughout the paper:
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TaBLE 1: List of abbreviations.

Abbreviation Expansion

UWSN Underwater wireless sensor network

AUVs Autonomous unmanned vehicles

ReVOHPR Relay-based void hole prevention and repair
protocol

DK2F Dynamic kernel Kalman filter

BiCMO Bicriteria mayfly optimization

EEDG Energy-efficient data gathering

E2R Eligibility ranking

CH Cluster head

LECA Level-based equal clustering algorithm

AEC Energy-efficient clustering

MFO Moth flame optimization

CMDG Cluster-based mobile data gathering

(i) There is no unified protocol for reliable and energy-
efficient data transmission for a specific type of
UWSN.

(ii) Existing protocols focus on one aspect for energy
consumption, i.e., clustering, routing, or void hole
repair. Hence, energy consumption may occur by
other aspects of the issue.

(iii) Current protocols used a single AUV for data
collection, which increases the end-to-end delay of
each sensor, and thus, energy consumption rate is
increased [21, 22].

1.1. Motivation. Figure 1 illustrates the void hole problem in
UWSN. In UWSN, the presence of routing void holes leads
to higher packet loss which makes the data unreliable. The
main cause for routing voids is the higher energy con-
sumption of the sensor nodes in the network, i.e., nodes
which lose energy makes the hole. In this context, there are
two major research problems arise [23-25]:

(i) Most of the works have concentrated on energy-
efficient route selection without deploying AUV in
the network. In this case, the energy consumption
and delay for data transmission is high. Although
these works select optimal route, it fails to transmit
the data in a timely manner since the hole miti-
gation process generally transmits the data in lon-
gest path or backward path.

(ii) In some works, AUVs are deployed to mitigate the
problem of void holes. However, there is an issue in
predicting the trajectory of the AUVs since the
travel length is high. As the trajectory detection
methods use the energy level alone for optimal
positioning to collect the sensor’s data.

(iii) The network is managed with unequal clusters
which imbalances the load among clusters. Thus,
some of the cluster heads suffer form higher energy
consumption while some cluster heads suffer from
lower energy consumption. In general, all under-
water sensor nodes are continuously sensing the
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FiGure 1: Void hole problem in UWSN.

environment, which consumes a lot of energy and
introduces void holes. In the absence of an optimal
sleep scheduling mechanism, the energy con-
sumption will be high and the holes are
unavoidable.

This paper mainly focuses on void hole prevention and
mitigation in underwater wireless sensor networks
(UWSNs). For that, we intend to combine intercluster
routing performance and a relay-assisted void mitigation
mechanism initiated by an AUV according to an optimal
trajectory and a positioning of a suitable relay node for data
transmission continuity. We also prevent the holes by
minimizing overall energy consumption in the network by
introducing multiple mechanism clustering, sleep schedul-
ing. This research work is motivated from the problems
presented in the existing research works.

1.2. Contributions. In this paper, we deeply tackle all the
issues of reducing the energy consumption in UWSN. In
particular, we presented the following contributions to
address the energy consumption and QoS issues:

(i) The level-based equal clustering algorithm (LECA)
is presented that utilizes distance and load criteria.
In each level, equal clusters are formed to avoid
energy consumption. Entropy-based eligibility
ranking (E2R) protocol is presented for CH selec-
tion. Optimal CH is selected in two levels based on
energy, centrality, and success rate which increase
the lifetime of CH.

(ii) To reduce energy consumption, dynamic sleep
scheduling is presented by the dynamic kernel-
based Kalman filter (DK2F) which is proposed. This
considers residual energy, buffer value, and cover-
age rate to make the decision on node status (sleep/
active).

(iii) Optimal route is selected in multiple hops by
considering multiple factors. A virtual graph-based
routing is presented, which uses maximum
matching theory for optimum selection of next
hops. Optimal positioning of relay nodes by the

AUV repairs the voids in the network. Proposed
maximum matching approach chooses optimal
criteria according to the position of AUV.

(iv) The optimal repair position initiated by the AUV by
repositioning relay nodes is computed by the mayfly
optimization algorithm which is proposed and
works upon multiple criteria to find the optimal
trajectory of AUV and the repositioning of relay
nodes. The mayfly algorithm works well in terms of
convergence rate and convergence time.

(v) Overall network follows level-based clustering and
optimal routing, which minimizes the energy
consumption that prevents the holes. Sleep sched-
uling prevents the nodes from dead, which further
prevents the hole.

1.3. Paper Layout. The remaining part of the paper is or-
ganized as follows: Section 2 presents the literature review in
the area of clustering, routing, sleep scheduling, and void
hole detection and repair in UWSN. Section 3 focuses on the
problems that existed previously in void hole avoidance.
Section 4 describes the research methodology, pseudocode,
and algorithms in details. Section 5 illustrates the perfor-
mance of network simulation for the proposed and previous
protocols. Section 6 concludes the paper and presented the
future works.

2. Lietarture Review

An energy-efficient data gathering (EEDG) scheme was
proposed in [26] for the underwater wireless sensor network.
The data transmission is performed in a multihop manner.
At first, the energy consumption is balanced by grouping the
nodes into smaller groups. Furthermore, the forwarder
nodes are selected to gather the data from the subset nodes.
Here, the communication is carried out in a one-hop
manner. Furthermore, a medium access control (MAC)
protocol is utilized to improve collision rate and packet loss.

A fault resilient routing for the underwater wireless
sensor network was presented in [27] for underwater data
transmission. The fault-tolerant routing follows the moth
flame optimization (MFO) algorithm. The data transmission
is carried through AUVs to base stations. Here, the AUV act
as cluster heads that are responsible to collect data from the
sensor nodes. The use of AUVs avoids reclustering and
overloading problems. To overcome the path disjoint issues,
additional mobile nodes are deployed in the network. In this
work, multiple AUVs are deployed to support data for-
warding in the underwater network.

A cluster-based mobile data gathering (CMDG) scheme
was studied in [28] for the large-scale underwater sensor
network. At first, the cluster formation and CH selection
problem is formulated as an optimization problem. In this
work, the AUV tour planning scheme is presented to handle
the sensor mobility. In order to achieve an energy-latency
tradeoft, the travel length is shortened for AUV movement.
A centralized clustering algorithm is proposed to form initial
clusters. Then, the distributed clustering algorithm is



proposed to maintain the formed clusters. This work has two
drawbacks as follows: (1) CH selection is inefficient since it
considers only a minimum number of parameters and (2)
the distributed clustering algorithm exchanges a large
number of control packets, which is ineffective, and the
consumption of higher energy and delay on sensor nodes
due to data transmission.

AUV-assisted energy-efficient clustering (AEC) mech-
anism was presented in [29]. The proposed AEC mechanism
introduces wake-up sleep cycle for the underwater sensor
network. The overall mechanism includes cluster formation,
cluster head nomination, and sleep wake-up scheduling. To
form clusters, virtual sectoring approach is presented. In
each virtual sector, the cluster is formed and a CH is selected.
The CH is selected based on the distance with the cluster
centroid point. Then, the path of AUV is a predefined path.
The predefined path of AUV is inefficient since it consumes
large amount of energy and increases delay. The CH se-
lection was poor due to the estimation of only energy.

Author proposes a cluster-based sleep scheduling
mechanism in UWSN [30]. The overall network is con-
sidered as the 3D underwater sensor network. A 3D partition
unit is considered with a basic cluster structure. All sensor
nodes are in the temporary control of clusters. In each
cluster, sleep-awake scheduling is enabled based on the
remaining energy level. The major goal of this work is to
achieve minimum energy consumption and guarantee
maximum sensing coverage in the network. Cluster for-
mation in performed in a nonoptimal manner which is
inefficient.

In [31], the authors propose a two-stage routing pro-
tocol. The main purpose of this protocol is to enable
communication between not only connected nodes but also
for nonconnected or partially connected nodes so that the
packet delivery rate will be improved. To delay the death of
nodes, an energy threshold method and rerouting scheme is
proposed. Involvement of energy threshold and rerouting
processes improve the connectivity of the network, which
prevents the holes, and preserve resource constraints, for-
warding loops. However, unnecessary sensing of the sensor
nodes increases the energy consumption.

An energy-balanced eflicient and reliable routing (EBER2)
protocol for UWSNs was presented in [32]. Energy balancing
among neighbors and reliability are achieved in EBERR pro-
tocol. The EBERR protocol considers residual energy and
potential forwarding nodes (PFNs) of the forwarder node. The
transmission range is divided into power levels, and the for-
warders can adjust the transmission range adaptively. In order
to suppress the duplicate packets, depth of the nodes is
compared. Forwarder selection is inefficient since it considers
only limited metrics, and also the sensor nodes nearer to the
sink will drain with larger energy due to the transmission of
sensed data from the nodes in the network.

A distance vector-based opportunistic routing (DVOR)
protocol was proposed to address the problem of void re-
gions in the underwater sensor network [33]. The main idea
behind this protocol is to use the depth information for route
selection. The DVOR uses a query-based mechanism to
enable the distance vectors for underwater sensor networks.
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From the distance vectors, each node records the smallest
hop count information towards sink node. Based on this hop
count information, routing is performed. The void hole is
avoided by selecting a route with small distance. When the
network is sparse, then the hop count information will have
a large distance which increases the energy consumption.
Optimal route selection based on single metric is insufficient
to cope with UWSN.

In [34], sink mobility, i.e., AUV, and courier nodes are
deployed in network for data collection, aggregation, and
transmission. The entire network is divided into four sectors.
Both courier nodes and AUV are movable with random
trajectory. In this protocol, routing is fixed and sink mobility
is dynamic. Comparison is made between several existing
protocols and the proposed protocol. However, the mobility
of mobile sink and courier nodes increases energy con-
sumption and decrease the network lifetime. This is a linear
type of network, it does not suit for complex ocean depth
scenarios, and also realistic applications are not adopted
with this protocol. In [35], the authors proposed a new data
collection protocol for QoS provisioning. For that, the
bioinspired routing algorithm is proposed which facilitates
the natural features of the genetic algorithm. Clusters are
formed which provides a highly stable and different size of
clusters for traffic load balancing. The proposed routing
algorithm predicts high stable links as a forwarding node.
This work eliminates the data transmission by the upward
and downward transmission. The main drawback of this
protocol is that it is not aware of node mobility and packet
delivery. In [36], fuzzy clustering is presented, which designs
the fitness function for selecting the CH according to the
distance between the nodes. For cluster formation, the fuzzy
algorithm is used, whereas CHs are selected by the PSO
algorithm. The overall network topology is arranged in a
hierarchical structure, and the comparative analysis is made
between the proposed hybrid (fuzzy and PSO) algorithm
with LEACH and traditional PSO algorithms. This hybrid
protocol has several drawbacks:

(i) Hybrid fuzzy and PSO algorithms consume more
energy by underwater sensors since the computation
of both algorithms is very high. Due to limited
battery issue of underwater sensors, this protocol is
not suited.

(ii) The overall work partially reduces the energy level,
which does not suit risky oceanic applications, and
also, it does not increase the lifespan of the UWSN.

In [37], the void hole alleviation issue is addressed using
enhanced geographic and opportunistic routing protocol in
the harsh underwater WSN. There are three problems, such
as void hole occurrence, higher energy consumption, and
low packet delivery rate that are addressed in this paper.
Furthermore, the network scalability issue is addressed in
this paper. The performance of the proposed protocol is
compared with the geographic and opportunistic routing
with topology control protocol based on depth adjustment as
well as transmission-adjusted neighbor node approaching
distinct algorithms with energy-efficient mate.
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Table 2 shows a comparison summary of various existing
works [28-33] that have studied the main elements of energy
consumption minimization and void hole avoidance and
mitigation in UWSN that address the critical issues related to
clustering, node sleep scheduling, routing, and hole
mitigation.

3. Problem Statement

The purpose of this paper is to investigate the problem of
void hole and repair in multi-AUV-enabled UWSN. This
section summarizes the important issues in current works.

Authors in [38] focus on void hole detection and mit-
igation in an underwater sensor network. For that, two
routing schemes are proposed. The first routing scheme,
called energy-aware scalable reliable and void hole mitiga-
tion routing (ESRVR), intends to avoid holes during route
selection. In that, the two-hop neighbor information is
collected before initiation of route selection. As this scheme
considers two hops, the void hole is avoided in the route
selection itself. The second scheme, namely, cooperative
ESRVR (Co-ESRVR), focuses on mitigating void holes
through backward transmission. The major drawbacks of
this paper are follows:

(i) Two-hop neighbor information alone is insufficient
to avoid holes since the data from the nodes that are
deployed in deep level need to transmit through
multiple hops. Thus, there is a need for gathering
multihop information which is not efficient.

(ii) In the sparse network environment, it is hard to
gather two-hop neighbor information, since it is not
sure that always two-hop nodes will be presented.

(iii) In backward routing energy consumption and delay
is high. That is Co-ESRVR scheme also introduces
multiple holes that need to be mitigated.

(iv) When the network is sparse, or there is a limited
possibility for backward transmission, then the
ESRVR and Co-ESRVR are not feasible.

In [39], the authors propose a game-theoretic approach
for energy-efficient routing in the 3D underwater WSN.
However, game theory approaches have several drawbacks,
which are as follows:

(i) The game played by the nodes is noncooperative.
Thus, the strategy played by the players is unknown
to other nodes. It leads to the same route is selected
by multiple source nodes, which introduces a large
number of collisions. Due to collisions, packet
retransmission count is high. This leads to large
energy consumption.

(ii) The game theory approach has high complexity. In
addition, all players in the forwarding region are
considered (other than neighbors) which makes the
algorithm more complex.

Hence, high complexity in game theory approach re-
quires more energy by sensors and also takes higher pro-
cessing time. In [40], the authors propose an AUV -assisted

data gathering approach to minimize energy consumption in
Smart Ocean. For that, an AUV-assisted data gathering
scheme based on the clustering and matrix completion
(ACMC) method for UWSN is proposed. The drawbacks in
this work are the follows:

(i) The K-means algorithm forms clusters based on
distance value. The formed unequal clusters will
have imbalanced load among clusters. Presence of
an imbalanced load leads to energy consumption in
some regions.

(ii) CH and secondary CH are selected in each cluster.
Here, the cluster center criteria are considered for
CH selection while secondary CH is selected in a
random manner. Thus, CH selection is inefficient as
the selected CH may lose the energy, which becomes
void holes.

(iii) The greedy algorithm-based AUV trajectory only
considers the trajectory length. This means that
nearby position is selected as AUV moving position.
It does not make decisions based on the energy level
of the nodes. If the nodes with low energy are lo-
cated far away from the current AUV position, then
there will be higher energy consumption. The
greedy algorithm has higher time consumption and
complexity.

In [41], the authors proposed an AUV-assisted void
prediction and repair mechanism in the underwater sensor
network. The repair position is calculated by the particle
swarm optimization (PSO) algorithm. In this paper, PSO-
based void prediction causes more issues that are listed as
follows:

(i) Repair position for AUV is computed by PSO,
which traps the solutions into local optima. It leads
to the nonoptimal positioning of AUV.

(ii) Here, the single AUV collects the repair requests
from multiple sensor nodes. And the rules are
predefined. When the number of holes in the
network is large, then the AUV suffers in decision-
making. The AUV could not handle a large amount
of requests from the sensor nodes. Thus, this work is
unable to mitigate the void holes effectively.

(iii) This work only mitigates the void but unable to
prevent the voids due to a lack of optimal clustering
and route selection procedures. The main reason for
holes is high energy consumption. In this work,
energy consumption is high in data collection, data
transmission, and sensing.

Based on the shortcomings and issues cited, we aimed to
design a global solution by introducing an efficient clustering
method on the sensor nodes, an optimal cluster head se-
lection, and also an efficient sleep scheduling method to
avoid the continuous sensing of the sensors to reduce the
overall energy consumption which also decreases the cre-
ation of void holes accordingly, a routing method is also used
to gather and transmit the sensors data between the clusters
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TABLE 2: Summarize the contribution of existing works and comparison between them.

Hole
mitigation

Existing
work

Node sleep

Clustering scheduling

Routing

Key contributions and limitations

(28]

(i) Propose a clustering scheme and a CH selection to gather the sensor
data from each cluster and deploy an AUV with a tour planning
scheme to collect data from CHs.

(ii) Finding a tradeoff between consumption of energy and data
gathering delay.

Limitations: CH selection is ineflicient since it considers only a
minimum number of parameters, and distributed algorithm exchanges
large number of control packets which is ineffective.

(29]

(i) Introduces a wake-sleep cycle for the sensors to reduce their energy
consumption.

(ii) A virtual sectoring approach is presented, cluster is formed, and
CH is selected to reduce energy consumption; the CH data will be
gathered by a predefined path of the AUV.

Limitations: the predefined path of AUV is ineflicient since it
consumes large amount of energy by the CHs to transmit their data
and increases the delay.

(30]

(i) The major goal of this work is to achieve minimum consumption of
energy and guarantee maximum sensing coverage in the network.
Limitations: cluster formation is performed in a nonoptimal manner
which is inefficient.

(31]

(i) The main goal of this protocol is to enable communications between
not only connected nodes but also for nonconnected or partially
connected nodes so that the packet delivery rate will be improved.
(ii) To delay the death of nodes, an energy threshold method and a
rerouting scheme are proposed.

Limitations: unnecessary sensing of the sensor nodes increases the
energy consumption.

(32]

(i) The main goal is to achieve the energy balancing among neighbor
nodes and reliability.

Limitations: during the data transmission process, forwarder selection
is inefficient since it considers only limited metrics.

(33]

(i) The main ideas behind this protocol are to use the depth
information for route selection.

(ii) The void hole is avoided by selecting a route with small distance.
Limitations: when the route is sparse, then the hop count information
will have a large distance, which increases the energy consumption.
Optimal route selection based on a single metric is insufficient to cope
with underwater sensor network.

efficiently, and introducing the use of multi-AUV aims to
detect and repair the creation of the hole according to the
current trajectory position of the AUV to mobile relays that
are used as a replacing part of the failed node and an in-
termediate receiver of the data from the cluster heads to the
AUV, which will be selected and repositioned by the AUV.
By combining all the presented solutions, the decrease of the
overall energy consumption, reducing, detecting, and
repairing of the void holes will be ensured.

4. System Model

4.1. System Overview. In this work, we present an energy-
efficient relay-assisted 3D-UWSN model that absorbs the
surrounding by collecting data and transmitting the infor-
mation in which void hole prevention and mitigation
procedure is focused. The overall 3D-UWSN is constructed
as x;, ¥, z; coordinates, and this 3D network is divided into

multiple levels as Ly, Ly, ..., Ly based on the depth of the
ocean covering shallow water and deepwater areas. Each
level LN is composed of n number of sensors Ly = (1, 1, . . .,
ny).The network model comprises underwater sensor nodes,
sink node, mobile relays, and multiple AUVs. We construct
the network based on multiple levels. In each level, an AUV
is deployed to gather data from the underwater sensor nodes,
and AUVN collects data from Ly level. All the nodes have
the same initial energy E;; and the sensing range Rg. Sensors
can be transmitted into two types as topology information
and event. The size of the event and topology information
packages is M. The network connectivity rate is defined as
the ratio of S which is computed by N (S), (number of
sensors that communicates with the sink node) via single
hop, which means that the sensors can achieve their sensed
data directly to the surface sink that is present in their
coverage range and a multihop communication which
means that the sensors transmit their collected data through
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other sensor nodes by constituting a route to achieve the
data to the final sink and it is computed as follows:

_ N(S)c
=—><.

Sc (1)

When the network connectivity is 1, the network can
obtain the full network connectivity, and all sensors can
communicate with the surface sink with either one-hop or
multihop communication.

The overall process comprises four major phases that are
explained in the following sections. Figure 2 describes the
overall network model.

4.2. Level-Based Equal Cluster Formation. The overall net-
work is segregated into multiple equal clusters based on the
depth of the underwater environment. We propose a new
level-based equal clustering algorithm (LECA). Generally,
the nodes presented in underwater-based sensor networks
are considered resource-constrained (i.e., battery-powered
nodes). The node cannot participate in the network if the
level of energy for that node is drained. Therefore, the se-
lected node should have sufficient energy for transmitting
the data. Thus, E2R considers the node’s residual energy as
another metric. Thereby, the sensor with the more residual
energy has the large possibility to be CH.

4.2.1. Energy Consumption Model. Significant efforts have
been made to address the UWSN’s energy consumption, in
which all nodes in the network are energy constraint (i.e., the
energy sources of the nodes drop by usage). In addition, the
large consumption of energy leads to early dead which
decreases the lifetime of the network. The consumption of
energy for the node n; can be calculated as

E(n;) = Eyge (m;) + z Z w(p) x A(v) x E(n;, p). (2)

veV peP(v)

Assuming the path p € P(v), then the path weight w(p)
is expressed as

Z w(p) =1, (3)

peP(v)

where A (v) denotes the average amount of consumed energy
through the node #; for a time unit regarding the transmission
of data, E (n;, p) denotes the amount of consumed energy only
either in reception pr transmission, and E,y. denotes the av-
erage amount of consumed energy at the idle state by the node
n; per unit time. Regarding the estimated consumption energy
for the node, the node’s lifetime is expressed as

E. .
LT(n) = =",

(%) = Fn) (4)
where E;; denotes the sensor node’s initial energy, which is
initially fed into the node for its network’s participation. The
proposed LECA divides the network environment into
multiple levels as L;,L,,...,L,. In each level, clusters are
formed based on the load level. Then, each cluster performs
entropy-based eligibility ranking (E2R)-based CH selection

protocol to select optimal CH. Here, Tsallis entropy is
utilized to formulate an optimal energy threshold. Upon
threshold value, candidate nodes are filtered by E2R pro-
tocol. The proposed E2R protocol uses residual energy level
R, centrality factor C, and success rate criteria SR..

Algorithm 1 explains the procedure of E2R algorithm-
based cluster formation and CH selection. Involvement of
the E2R algorithm improves the data aggregation process as
well as network QoS performance. Furthermore, involve-
ment of E2R-based data aggregation also helps to minimize
the risk of instability in the network. Generalized Tsallis
entropy is computed by

1 w
To(Py...Py) = —1_q<2p?—1>, (5)
i=1

where g is the logarithmic function. For all sensors in the
network, T (P;...Py) is computed for the number of
given input parameters. Using T, the weight value for CH
selection is implemented as

To = (5,.C)w; X (8,.C,)w, X (85.C5)ws, (6)
where w,, w,, and w; are the weight values for C,, C,, and

C,, respectively.
The CH is selected based on

CHprob = max(Cf prob EREmax’ SRC max)‘ (7)

After CH selection, clusters are formed based on sensor
node’s cost function as

SR (ij) o Eeur@® C())
SRC (max) Ecur (J) Cave

CM(i, j) = > (8)

where E.,, (i) represents the current energy of node i and
E.ur (j) represent the current energy of CH j. Each CH in the
cluster aggregates the sensor data and forwards them to the
AUV. The proposed E2R protocol has O(n) complexity
which is due to the message transmission overhead where n
is the number of sensors. CH announces, join request, and
join response messages are exchanged within the cluster,
which introduces the complexity in cluster.

4.3. Dynamic Sleep Scheduling. In each cluster, a dynamic
sleep scheduling procedure is established in order to reduce
the energy consumption of the sensor nodes by avoiding their
continuous sensing of the environment which causes an
unnecessary energy consumption that leads to void holes. By
taking into consideration different factors on the nodes, the
decision on the nodes status (sleep, awake, and idle) can be
taken effectively. For that, we propose the dynamic kernel
Kalman filter (DK2F) algorithm. In particular, Cauchy kernel
function is used for nonlinear cases. The DK2F algorithm
takes residual energy level R, buffer factor ¢y, and coverage
rate y, to make decision on the node status. The considered
statuses are sleep, active, and transmit. The DK2F is executed
by each node, and the report is sent to the CH. Then, the CH
activates the mode for each node in the cluster. The procedure
for DK2F is described as follows.
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Monitoring
server

i) Residual energ
i) Buffer factor
i) Coverage rate

FiGUre 2: Network model.

Input: S; = {S$;,S,, S5, ..., Sx}s
Output: Number of Clusters (Cluster Formation and CH Selection)
Start
Step 1: §; — REQ
Step 2: if §; — Ry, C¢, SR //higher energy, central value and success rate)
Then
S, — CH;
If (CH; found)
CM; — CH; (based on REP)
End if
End if
Step 3: if CH; — low Ry, C¢, SR,
Then elect another CH
CH; — nearer CH;
End if
Step 4: CH; — SN
End

ALGORITHM 1: E2R protocol.
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Firstly, kernel function is initiated which is defined by

Sy (e) = (9)

1+e* /R
where e is the exponential term between two different
variables, N is the dynamic kernel bandwidth, and § is the
range between 0 and co. DK2F gives the optimum solution
for both linear and nonlinear cases of the model in dynamic
nature. The mathematical formulation of DK2F is described
as follows:

Xr = frXy+Arp

(10)
Y= h Xy + Bp,

where X is the state vector and Y is the observation
measurements at time T. f, and h; represent the state
transition matrix and the observation matrix, respectively.
Ar; and By denote the noise values in observation and
Gaussian noise, respectively. In the probabilistic model, it is
represented as

p(Yr|Xp) = N(YrlhXr,a),
p(XplXr ) = N(YrlfXp,b).

Figure 3 illustrates the dynamic sleep scheduling model.
The assumption and prediction of the underwater sensor
node is illustrated as follows (Algorithm 2):

(11)

(i) Every node in underwater environment follows only
three kinds of states as active, sleep, or transmit. In
active state, sensors are working and listening to the
surrounding events and process the computations.
Besides, it can also possible to switching to the idle
state.

(ii) All sensors can be possible to act as a relaying state
for packet transmission to the near AUV. For that,
each node maintains next hop nodes in the
neighbors list.

(iii) The duration of the active status is exponentially
distributed with mean 1/S. In the active state, the
sensors will sense packets, relay packets, and process
packets. When all nodes are under sleep state, the
CH cannot aggregate or transmit any packets. In
this case, entire cluster putted in OFF state. When at
least one node in an active state, then CH turns into
ON state again. In this case, CH can transmit or
receive packets from cluster members. The actual
and predicted result for the DK2F is indicated in
Figure 4.

Input: Total Cluster Members i
Output: Scheduled Mode
(1) Begin
(2) Initialize i = {s,s,, 53, ..
(3) For each i
(4) Find R, St and y,
(5) List RE ¢y, and y, for each k
(6) Find Dynamic Kernel Values

.} /"sensors in a cluster”/

(7) lf (mf < ERETh&&Cf < Cf(Th)&&Xr < cf(Th))
/*comparison with threshold®/

{
assign sleep mode
else

assign active mode

}
end if

(8) End for
(9) End

4.4. Virtual Graph-Based Routing. Intercluster routing is
performed to improve energy efficiency and delivery rate.
We present a novel Virtual Graph-enabled Maximum
Matching (VirGMM) algorithm. In first step, the virtual
graph is constructed for the CHs. Then, maximum matching
nodes are selected based on dual-criteria as energy criteria
{residual energy level and expected energy consumption}
and load criteria {current load level and expected load level}.
Among maximum matching nodes, optimal forwarder is
selected upon optimum criteria. The criteria are selected
upon the following rules:

{If AUV is presented in Same Level, then Choose
[Delivery Rate Criterial;

Else, Choose [Distance Criteria]}

In this way, data are transmitted to AUV through op-
timal forwarders. Figure 5 describes the virtual graph-based
routing.

To minimize the sensor energy usage in data trans-
mission, virtual graph with maximum matching theory is
applied in which nearest next hop is selected for fast data
transmission without any packet loss. Sensors in active state
sense the event about the environment and then send the
sensed report to the sink node through AUV and next hops.

In this algorithm, bicriteria is used such as R; and ER;
for first criteria and C; and EC; are considered as the second
criteria to find the perfect match. For each node, the con-
nectivity to become maximum match (MM) is derived from
the Bayesian theory as follows:

C(S;(R)IMM) = C(MMls"g({;/I)g/[C)(S"(mf)), (12)
cls(emgung - CHETOEEE,
C(S;(Cp)IMM) =C (MM|SI-CL)C(% (14)

C (S, (EC,)IMM) = C(MMISiECL)C<m (15)

where equation (12) computes the probability of a node S; to
become a next hop based on its R;. Similarly, equations
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FIGURE 3: Dynamic sleep scheduling.

(1) Begin

(3) For each i
(4) Find Ry, ¢f, and y,

{

else

}
end if

(8) End for
(9) End

Input: Total Cluster Members i
Output: Scheduled Mode

(2) Initialize i = {s;,s,,s3, ..

(5) List RE ¢y, and y, for each k

(6) Find Dynamic Kernel Values

(7) if (R <RTh&&ey < ¢ (Th)&&y, < ¢, (Th))
/*comparison with thresholdx/

assign sleep mode

assign active mode

..} /*#sensors in a clusters/

ALGORITHM 2: Member-balanced scheduling.

(13)-(15) compute the probability based on current load and
expected load, respectively. Here, the maximum matched
values are mapped between 0 and 1 range. The source CH
found the MM for all available next hops and sorted the best
set of matches. The set of possible matches by matching
theory is illustrated in Table 3.

4.5. Relay-Assisted Void Hole Repair. During the route se-
lection process when transmitting the data through different
sensor nodes, a VOID hole may appear. Once the void hole is
detected, then the report is generated and sent to the AUV.
Mainly each CH in the cluster aggregates the sensor data and
forwards them to the AUV through an optimal selected route,

and in case a hole is detected during the routing process, the
AUV then takes the optimal decision on the void hole repairing
by selecting an optimal repair position by the relay nodes. In this,
we introduced the novel relay-assisted void hole repair
mechanism (ReVHR). On receiving void requests, the AUV
selects an optimal relay node to repair the hole by replacing the
failed node in the route. The relay node selection is carried
based on AUV trajectory distance factor from the detected
hole. Then, optimal position of the relay is determined by the
bicriteria mayfly optimization (BiCMO) algorithm. The
BiCMO considers the following objective functions:

OF ={Min [m,]&&Min[n, ]}, (16)
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FIGURE 4: Performance plot for DK2F.
FIGURE 5: Virtual graph-based routing.
TaBLE 3: Set of rules for forwarder selection.
R ER; C. EC, Status of node
<0.5 <0.5 <0.5 <0.5 Partially match
<0.5 <0.5 >0.5 >0.5 No match
<0.5 >0.5 <0.5 <0.5 No match
<0.5 >0.5 >0.5 >0.5 No match
>0.5 <0.5 <0.5 <0.5 Highly match
>0.5 <0.5 >0.5 >0.5 Partially match
>0.5 >0.5 <0.5 <0.5 Partially match
>0.5 >0.5 >0.5 >0.5 No match

where my is the moving length and 7, is the number of
holes. The moving distance, number of holes, number of
CHs, and energy level of the region are considered for
repositioning the void holes. Once the relay node is
repositioned, the source CH transmits the data to AUV
through the relay node. In this way, the void hole is
repaired and the data are transmitted to AUV without
loss.

Algorithm 3 describes the pseudocode for mayfly-based
replay selection. The fitness value is computed for each node
by biobjectives. The computational complexity for this

algorithm is O(N), where N denotes the number of un-
derwater sensors.

5. Simulation Results

In this section, the simulation results are presented for the
proposed REVOHPR protocol is evaluated in terms of en-
ergy consumption, packet delivery ratio, and throughput for
effective data transmission and hole detection and repair
mechanisms. In addition, the proposed ReVHR protocol is
compared to similar UWSN protocols such as ESRVR [38],
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Output: Void Repair
Procedure:
(1) Initialize population
(2) For all sensors
(3) Estimate the fitness

Else

End if
(8) End for
(9) End

Input: n nodes’ number

(4) Find the total fitness ( )=(), (2), ...
(5) Compute the node probability
(6) Identification of Relay Node
If (Probability = = High)
Assign Node — VHR//VHR-Void Hole Repair
Alert broad-casted to next relay nodes

Move to next node

ALGORITHM 3: Mayfly-based relay node selection.

ACMC [40], and PSO [41]. The detailed description of the
simulation environment and comparative study is specified
as follows.

5.1. Simulation Setup. The simulation of the proposed vs.
existing protocols for data transmission in UWSN is
implemented using NS3.27. In NS3, AquaSim as shown in
Figure 6 is one of the significant modules for underwater
sensor environment simulation, and besides other modules,
it supports to create the network model. The simulation
parameters used in the proposed REVOHPR model are il-
lustrated in Table 4. The simulation parameters are not
constrained by any limit. The simulation is performed using
the Ubuntu 14.04 LTS operating system with a 32 bit pro-
cessor. Compared to the other simulators, NS3 is a more
flexible tool to simulate clustering, sleep scheduling, inter-
cluster routing, and void hole detection and repair mech-
anism. The procedure for simulation is depicted in Figure 7.
As discussed above, the simulation result is indicated in
Figure 8. The sensor data are collected by the AUV and
transmitted to the onshore sink for further processing.
Figure 9 shows the flowchart of the proposed ReVOHPR
protocol. This step evaluates the performance of the protocol.
At the end of the simulation, graphical plots are drawn by the
simulation result. Our protocol is dynamic and supported for
diverse nature (applications and dynamic range of simulation).

5.2. Application Scenario: Sea Life Monitoring. The proposed
protocol is tested for sea life monitoring. In this case, the
sensors used are suitable for underwater animal monitoring
that is deployed in the ocean and record real-time events
from the environment. Two types of underwater sensors are
used for sea life monitoring, ie., physical sensors and
chemical sensors. Pressure, oxygen, and temperature are the
physical sensors, whereas salinity, turbidity, pH, nitrate,
chlorophyll, and dissolved oxygen are the chemical sensors.

The representation of the sea life monitoring is depicted
in Figure 10. The type of sensors and their purpose is de-
scribed in Table 5. The specification of each sensor is il-
lustrated in Table 6. Ocean climate is changed over a long
period which is hazardous to marine life. For example,
abnormal sea temperatures affect the life of sea animals.

5.3. Comparative Study. In this section, we illustrate the
performance analysis of the proposed and previous proto-
cols in terms of various QoS and energy consumption
metrics as energy consumption, delay, throughput, and
packet delivery ratio (PDR). The previous protocols for data
transmission and void hole repair can be follows: ESRVR
[38], ACMC [40], and PSO [41].

5.3.1. Energy Consumption. Energy is a significant metric in
underwater sensor communications. In the underwater
sensor network, acoustic signals are transmitted in a cy-
lindrical way. Higher energy consumption must be avoided
since it represents the worst performance of the network.
Packet transmission loss between two nodes is the major
reason for higher energy consumption. This transmission
loss t(I) is computed by follows:

t(I) = 10 log%, (17)
2

where R, and R, are the source and destination nodes of the
transmission. Average energy consumption is the sum of
energy consumed by all nodes in the network during idle,
packet transmission, reception, and sensing:

N N N N
E = ZE(TXi)+ ZIE(in)+ZE(Sei)+ ZE(Ii),
i=1 i= i=1 i=1
(18)

where N represents the total number of nodes, Tx; is the
sum of energy for transmission, Rx; is the sum of energy for
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sinksocketaddress.SetPhysicalAddress (sinkdevices.Get(8)->GetAddress());
PacketsocketAddress serversocketaddress;

serversocketaddress.SetPhysicalAddress (serverdevices.Get(8)->GetAddress());

tracewsn w; Lo

w.stTracematrices(nodes,360);

3 AquaSinsSFan. H

onOffHelper app ("ns. acketSocketFactory”, Address (sensorsocketaddress));

app.SetAttribute ("OnTime", Stringvalue ("ns3::ConstantRandomVariable[Constant: 200

app.SetAttribute ("OffTime", Stringvalue ("ns3::ConstantRandomVariable[Constan

app.SetAttribute ("DataRate", DataRatevalue (m_dataRate));

app.SetAttribute (“"PacketSize", UintegerValue (m_packetSize)); R

ApplicationContainer apps; f
std::cout<<"\n All sensor nodes sense the data to transfer (Sensor -- sink ---

for (int sno = ®; sno < (int)SensorNodes.GetN (); ++sno){

apps = app.Install (SensorNodes.Get(sno)); f-600

apps.Start (Seconds (0.5));

apps.Stop (Seconds (5.5));

Typeld psfid = Typeld::LookupByName ("ns3::PacketSocketFactory”); -

Ptr<Socket> sinkSocket = Socket::CreateSocket (SinkNode.Get(®), psfid);

sinkSocket->Bind (sensorsocketaddress);

Ptr<packetSocketClient> client = CreateObject<PacketSocketClient> (); 20 H 289 i ' o . -
client->SetRemote (sensorsocketaddress); y »

SensorNodes.Get (sno)->AddApplication (client); zoom: [0.142 . sSpeed: (1000 I  Time:0.000000s  Snapshot Simulate (F3)
Ptr<PacketSocketServer> sinkasrec = CreateObject<PacketSocketServer> (); e

sinkasrec->SetLocal (sinksocketaddress); —

SinkNode.Get (©)->AddApplication (sinkasrec);}

ApplicationContainer newapps = app.Install (SinkNode.Get(®));

newapps.Start (Seconds (5.25));

newapps.Stop (Seconds (7.25));

Typeld newpsfid = Typeld::LookupByName ("ns3::PacketSocketFactory");
Ptr<Socket> serverSocket = Socket::CreateSocket (ServerNode.Get(8), newpsfid);
serverSocket->Bind (sinksocketaddress);

Ptr<PacketSocketClient> sinkassend = CreateObject<PacketSocketClient> ();
sinkassend->SetRemote (sinksocketaddress);
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FIGURE 6: AquaSim module in NS3 for acoustic communication.

TABLE 4: NS3 simulation parameters.

std::cout<<"we make a communication between the sensor node and server node through the sink node based on the SFAMA protocol\n";
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Parameter Specification
Simulation area 1000 x 1000 x 1000
# of underwater 100
Sensors
# of relay nodes 10
Network parameters # of AUV 3
# of sink 1
Number of clusters 5-7
Simulation time 300 seconds

Modules used and internet

AquaSim, antenna, config store, CSMA, LTE, AODV, mesh, mobility, DSR, flow monitor,

Packet size 512kB
# of packets 20-200
Underwater sensor Packet time interval 100 milli seconds
Data rate 10-20 Mbps
parameters o
Initial energy per
70]
sensor
Transmission range 300m

1000m

800m

Relay node

Cluster head
200m

Level I1I

Cluster
member
Level 1T

Cluster range

Level I

600m
200m x-axis

FIGURE 7: Simulation setup for REVOHPR protocol.
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FIGUre 8: Simulation running in NS3.

Begin
simulation

Define 3D simulation area (x, y, z) and
deploy underwater sensors, relay
nodes, sink node, multi-AUVs

l

Perform clustering and CH selection by E2R
protocol

l

CH collects data and performs
member-balanced sleep Void hole
scheduling by DK2F detection and

|

repair via reply
nodes

l Yes

Perform virtual intercluster
routing via CHs

l

Collected data from all
CHs in the level

Wait for active state

FIGUre 9: Flowchart for REVOHPR protocol.
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FIGURE 10: Sea life monitoring in UWSN.

TABLE 5: Sea life sensors.

Animal type Animal status Suitable sea sensors
Dolphins Below sea surface Active acoustic monitoring sensors
Whales
Seals Frequently near or at sea surface Electro optical imaging sensors
Turtles g Y P sing
Fish . Frequent distinct vocalization Passive acoustic monitoring sensors
Porpoises

TaBLE 6: Underwater sea life monitoring sensors.
Sensors Observed pattern Range Accuracy Power supply Unit
SBE16plus V2 Temperature -5-+30°C +0.0055°C 9-30V °C
GT301 Pressure 0-60 <+0.5% of FRO 24V Bar
SBE16plus V2 Conductivity 0-9 +0.0005 9-30V S/m
OBS-3+ Turbidity Mud: 5000-10,000 mg/L 0.5NTU 15V NTU
PS 2102 pH 0-14pH +0.1 N/A pH
YSI 6025 Chlorophyll 0-400 ug/L 0.1 ug/L 6V ug/L
ISUS V3 Nitrate 0.007-28 mg/L + 0.028 mg/L 6-18V mg/L
SBE 63 Dissolved oxygen 120% 0.1 6-24V mg/L

reception, Se; is the sum of energy consumed in sensing, and
I; is the node at idle state.

Figure 11 represents the sum of energy consumption rate
of ReVOHPR against the previous protocols as ACMC,
ESRVR, and PSO. Mathematical computations and number
of iterations for cluster formation, CH selection, and routing
consider more energy consumption. These processes were
used to reduce the residual energy. The effective selection of
CH and routing by the virtual graph algorithm reduce
overhead in packet transmission. Furthermore, sleep

scheduling idea is used which saves energy and improves the
network lifetime. The graphical plots show that the amount
of energy consumption increases with respect to the number
of nodes. However, network density is the primary factor
that affects the network performance in terms of energy
consumption and QoS. Figure 11 shows the performance of
average energy consumption with respect to the number of
packets per second. Data transmission is performed in a
multihop fashion. When the sensors in the network com-
municate to the surface sink directly by single-hop fashion,
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FiGure 11: Impact of energy consumption.

then the energy consumption rate is higher. In addition,
single-hop and multihop network performance is not similar
in energy consumption rate. Distance between the source to
the sink is higher or lesser in single hop whereas multihop
routing often has a smaller number of relay nodes. In PSO
and ESRVR, packets are transmitted in single hop to the
surface sink. Compared to ACMC, ESRVR, and PSO, the
proposed ReVOHPR consumes minimum energy, i.e., 37%,
42%, and 67%, respectively.

5.3.2. Delay. It is the amount of time required for data
transmission from source (underwater sensor) P to the
destination node (surface) P (p,. In other words, delay is
computed from the generation to the destination reception.
The successful packets are counted up in delay computation.
This is computed as follows:

D= P, - Pp,. (19)

Figure 12 shows the performance of delay with respect to
the number of nodes. The proposed ReVOHPR forwards
packets by CH, and aggregated packets forward to next hop
using the multihop routing algorithm. Ocean depth is the
major element to consider in both clustering and routing.
When the depth of ocean is higher, then the packet col-
lection time is higher. The delay is higher in PSO when it
processes with packets without processing the void hole
detection and prevention. The void management in the
proposed ReVOHPR protocol improves the network data
transmission and improves the node’s presence. Thus, the
delay in packet transmission is eliminated. The PSO-based
algorithm is not sufficient for data transmission. Since, it has
a low convergence rate in the iterations.

The total delay required for data transmission from
source to the destination with respect to the number of
packets is very higher for previous protocols. It is illustrated
in Figure 12. It is computed by several factors as propagation
delay, transmission delay, number of hop counts, and dis-
tance between two nodes. ReVOHPR utilizes the relay-based
void hole prevention and repair. This efficiently helps to
identify the presence of void and handles it precisely. The

increased frequency of void occurrence increases delay when
the number of nodes increases for the lengthy route. The
computational time required in high traffic congestion is
exponential, and it does not suit for event-based data
transmission.

5.3.3. Throughput. It is the positive metric that defines the
amount of packet transmitted in a time. When measuring
the maximum throughput in packet transmission, then the
communication link or network access is reliable. It is
computed as follows:

) (20)

bits\ Sum (N (Sp) * APS)
sec |

Throughput (— T

where N (Sp) is the number of successful packets, APS is the
average packet size, and T'(t) is the total time spend for
packet transmission. The simulation results in Figure 13
show that the performance of the proposed ReVOHPR is
higher than the previous protocols. It is analyzed by both
number of nodes and the number of packets per second.

Due to the less traffic congestion and immediate route
identification from CH to the AUV, throughput for trans-
mitted packets is high. Unfortunately, existing works have
obtained high communication overhead and high traffic
congestion. When network size expands, then the perfor-
mance of throughput is low. Hence, ACMC is not able to
handle the high volume of traffic. ESRVR is suited only when
the network has limited number of nodes and processing
with limited number of communications. In addition, it uses
two-hop information for routing packets. This is insufficient
in achieving higher throughput. A large number of void
holes decrease network performance. In this case, frequent
void hole mitigation is important that degrades network
throughput.

Figure 13 shows the performance throughput with re-
spect to the number of packets processed per second. Relay-
based void hole detection and mitigation addresses and
avoids the multivoid hole prediction. This problem improves
energy efficiency and QoS-based metrics such as throughput,
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FIGURE 13: Impact of throughput.

delay, and PDR. In ACMC, clusters are formed using the
K-means algorithm in which centroid selection must be
optimum and cluster size must be known. Data transfer time
and mode are frequently changed and adapted in the pro-
posed protocol. Hence, we obtained higher throughput than
the previous protocols. We have used the end-to end ap-
proach to improve the network throughput for a longer
period.

5.3.4. PDR. PDRis the packet delivery rate metric analyzed for
every node in the network in data transmission time. It is defined
as the sum of packets successfully received at the destination
node from the source node. It is computed as follows:

_N(P®R)

POR =Gy

(21)
where N (P(R)) is the number of packets received at the

source node and N (P(G)) is the number of packets gen-
erated at the source node.

Figure 14 shows the simulation results for the PDR with
respect to the number of nodes and number of packets
processed per second. The plot of PDR in ReVOHPR in-
creases when the network density increases. Optimum relay
selection for routing packets from source CH to the desti-
nation CH improves the PDR, and also a number of void
holes are detected and mitigated in the proposed protocol.
The existing protocol, i.e., ACMC, uses simple void handling
procedure that failed since single metric is considered for void
hole detection. On behalf of void hole mitigation, packets
transmitted to the next hop are guaranteed, and also it ensures
the packet delivery. When void hole is determined, then relay
node is near to use as a replacing part, and in contrast, a
previous protocol such as PSO and ESRVR does not fit for
robust data transmission. In PSO, two-level CHs are elected
which increases overhead in data transmission. Furthermore,
in PSO, void hole prediction consumes more processing and
hence packet losses are very high whereas ESRVR uses two
hops for data transmission. The selection for two hops is not
reliable in this work. Hence, PDR is very lower.
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5.4. Results and Discussion. Based on the simulation results
of the proposed REVOHPR protocol with the previous
protocols, it is concluded that the REVOHPR offers various
benefits. Due to the development of a new protocol for data
transmission and void hole mitigation in UWSN, the
number of active nodes rate increases, where the dead node
count is reduced. The minimization of the overall energy
consumption and the improvement of the overall QoS in the
proposed REVOHPR is achieved due to the following set of
processes implemented.

(i) Cluster formation and optimum CH selection by
E2R protocol that improves these processes and
avoids frequent cluster formation by considering
the centrality factor and success rate of each node.
By this method 37% of energy consumption is
reduced.

(ii) Void hole repair algorithm addresses the packet
dropping issues and also eliminates the packet
retransmission.

(iii) Virtual graph construction process reduces the
complexity, which increases the lifetime of network
than the previous protocols.

6. Conclusion

In this paper, the void hole problem is addressed for energy
consumption reduction. For this purpose, ReVOHPR pro-
tocol is proposed which deals with the four processes, the
level-based clustering in which E2R protocol is presented for
stable CH selection. Then, dynamic sleep scheduling
mechanism is considering to improve the lifetime of a
network which is dynamic by implementing the DK2F al-
gorithm. The virtual graph-based routing algorithm is
presented for data transmission in which virtual route is
established between the source CH and the destination. To
avoid data transmission delay, multiple AUVs deployed to
gather data packets. Finally, relay-assisted void hole detec-
tion and repair is presented which eliminates the multiple
void hole problems for a longer period. Our simulation

results show that the proposed ReVOHPR protocol exceeds
the performance than baseline protocols as ESRVR, ACMC,
and PSO in terms of energy consumption, packet delivery
ratio, throughput, and delay.

In the future, we planned to focus on the security aspect
of data transmission to avoid threats in UWSN. In this case,
varjous attacks in UWSN are detected and mitigated to
further reduce the energy consumption and improve the
QoS [42-44].
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