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Blockchain technology is recognised as being a key focus when it comes to modern-day studies and interest on a global scale, with
the new block of transactions responsible for the continued growth and expansion of a distributed ledger that details transactional
data, complete with immutable and veri�able structures. A greater degree of transparency, privacy, security, and traceability is
provided by blockchain when a comparison is drawn with more conventional strategies. As a result of its secure and more
progressive elements, blockchain is applied in a number of di�erent arenas, including digital transactions, education, the
healthcare industry, the Internet of�ings (IoT), trade �nance, and the training sector. Importantly, a notable e�ect on all applied
�elds has been witnessed as a result of blockchain technology, with data and transactional reliability, as well as privacy, recognised
as the most important aspects when it comes to data-sharing in the training arena speci�cally. Very few models and frameworks
are aligned with the guidelines put forth in this sector; as such, this report seeks to consider the pressing need to determine a model
and framework to facilitate the sharing of data between training providers in line with the IoT.�is study, therefore, centres on the
creation of a blockchainmodel, with the creation of a sole recognition system for professionals seen to be advantageous for all such
providers, speci�cally in the mind of providing a greater degree of clarity and simpli�cation to the system in line with the IoT.�e
suggested model is focused on a number of di�erent elements that have been identi�ed as a result of studied theories, with
consideration of the three di�erent standpoints and professional assessments of 16 unique items.

1. Introduction

Blockchain and IoT technology development have together
been the focus of much attention from a number of di�erent
areas [1], with blockchain recognised as an innovative
technology [2] that has been steadily improving and in-
creasing in recognition during recent years [31]. Blockchain
is recognised in line with its decentralisation, high credi-
bility, high security, programmability [3], and traceability
[4], with true data information expected to be highlighted
[5], training provider and user trust to be enhanced, issues
pertaining to slow, di�cult, and secure relationships to be
overcome and e�ciency improvements to be witnessed [34].
At a physical level, the exchange of data between two in-
dividuals may occur without any third party being involved
[4], with such a transaction referred to as a peer-to-peer
transaction [33]. At the digital level, however, data exchange

are seen to involve a third party [5], such as a government
entity, as an example [32].

�e interest in blockchain technology, as a distributed
ledger [6], is known to have increased in recent years as a
result of a number of di�erent elements [35]. During the
beginning of the twenty-�rst century [7, 8], for example,
blockchain technology became known for its capability to
facilitate the use of cryptocurrencies, such as Bitcoin
[36–38]. Blockchain, as a concept, was �rst detailed in 1991,
with this technology recreated by Satoshi Nakamoto [7–9]
with the introduction of the �rst blockchain-based cryp-
tocurrency (Bitcoin) [45–47]. When it comes to the way in
which blockchain is de�ned, it is recognised as a ledger of
decentralised data, which bene�ts from secure sharing [10].
�is particular technology facilitates a collective group of
di�erent users to participate in data [9]. When it comes to
blockchain cloud services, a number of di�erent sources’
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transactional data may be effortlessly gathered, combined,
and shared, with data being broken down into different
blocks, which are chained together—all with unique iden-
tification codes [8–11], notably in the form of cryptographic
hashes—which are then shared. Such technology maintains
the integrity of data with an individual source of truth,
eradicating the duplication of data and thereby enhancing
security as a whole [37–39].

Blockchain technology is believed to be the next big
thing, with transaction accountability [10], data transpar-
ency [40], nonintermediary transactions, and data sym-
metry—all elements that are viewed as promising and
valuable [41]. Educational systems and the training sector
are viewed as being well-positioned to benefit from such a
technology [12], with many transformations expected [44].
Furthermore, blockchain could have significant effects when
it comes to data analytics [13], trust [14], and a number of
other arenas [42, 43].

During the past ten years, blockchain technology has
emerged, garnering a great deal of interest in both educa-
tional [6] and training arenas [15], with the majority of
employers utilising external training entities to deliver
training for lower-level staff [45]. &ere are two key types of
training entities [7], namely independent providers and
further education colleges, both of which could fall into
voluntary [16], private, or public sectors [46].

When it comes to training entities that provide lower-
level staff, such as apprentices, with qualifications, some are
known to be in receipt of government funding through
partnerships with skills agencies [17], whereby some training
might be provided through subcontracting agreements with
other businesses [48, 49]. Each training provider is seen to be
responsible for delivering varied employer-focused support,
such as the following:

(i) Training initiatives that direct attention to the needs
of the apprentice;

(ii) establishing the most appropriate apprenticeship in
line with organisational needs;

(iii) hiring an apprentice;
(iv) authenticating user validation systems;
(v) examining and checking apprentice progress and

accordingly providing feedback; and
(vi) delivering training that supports apprentices in

terms of knowledge and other learning.

In the main, training providers commonly save such
information for employers [18] and other users without
involving themselves in data-sharing from one training
provider to the next [32], notably through the use of
technology, such as IoT [40–47].

&ere has been much expansion when it comes to IoT
development [18], with a third wave witnessed [47, 48]. &e
most important of all IoT elements is intelligence, which
links different elements to uniquely establish and manage
data [20], and accordingly realise intelligent management,
with the mind of enhancing accessibility, efficiency, and
usability [48–50]. IoT technology is centred on achieving

Internet expansion, with innovations and developments able
to be made in terms of information- and data-sharing,
meaning that training providers can gather what is needed
[19, 20], with emphasis on doing so both directly and se-
curely [50, 51]. Accordingly, data-sharing may be achieved
with the IoT and blockchain in combination. Importantly,
there are many IoT devices implemented in mind for
reporting [21] and controlling environmental changes [45],
facilitating data-sharing, preventing risks, and creating a
number of advantageous services [52]. Nonetheless, such
advantages could ultimately create issues in line with a
number of different privacies [22] and security concerns
[49, 50]. In more recent years, blockchain has been seen to be
a developing technology that is able to fulfil a number of
different use cases beyond cryptocurrency, such as IoT in-
tegration with blockchain adoption; however, further re-
search is required in line with resource-limited IoT devices
[20–22] and ledger-based blockchain protocol design [52].
Nonetheless, such works have not provided a comprehensive
formula on how blockchain frameworks can be designed
with the mind of sharing data between government estab-
lishments [21], specifically training providers [51–53].

&e question underpinning the research is centred on
establishing a conceptual model, which may be answered by
examining all present system frameworks and articles on the
theoretical blockchain framework for data sharing between
training providers based on the Internet of things. Ac-
cordingly, the question at the core of the study is as follows:

RQ: What model may be applied to provide conceptual
guidance when it comes to the creation of the block-
chain framework for data sharing between training
providers based on the Internet of things?
In mind of answering the above question, two sub-
questions have been devised:
RQ1: How may a suggested model be defined?&is will
be answered in Section 3.
RQ2: Howmay the suggested model be measured?&is
will be answered in Section 4.

&is report is broken down into five different sections, as
follows: Section 2 provides a literature review pertaining to
the area in question; Section 3 then provides a critical review
and comparison concerning present models, with varying
criteria and chosen elements and further highlights how the
framework is proposed in line with the various attributes
pertaining to the study area. Subsequently, Section 4
showcases the way in which assessment stages are developed
and applied in mind of measuring alignment on the different
aspects of the suggested model, as well as an expert eval-
uation. Lastly, Section 5 presents a conclusion and answers
to the research question.

2. Related Work

Blockchain technology is receiving much focus as a result of
its key benefits, notably concerning trust [2–8], transpar-
ency, and decentralisation [52–54]. It is known that the
distributed network has a decentralised framework, with the
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ledger determined [5–7]and maintained by network nodes,
with trust easily attained without any third-party involve-
ment [53–55]. In the blockchain, trust is essentially ensured
by a number of different components within the blockchain
[8], all of which are visible to all nodes and the public,
thereby attaining transparency [56]. Upon the publication of
a block to the blockchain, it then cannot be removed, nor can
it be modified [9–11], which ultimately attains non-
repudiation, which is 10 ecognized as being the last element
of the blockchain [55–57].

When it comes to a clear definition, a blockchain may be
recognised as a distributed database facilitating its users [11],
i.e., blockchain nodes, to store and share data as blocks, both
securely and in real times [54–58]. All blocks are linked to
the preceding block, thereby creating a chain. Blockchain is
accordingly devised from numerous blocks, each of which
contains data needing to be stored, comprising a hash
(notably a unique code identifying the data held within the
block), and a hash record pertaining to the chain’s previous
block (see Figure 1) [12–14]. Should any of the blocks be the
subject of any interference, whether on the block fingerprint
or has, all subsequent chain blocks are notified of the
tampering, with the hash of the block being tampered with
no longer matching previous records. &rough this ap-
proach to linking, tampering becomes near impossible
[52–59].

As detailed in Figure 2 and Table 1 below, a number of
different elements are identifiable in blockchains, though
these differ from one type of blockchain to the next.

2.1. Public Blockchains. Permissionless in nature, public
blockchains are completely decentralised [23] and allow
anyone to join [54–60]. Such blockchains provide all
blockchain nodes with equal rights when it comes to access
[61], creation, and validation, with access restrictions not in

place [23, 24]. Furthermore, owing to its decentralised
structure, no single node controls the network [25], with a
secure network provided as a result of the data not being
modifiable upon network publication, which reduces the
risk of a 51% attack [55–59].

When it comes to consensus mechanism, public
blockchains tend to align with proof of stake (PoS) and proof
of work (PoW), with public blockchain improving trust
overall owing to the public distribution of data in the
network [61], meaning the modification of data is almost
impossible, as is application protection from developers
[23–25]. &is provides various benefits with low costs, with
Bitcoin providing savings when contrasted alongside central
party-dependent systems [26]. Nonetheless, there are a
number of drawbacks to this type of blockchain, specifically
when it comes to the system’s computational power [60–62].
&us far, the main use of public blockchains pertains to the
exchange and mining of cryptocurrency, with miners es-
sentially adopting the role of an innovative form of bank
teller, with miners receiving a fee for their efforts.

2.2. Private Blockchains. Sometimes referred to as permis-
sioned or managed blockchains [23], private blockchains are
managed by an individual entity [25], with a node able to
adopt the role of central authority [60–63].

Private blockchains are created and managed by par-
ticular businesses when it comes to their requirements and
may be recognised as an additional layer of security that
achieves access abilities by facilitating particular actions by
different identifiable members [24–26]. &is particular form
of blockchain is not as widely utilised as the public one,
although it is the preference when it comes to individuals in
need of privacy, security, and a particular identity system
[25]. Such a blockchain provides a greater degree of network
control flexibility, with greater levels of accountability and
fewer network delays when contrasted alongside the public
blockchain [53–64].

Furthermore, when it comes to decentralisation, private
blockchains are only partly decentralised, owing to the fact
that public access is limited [26, 27]. Business-to-business
virtual currency exchange, such as that of Ripple, as an
example, is a private blockchain, which may be recognised as
an umbrella project of open-source blockchain applications
[64, 65]. However, both private and public blockchains are
seen to have pros and cons, which has therefore encouraged
the introduction of the consortium [27] and hybrid
blockchains as a means of overcoming the various disad-
vantages [65].

2.3. Consortium Blockchains. &e consortium blockchain is
seen to be partially decentralised and recognised as a middle-
ground between private [23] and public blockchain [26],
bringing together the advantages of both, although con-
sortium blockchain may be recognised at the consensus level
[65–67]. Essentially, this system is not so open that blocks
can be published and validated by anyone [25], nor can
blockchain procedures only be appointed by one individual
[66, 67].

Block 1

Hash 123
Previous hash 456

Block 2

Hash 567
Previous hash 123

Block 3

Hash 980
Previous hash 567

Figure 1: Blockchain components.
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Generally speaking, consortium blockchains are defined
as permissioned blockchains that are overseen by a number
of different entities, which therefore benefit from a greater
degree of decentralisation when compared against private
blockchains [67], as well as more security [24–27]. None-
theless, the process of establishing consortiums can be
difficult owing to the need to have cooperation between
different entities [27], which therefore means a number of
different challenges, in addition to possible risks when it
comes to trust and security [26].

2.4.HybridBlockchains. &is type of blockchain is seen to be
controlled by one entity [65], but with the presence of su-
pervision from the public blockchain; this is seen to be
necessary when it comes to completing different transaction
validations using various new technologies, such as the IoT
[23–27]. An example of this type of blockchain would be the
model suggested in Section 3.

&e IoT is recognised as a modern technology that
comprises smart objects, which further encompass physical
mechanisms [78], such as actuators and sensors charged
with determining the object’s internal state, or the external
setting [18] and accordingly carrying out various actions in
line with the gathered information [67, 68]. &e information
the sensors generate may undergo subsequent processing
[73], with actions then determined after [18, 19]. Such smart
objects also comprise software [20], which is embedded into
them in the mind of controlling various elements and events
[70]. In line with the paper issued by Statista [1], IoT-
connected devices are predicted to amount to 75 million by
2025, with the IoT model bringing together the pros of
autonomic computing, advances in communication

technologies, cloud computing, edge computing, fog com-
puting, wireless body area networks (WBANs) [69], and
sensors in such a way so as to create new opportunities in a
number of different arenas. Some such arenas that may be
affected by IoT developments are, as previously highlighted,
training and education [20–28]. Despite being in its infancy,
IoT and smart technologies are becoming more and more
transactional in such sectors.

Without question, both IoT and blockchain are capable
and valuable technologies [20], with both widely utilised and
highly appraised in both public and industry sectors [70].
One of the most valuable elements of blockchain is that data
are entirely decentralised, which is hugely advantageous
when it comes to the ability to eradicate the presence of a
strong central authority [21], with control then given back to
the individual user [71]. Moreover, when it comes to the
sharing of data, blockchain technology provides a number of
key advantages, such as in regards to accessibility [74], ef-
fectiveness, privacy, and security [20–22]. Moreover, it is
used to monitor data quality, quantity [22] and validation,
amongst other elements [77]. &is provides a greater degree
of transparency from which the training sector can benefit,
as shown in the following diagram [21]: See Figure 3.

3. The Proposed Blockchain Framework for
Data-Sharing between Training Providers
Based on the Internet of Things

Although blockchain may be recognised as revolutionary,
views may not be consistent [14]. A number of establishment
supporters, investors, and developers, for example, could
view blockchain as providing the propensity to achieve a

Public
Blockchain 

Private
Blockchain Consortium Blockchain Hybrid Blockchain

No central authority Controlled by one
authority with a level of
oversight performed by
the public blockchain

Controlled by one
authority

Controlled by a group

Figure 2: Different types of blockchain structure.

Table 1: Blockchain different elements.

Types Public Private Consortium Hybrid
Network Open Closed Organization Organization
Access Free DLT authority Group Mixed
Permission No On On Restriction
Ledgers Shared Shared Shared Mixed
Transparency Full Full Full Semi
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hegemonic shift in economic and societal structures [10],
thereby releasing individuals from continuous surveillance
and state control [72]. On the other hand, others might
adopt a different view [11], considering technology to be
more of an innovative driver and high-value approach to
attaining a competitive edge [70]. In addition, regulators
could potentially perceive a lack of control [9], with criminal
activity, therefore, being possible [13], such as in the cases of
terrorist financing and money laundering [69]. All view-
points, however, provide valuable insight and areas for
consideration [12, 13], especially when one contemplates the
issues surrounding privacy, as presented by blockchain
[65–68]. It is important to recognise that blockchain ledgers
house a wealth of data that could ultimately increase cor-
porate accountability [8–14]; however, the need for cen-
tralised governance and supervision is eradicated, meaning
there is a wealth of opportunities when it comes to digital
and physical systems and the anonymity of such [73].

As an additional consideration, however, blockchain
systems are able to transform a number of different facets of
the training and educational arena [15], with progression
away from more centrally secured networks and closer to
more decentralised structures [22] viewed as being one of the
most radical and ground-breaking elements of technology
[62–64]. &is degree of decentralisation is based on the view
that all nodes are provided with equal access to network data;
therefore, any additional potential for oversight could have
notable consequences, with the propensity to associate an
individual with a transaction opening the door to analysis
[17–22]. In other words, decentralisation and privacy are
therefore closely aligned when it comes to blockchain sys-
tems [73].

When it comes to the transference of data and infor-
mation between devices, in the conventional IoT setting, a
cloud-server structure is applied, with data sent to the cloud
and accordingly processed back to IoT devices. In order to
overcome the potential problems of scalability, a key solu-
tion for the scalable environment has been provided by the
blockchain. IoT devices are seen to be autonomous and
secure, with such information shared in mind of particular

needs, which cannot be overridden in mind of making illegal
use of confidential data. Such blockchain models can ulti-
mately enhance IoT-based smart objects, autonomy, and
security by combining with trust-centred protection devices.
&e following Figures 4 and 5 highlight the individual stages
of the suggested framework for the sharing of data between
providers of training, in line with the IoT.

Importantly, all records and data pertaining to trainers,
as gathered from separate servers, are connected by the
blockchain, as can be seen in Figure 5. As the ultimate
considerations, privacy, and security are prioritised in the
smart environment, where data are shared through the use
of sensors. &e IoT is positioned to link a significantly large
number of smart devices, including IDs, RFIDs, sensors, and
various smart appliances [75]. Moreover, a number of dif-
ferent IT applications have been encouraged to share data,
notably through radio frequency and sensor network in-
novations, with such automation comprising the feature of
intelligent devices and appliances that apply both wired and
wireless technologies and software to enable the unified
incorporation of training and education systems [76].

&e suggested model will facilitate training providers in
sharing data pertaining to the trainee, providing significant
privacy and high security concerning the data of the training,
complete with access to the learning, and development plat-
forms delivered by providers.&e key vision is concernedwith
improving the profession and its status overall, such as by
providing agencies and those operating within the public
domain with the confidence needed to use the suggested
framework. Suchdevicesmaybeable toprovideenhancements
when it comes to user authentication connections, which
ultimately depend on the communication between cyber and
physical components in the creation of data and, as a result,
information. &e data that are gathered may subsequently be
transmitted, collected, and accordingly examined to enhance
decision-making and ultimately improve upon any ineffi-
ciencies, notably through ensuring accuracy, availability, in-
teroperability, security, and trust [1–22]. See Figure 6

&e different elements of the suggested model are
gathered from previous works, books, papers, conference

Blockchain
Technology

Agencies

User

Government

Valid training provider

Valid certificate
Data collection and

analytics

Validated training policies,

rules, and regulation

User authentication

Cloud

IoT
Server

Figure 3: Sharing data using blockchain and IoT in the training sector.
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papers, and journals pertaining to the blockchain [52–68].
&ere are a number of different reports on particular
blockchain applications in a number of different areas, all of
which offer insight into technical considerations, such as

blockchain consensus protocols [22], the educational and
training sectors [28], security issues [32], and the Internet of
&ings [45]. &e suggested model is centred on the key
characteristics garnered from such perspectives. &e model

Agencies

User

Government
IoT Server

Block 1 Block 2

Block 3Block 4

User
ApplicationTP 1

Data
Storge

Record

Server
Training Provider 1

Server
Training Provider 2

Server
Training Provider 3

TP 2
Data Storge

Record

IoT Devices

SensorGateway

RFIDReader

TP 3
Data

Storge
Record

Blockchain

Cloud

Figure 5: Structure of the suggested framework.

The Trainer registers
for the User (Trainee)
public address or
trainee wallet.

The Trainer studies
course at Training
Provider A“ Institute
A”

Certificate is created
and pushed onto
trainer’s Blockchain
address. Transaction
ID is created and
given to the trainer.

The Trainer studies
another course at
Training Provider B
“Institute B”

another certificate is
created and pushed
onto trainer’s
Blockchain address.
Transaction ID is
created and given to
the trainer.

Each training
provider can access
the cloud to check the
trainer authentication
tools.

The Trainer can login
to his/her account and
see the transaction ID
for every
certificates.

The Trainer can allow
any agencies or
institutes to access
his/her account to
check all
certificates.

ano

Figure 4: Steps of the proposed framework.
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enabled the formulation of all elements that are concerned
with the researched theories of such perspectives. As a result,
professional assessments have been adopted in order to
assess the elements of the model.

Such an examination has facilitated the development of
the model. Following the finalisation of an extensive ex-
amination of the theories available in the relevant arena, the
below figures detail a total of 16 characteristics that have
been selected in mind for creating a blockchain model for
the sharing of data between different providers based on IoT.
A greater degree of examination into such elements will be
carried out in Section 4 with the objective to determine the
most significant of attributes for inclusion in the model.

As is evident from the above figure, the key attribute of
the model has been categorized in line with the three per-
spectives under examination, notably

(i) Blockchain encompasses 6 attributes, namely access
control [15–18], accuracy [4–7], availability [17, 18],
immutability [45, 46], interoperability [70–72], and
tamper proofing [11–14].

(ii) Training provider encompasses 5 attributes, namely
confidentiality [5–8], data integrity [33, 34], effec-
tiveness [47, 48], privacy, and security [5–7].

(iii) IoT encompasses 5 attributes, namely communi-
cation [8–10], devices, identification [43–45], lo-
calization and tracking [9–12], and sensors and
actuators [19–22].

4. Validating End Assessment of the
Suggested Model

Validity is focused on the degree of alignment between an
instrument and a concept, with validating recognised as a
critical stage, particularly upon the creation or introduction
of a new measure, where no existing measure exists that
operationalises the concept [12]. &e model assessment is
carried out with the application of a realistic assessment
method, which depends on professional groups progressing

through various stages, as detailed in Figure 7. Realistic
assessment is valuable when it comes to validating a model
with consideration directed toward the sources and verifiers
of the data, not only for issues of recognised importance but
also in regard to more debatable concerns.

&e model assessment seeks to analyse the patterns of
inter-rater alignment between content experts pertaining to
the various elements of the suggested model. A number of
professionals were asked to provide their insights con-
cerning the value of each of the elements, with consideration
directed toward varying standpoints. When it comes to
analysing the viewpoints of the professionals, it is considered
critical that software be used, which facilitates the perfor-
mance of data manipulations, in addition to the identifi-
cation of various elements viewed as critical to establishing
the value of various elements present in the proposed model.
It is important to emphasise that, throughout this particulate
step, SPSS was applied.

Subsequent to the introduction of the list of items
pertaining to all aspects of the suggested model, which
notably details 6 items from blockchain, 5 training provider
elements, and 5 from IoT, all items were given a short
explanation concerned with establishing scope andmeaning.
As a result, each of the items can then be properly appre-
ciated and understood in regard to all dimensions. &e
questionnaire was created with the goal of measuring the
degree of agreement between the professionals, with various
questions posed involving items and their respective items.
&e questionnaire was published online, with the analysis
carried out in line with a measurement centred on achieving
a score on a 4-point scale. Importantly, on the scale, 1 was
seen to represent ‘Not Important’, whereas 4 was ‘Very
Important’. &rough the application of the SPSS software,
the average opinion was identified, with the overall average
for all aspects then reviewed and examined. See Figure 8

&e questionnaire was made available online in March
2022. A total of 60 experts were given access to the ques-
tionnaire, with an explanation pertaining to why the
questionnaire was being carried out, as well as why the

Internet of Things
requirements

Training Providers
requirements

Blockchain
requirements

Data Sharing requirements

Accuracy

Immutability

Availability

Tamper proofing

Access Control

Interoperability

Confidentiality

Privacy

Effectiveness

Data Integrity

Security

Localization and
Tracking

Communication

Sensors and
Actuators

Identification

Devices

Figure 6: &e proposed framework.
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experts in question had been invited to participate. Fur-
thermore, the questionnaire’s objective and purpose were
also detailed, in addition to an assurance of data
confidentiality.

A total of 33 of the 60 experts invited completed the
questionnaire. A total of 10 of the 33 participants were
blockchain experts, who were asked to rate the importance

of 6 items. A total of 12 of the 33 participants were training
providers, who were asked to rank the importance of 5 items.
Finally, 11 of the 33 participants were IoTexperts, who were
asked to rank the importance of 5 items. &is can be seen
displayed in Figure 9.

With the application of the SPSS software, there was the
completion of data screening with the goal of ensuring any

Identify
perspectives 

and
components

Design the
questions

Solicit
expert

participation

Obtain
evidence

Figure 7: Four steps for validating end assessments of the suggested model.

1 2.49

2.50 4.00

Not
Important Important

1.75

3.25

Figure 8: Measured in line with a 4-point scale.

The main area
of experience

Start

Evaluate 6
Blockchain items

Evaluate 5
Training items

Evaluate 5
IoT items

End

Blockchain Expert Internet of Things Expert

Training Expert

Figure 9: Evaluation attributes using professionals’ assessment.
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missing data were identified and reverse coding was checked.
No items were found to be missing and/or reverse-coded.

Table 2 below provides a summarized overview of the
results of the descriptive statistics, in addition to the findings
of one of the sample t-tests, which are concerned with
establishing whether or not the population mean (μ) may be
seen to be equal to a hypothesized value (μ 0). In order to
draw a conclusion, the significance level, α (alpha), with a
typical value of 0.05, is selected. Accordingly:

(i) if Sig. (for each item) is less than or equal to α, H0 is
rejected; or

(ii) if Sig. (for each item) is greater than α, H1 is rejected.

Table 1 provides the evaluation results. It is apparent that
the significance value (Sig.) for all items is recognised as
being below 0.05 p< 0.05; this means the null hypothesis
(H0) is rejected, with the alternative hypothesis (H1) ac-
cepted for all items. Moreover, when it comes to the mean of
all times, this is seen to be significantly greater than 2.49;
therefore, in the suggested model, all items are seen to be
important.

5. Conclusion

&e fourth wave of evolution is being witnessed across
blockchain and IoT technologies, both of which are viewed
as being critical when it comes to enhancing the sharing of
data in real time and with end-to-end traceability mecha-
nisms [30]. &e apparent variety when it comes to the way in
which blockchains are implementedmay be seen to be owing
to its ability to create decentralised [8–13] and trustless
transaction environments [63, 64]. In this regard, block-
chains are able to manage critical problems, including data-
sharing and automated claim authentication, with the
training and education sector seen to be the perfect domain
for the adoption of blockchain technology. Importantly,
such technology facilities students and trainers in main-
taining personal data and accordingly establishing parties
for sharing and receiving data, thereby determining data

ownership and sharing issues. Moreover, recorded data may
also be combined, changed, shared safely, and gathered by
the relevant entities with the application of consensus
protocols or IoT. &is is a key advantage when it comes to
this technology and its use within the education and training
arena, with current processes and strategies requiring third-
party involvement for data storage.

&is particular research has been carried out with the
mind of gaining insight into the blockchain model for the
sharing of data across the training arena. In order to satisfy
this goal, this study has created a theoretical blockchain
model for the sharing of data between training providers, in
line with the IoT, which is authenticated and recognised as
able to establish the success of this model. Furthermore, it
presents the approaches, strategies, and analyses of pro-
fessionals’ assessments when it comes to the individual el-
ements of the suggested model.

&e findings suggest much significance to the profes-
sionals’ conformity pertaining to the elements of the sug-
gested model. Accordingly, such results provide evidence
that the suggested model is centred on sound theoretical
underpinnings from studies in regard to all three research
perspectives. [29, 77, 78].
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