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Unmanned aerial vehicle (UAV) has the advantages of flexibility, strong controllability, and easy deployment. It provides wireless
communication with low delay and high throughput. However, under the background of the increasing shortage of spectrum
resources, the frequency band resources of UAV systems are tight, resulting in increasingly serious co-channel interference
between services, and the communication quality cannot be effectively guaranteed. +erefore, it is very important to evaluate the
co-channel interference of UAV system and improve its spectral efficiency. +is paper introduces the interference model for the
research and analysis of the frequent coexistence of UAV and connected vehicles WLAN system and applies the model to evaluate
the co-channel interference of UAV in the ISM frequency band of 2.4GHz.+e actual receiver filter is modeled and analyzed, the
FDR mathematical expression for changing the protection band is derived, and two UAV interference signal waveforms, cyclic
prefix orthogonal frequency division multiplexing waveform and windowed orthogonal frequency division multiplexing
waveform, are proposed to effectively improve the utilization of frequency resources. After simulation, the interference of the
interfered connected vehiclesWLAN system is calculated and compared with the relevant service interference threshold standards
issued by the International Telecommunication Union. To ensure that the UAV will not interfere with the connected vehicles
WLAN system in the ISM frequency band of 2.4GHz, the protection height of the UAV system in China is 6.2 km.

1. Introduction

In recent years, the UAV communication system is popular
in the field of wireless communication because of its flex-
ibility, strong controllability, and easy deployment [1]. To lay
the foundation for the era of “UAV Internet”, UAV com-
munication must support ubiquitous coverage, low delay,
high reliability, and high throughput to realize the safe
operation of UAV [2]. Compared with ground communi-
cation, since multipath and obstacles are mainly NLOS
transmission, UAV communication can flexibly deploy
UAVs according to the actual geographical location.
+rough LOS transmission, the path loss can be availably
reduced, and the system communication performance can

be extremely improved [3]. However, under the background
of the increasing shortage of spectrum resources, the fre-
quency band resources of UAV networks are tight, resulting
in increasingly serious co-channel interference between
services, and the communication quality cannot be effec-
tively guaranteed [4]. In terms of the allocation and use of
UAV spectrum resources, the contradiction between the
frequency band selection and bandwidth demand of com-
munication link and the shortage of spectrum resources is
particularly prominent, which has become one of the im-
portant contents related to the healthy development of UAV
industry [5].

Radio spectrum resources are owned by the state. China
radio spectrum management and detection are mainly

Hindawi
Wireless Communications and Mobile Computing
Volume 2022, Article ID 6045213, 12 pages
https://doi.org/10.1155/2022/6045213

mailto:908033162@qq.com
https://orcid.org/0000-0003-1789-1674
https://creativecommons.org/licenses/by/4.0/
https://creativecommons.org/licenses/by/4.0/
https://creativecommons.org/licenses/by/4.0/
https://creativecommons.org/licenses/by/4.0/
https://doi.org/10.1155/2022/6045213


undertaken by the state radio regulation of China. To make
rational use of resources, the MIIT has made plans for the
use of radio spectrum. In 2015, the MIIT issued the notice of
the frequency use of unmanned aerial vehicle systems, it
specifies the spectrum range of communication links used
for UAV systems, and stipulates that at present, Chinese
UAV can only fly in isolated airspace, and its radio spectrum
use shall comply with the national radio management
regulations and shall not cause harmful interference to
aviation radiofrequency. Most UAV data links and image
transmission links adopt 2.4GHz industrial, scientific, and
medical frequency bands (ISM) and use OFDM technology
for signal transmission.

Table 1 shows the spectrum usage related to the UAV
link planned by the MIIT of China. According to Chinese
radio frequency division regulations,

840.5 to 845MHz and 2408 to 2440MHz frequency
bands are shared with other existing services

429 to 1452MHz has been divided into fixed services,
mobile services, and radio positioning services, but the
1430 to 1444MHz frequency band related to UAV
planning spectrum is rarely occupied

Wireless local area network (WLAN) has been widely
used due to its high transmission efficiency and good
scalability [6]. Among them, the WLAN technology of the
IEEE802.11 series has the most rapid development and is
known as an effective scheme to solve the last 100m access
problem of the terminal [7, 8]. +e WLAN technology
specified in IEEE802.11 b/g protocol [9] also works in the
ISM frequency band. +ere may be spectrum interference
between UAV and WLAN during use, which will impact
their communication performance [10]. In the future, the
intensive deployment of WLAN and the increase of com-
munication bandwidth are bound to lead to more “con-
gestion” of the ISM frequency band, and the same frequency
interference will become more and more serious [11].
+erefore, evaluating the co-channel interference between
UAV communication and connected vehicles WLAN sys-
tem and improving its spectral efficiency has become a key
problem.

Although UAV communication has attracted more and
more attention in recent years, only a few works consider the
problem of co-channel interference in connected vehicle
WLAN with UAV. In Zhang et al.’s study [12], the inter-
ference-sensing path planning and design of UAV and
ground base station under given communication quality of
service requirements are studied. In Li et al.’s study [13],
aiming at MITM attack, a communication resource optimal
allocation scheme based on the A3C algorithm is proposed.
In Van der Bergh et al.’s and Liu et al.’s studies [14, 15], the
interference coordination in the uplink communication of
UAV is designed, and the interference is regarded as noise to
maximize the network throughput. However, the same
frequency interference between UAV communication and
the WLAN system is not considered in the aforementioned
work. In Zhu et al.’s study [16], the proposed cross-layer
defense scheme can effectively mitigate the jamming attack

impact on CBTC. In Zhou et al.’s study [17], a mobile
WLAN AP detection method based on noise application
density spatial clustering (DBSCAN) is proposed for mul-
tidirectional positioning of UAV. In Topic et al.’s study [18],
the basic characteristics of 2.4GHz UAV and its behavior
under interference are proposed. In Pandey et al.’s study
[19], a multi-UAV flexible group task execution scheme
based on WLAN is proposed. In Zhu et al.’s study [20], for
connected vehicles, the problems of block producer selection
and onboard blockchain client switching decisions are
proposed.

Based on the aforementioned literature, this paper
studies the co-channel interference between UAV com-
munication and connected vehicles WLAN system based on
the received SNR of the disturbed system. Its main con-
tributions are summarized as follows:

Summarize China’s current regulations on the use of
UAV spectrum and the related radio spectrum division
and use status
Aiming at the applicability of the shared spectrum
between UAV and connected vehicles WLAN system,
the interference scenario of UAV and satellite com-
munication on the same frequency connected vehicles
WLAN system is analyzed
Based on the interference scenario, interference esti-
mation method and fixed parameters between UAV
and connected vehicles WLAN, taking the SNR as the
basis of interference analysis, calculate the interference
of the interfered connected vehicles WLAN system,
compare it with the relevant interference threshold
standards issued by the ITU and determine the pro-
tection distance of UAV without affecting connected
vehicles WLAN

+e rest of this paper is organized as follows: Section 2
introduces the system model and proposes the interference
estimation method. In Section 3, the fixed parameters of the
UAV and connected vehicles WLAN system are determined
and simulated, and the simulation results are given. Finally,
the paper is concluded in Section 4.

2. System Model

In this section, the interference model and interference
estimation method in the coexistence research of UAV and
connected vehicles WLAN systems are mainly introduced.

2.1. Interference Model. To make the UAV in the ISM band
coexist with the connected vehicles WLAN system, it is
necessary to analyze its interference. MCL method is
adopted for interference analysis, which mainly solves the
one-to-one situation, that is, the interference distributed by a
single interference source system and victim system [21].
MCL minimizes the coupling loss between the UAV system
and connected vehicles WLAN system, which is equivalent
to assuming the maximum interference power. +rough
analysis, the equivalence of minimum separation distance
and frequency interval can be determined [22–24].
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+e interference model is based on the MCL method to
simulate the real interference effect between UAV and
connected vehicles WLAN. Figure 1 shows the interference
model of connected vehicles WLAN receiver interfered by
an UAV. It is assumed that the satellite, UAV, and the
WLAN receiver of the interfered connected vehicle are on
the same horizontal line, and they point to each other in the
direction of the direction angle between the UAV and the
interfered receiver. Considering that the antenna direction
of the interfered receiver is relatively free, it is assumed to
point directly to the UAV, and the element, as well as array
gain is set to the maximum. For the frequency correlation
suppression of the interfered receiver, to adapt to the
channel interference, suppress out-of-band emission
(OOBE), and reduce the interference of adjacent channels,
two OFDM waveforms are used in UAV communication:
cyclic prefix orthogonal frequency division multiplexing and
windowed orthogonal frequency division multiplexing.
Considering the actual receiver filter, the FDR of the actual
receiver filter is modeled, and the mathematical expression
of frequency correlation suppression of two OFDM wave-
forms in different guard bands is derived [25].

Suppose the UAV flies at a constant altitude and ele-
vation, where θele represents the elevation of the satellite, it is
considered as the antenna elevation of the UAV. +e in-
terference path is the connection from the UAV to the

disturbing service. To better understand the interference
between UAV and connected vehicles WLAN jamming
receiver, this paper considers the influence of four different
UAV elevation angles on satellites (5°, 15°, 30°, 45°) of UAV
towards the satellite, the interference of each elevation angle
is analyzed in ISM frequency band. +e purpose of this
analysis is to calculate the minimum separation distance
from UAV to WLAN receiver in the worst case. In this case,
in the horizontal domain, it is assumed that the connected
vehicles WLAN receiver is satellite oriented and located in
the main direction of the UAV. In the vertical domain, it is
assumed that the antenna of the WLAN receiver is always
facing the UAV.

2.2. Interference Estimation Method

2.2.1. SNR. SNR is the most commonly used index in in-
terference analysis. In the interference scenario in Figure 1,
the minimum separation distance between UAV and con-
nected vehicles WLAN system is determined by calculating
the interference noise ratio between UAV and interfered
receiver at different distances and comparing it with the
protection standard of connected vehicles WLAN, so as not
to cause strong interference to connected vehicles WLAN.
+e ACI interference power can be expressed as follows:

IACI � Paero ESIM − AESIM − Pfs − PFuselage − Patmospheric + Gr − FDR, (1)

where Paero UAV is e.i.r.p. of UAV, AUAV is the adjustment
factor caused by bandwidth mismatch between UAV and
WLAN, Pfs is the free-space attenuation, PFuselage is the
fuselage loss of UAV, Patmospheric is the atmospheric gas loss,
Gr is the antenna gain of disturbed receiver, and FDR is the
false discovery rate (frequency response ratio).

As the interference power exceeds a certain value, the
ACI from the UAV leads to the interruption of the interfered
system. +erefore, the interference power of the UAV needs
to be within the acceptable range of the interfered system.
+e maximum acceptable interference of the interfered
system can be calculated from the signal-to-noise ratio
threshold, shown as follows:

Ith �
I

Nth + NNol
. (2)

where NNol is the total power of the interfered WLAN
(considering thermal noise and noise coefficient). Different
maximum acceptable interference needs to be determined
according to the signal-to-noise ratio threshold of different
services. For NNol, it is mainly related to the temperature,
bandwidth, and noise coefficient of the disturbed system,
shown as follows:

NNol � 10 log(KT) + NF + 10 log BWvictim( . (3)

BWvictim is bandwidth of the disturbed system.

2.2.2. Equivalent Isotropically Radiated Power. According to
relevant resolutions and standards issued by WRC-19 and
referring to ITU-R S.524-9 [26], the off-axis-equivalent
isotropically radiated power Paero UAV is the sum of output

Table 1: Spectrum use scope of UAV stipulated by the MIIT of China.

Spectrum range/MHz Link usage Other existing businesses
840.5–845 Uplink remote control link RFID technology
1430–1444 Downlink telemetry and information transmission link Rarely occupied
2408–2440 Uplink remote control, downlink telemetry, and information transmission link WLAN technology
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power and antenna gain when the off-axis angle is ϕoff,
which can be expressed as follows:

Paero UAV ϕoff  �

19 − 25 log10ϕoff, 2° ≤ϕoff ≤ 7°

−2, 7° <ϕoff ≤ 9.2°

22 − 25 log10ϕoff, 9.2° <ϕoff ≤ 48°

−10, 48° <ϕoff ≤ 180°

⎧⎪⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎪⎩

. (4)

2.2.3. Free-Space Loss. For the convenience of analysis, the
link loss between UAV and interfered receiver adopts the
free-space loss model, referring to ITU-R P.525 [27], which
is specifically expressed as follows:

Pfs � 92.4 + 20 log10 f + 20 log10 d. (5)

2.2.4. Fuselage Loss. For the fuselage loss of UAV, the signal
attenuation occurs in the UAV fuselage. Refer to the model
in ITU-R M.2221 [28], and the specific relationship between
fuselage loss and off-axis angle is shown in Figure 2. Based
on the MCL method, assuming the worst interference, the
model can be applied to this paper.

2.2.5. Atmospheric Gas Loss. +e downward path gas at-
tenuation of UAV and connected vehicles WLAN can be
calculated by line-by-line method.

+e gas attenuation of the downward inclined path
between heights h1 and h2 (h2 > h1 ≥ 0km) is as follows:

Pgas � 
h2

h1

c(h)

sin ϕ(h)
dh � 

h2

h1

c(h)
������������

1 − cos2 ϕ(h)

 dh, (6)

cos ϕ(h) �
RE + h1( n h1( 

RE + h( n(h)
cos ϕ1, (7)

c � co + cw � 0.1820f NOxygen″ (f) + NWaterVapour″ (f) , (8)

where co and cw are the specific attenuation under dry air
(nitrogen and nonresonant Debye attenuation caused by air
pressure under oxygen condition) and water vapor

condition, respectively.f is the frequency, and NOxygen″ (f)

and NWaterVapour″ (f) are imaginary parts of the negative
refractive index associated with that frequency.

Internet

Flight trajectory

Communication link
Interference link

Height

UAV

WLAN

φoffθele

Figure 1: Co-channel interference model between UAV and connected vehicles WLAN.
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NOxygen
″ (f) � 

i(Oxygen)

SiFi + ND
″(f),

(9)

NWaterVapour″ (f) � 
i(WaterVapour)

SiFi, (10)

Si is the intensity of oxygen or water vapor spectral line in
article i, and Fi is the shape factor of oxygen or water vapor
spectral line. +e data can refer to any of the six reference
standard atmospheres provided in ITU-R P.676 [29], In this
paper, the global average reference atmospheric data are
used, and a, b, and f0 in the following are the spectral line
data.

+e spectral line intensity is as follows:

Si � a1 × 10−7
Pθ3 exp a2(1 − θ)  for oxygen (11)

Si � b1 × 10−1
eθ3.5 exp b2(1 − θ)  for watervapour, (12)

where P is the dry air pressure (hPa), e is the partial pressure
of water vapor (hPa), and the total pressure is Ptol � P + e;
θ � 300/T.

+e spectral line shape factor is computed as follows:

Fi �
f

fi

Δf − δ fi − f( 

fi − f( 
2

+ Δf2 +
Δf − δ fi + f( 

fi + f( 2+Δf2
⎡⎣ ⎤⎦, (13)

where fi is the spectral line frequency of oxygen or water
vapor, and Δf is the spectral line width:

Δf � a3 × 10− 4 ρθ 0.8−a4( ) + 1.1eθ  for oxygen, (14)

Δf � b3 × 10−4 ρθb4 + b5eθ
b6  for water vapor. (15)

Modify the spectral line width Δf:

Δf �

���������������

Δf2
+ 2.25 × 10−6



for oxygen, (16)

Δf � 0.535Δf

+

������������������������

0.217Δf2
+
2.1316 × 10−12

f
2
i

θ



for water vapor.

(17)

Due to the interference in the oxygen line and δ is the
correction factor. For oxygen,
δ � (a5 + a6θ) × 10−4(p + e)θ0.8. For water vapor, δ � 0.

ND
″(f) � fpθ2

6.14 × 10−5

d 1 +(f/d)
2

 
+

1.4 × 10−12
pθ1.5

1 + 1.9 × 10−5
f
1.5

⎡⎢⎣ ⎤⎥⎦. (18)

2.2.6. False Discovery Rate. In the study of frequency
sharing, false discovery rate (FDR) can be calculated as
follows [30]:

FDR � 10 log10

∞
−∞Φ(f)df


∞
−∞Φ(f)Ψ(f − Δf)df

⎛⎝ ⎞⎠, (19)

whereΦ(f) is the PSD of the interference signal,Ψ(f) is the
frequency response of the receiver, and Δf is the frequency
offset. +e guard band can be calculated by frequency offset:

GB � Δf −
WT

2
−

WR

2
. (20)

In this paper, two OFDM signals are used to calculate
FDR, namely cyclic prefix OFDM and windowed OFDM.
+e actual frequency response is obtained through receiver
modeling, and the FDR is calculated according to the signal.
+e specific expression is as follows:
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Figure 2: Relationship between fuselage loss and off-axis angle.
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Ψ(f)[dB] �

b, |f|≥
Wt

2
,

0, |f|≤
Wf

2
,

2b

Wf − Wt 
⎛⎝ ⎞⎠ f +

Wf

2
 , −

Wt

2
<f< −

Wf

2
,

2b

Wt − Wf 
⎛⎝ ⎞⎠ f −

Wf

2
 ,

Wf

2
<f<

Wt

2
,

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

(21)

where Wf is the flat response bandwidth, Wt is the con-
version bandwidth, and WR is the receiver channel
bandwidth.

To solve the problem of interchannel interference, the
cyclic prefix is executed by placing the protection interval
between data symbols, which is called cyclic prefix or-
thogonal frequency division multiplexing, and its baseband
signal is represented as follows:

s(t) � 
∞

n�−∞


N−1

k�0
cn,k p t − n TS+Tg  e

−j2πk1/N Ts+Tg( 
. (22)

+e power spectral density of the orthogonal frequency
division multiplexing interference signal using any pulse-
shaping window can be expressed as follows:

Φ(f) �
Ps

Ttotal


N−1

k�0
P f −

k

Ts

 





2

. (23)

+e cyclic prefix OFDM subcarrier is represented as
follows:

pcp(t) � Π
t

Ttotal
  �

0, t>
Ttotal

2




,

1, t≤
Ttotal

2




.

⎧⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎩

(24)

+e Fourier transform of the aforementioned formula
can be expressed as follows:

PCP(f) � Ttotal · sin c Ttotalf( , (25)

where sin c(x) � sin(xπ)/xπ. Substituting formula (25) into
(23) can obtain the power spectral density of cyclic prefix
OFDM:

ΦCP(f) � PsTtotal 

N−1

k�0
sin c f −

k

Ts

 Ttotal 





2

. (26)

For windowed OFDM, the window of the raised cosine
function is as follows:

pwo(t) �

1, |t|≤
Ttotal − Ttr( 

2

1
2

1 + cos
π |t| − Ttotal − Ttr( /2( 

Ttr

  
Ttotal − Ttr( 

2
≤ |t|<

Tw

2
,

0,
Tw

2
≤ |t|,

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

(27)

6 Wireless Communications and Mobile Computing



where Ttr is the transition time and T � Ttotal + Ttr is the
window duration. +e Fourier transform of formula (27) is
as follows:

PWO(f) �
Ttotal sin c Ttotalf(  · cos πTtrf( 

1 − 4T
2
trf

2 . (28)

Substitute formula (28) into (23) to obtain the power
spectral density of windowed orthogonal frequency division
multiplexing:

ΦWO(f) � PsTtotal 

N−1

k�0
sin c f −

k

Ts

 Ttotal  ×
cos πTtr f − k/Ts( ( 

1 − 4T2
tr f − k/Ts( 

2

⎧⎨

⎩

⎫⎬

⎭

2

. (29)

+e power spectral density and formula (25) of the
obtained orthogonal frequency division multiplexing

waveform are substituted into formula (23), and the fre-
quency response ratio is obtained by the following formula:

FDR � Pt − 10log10 
∞

−∞
Φ(f)Ψ(f − Δf) 

� Pt − 10log10


Δf−Wt/2

−∞
Φ(f) · 10b/10

df + 
Δf−Wv/2

Δf−Wt/2
Φ(f) · 10 2b/Wv−Ws( ) f−Δf+Wv/2( )( )df

+ 
Δf+Wv/2

Δf−Wv/2
Φ(f)df + 

Δf+Wt/2

Δf+Wv/2
Φ(f) · 10 2b/Wt−Wv( ) f−Δf− Wv/2( )( )df + 

∞

Δf+
Wt

2
Φ(f) · 10b/10

df

⎛⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎝

⎞⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎠

,

(30)

where Pt � 
∞
−∞Φ(f)df.

3. System Simulation

In this section, we focus on the relevant parameters of co-
channel interference analysis of UAV and connected
vehicles WLAN system, as well as the receiver filter and
interference signal parameters when calculating false
discovery rate. +en, we analyze the simulation results of
the same frequency interference model.

3.1. Parameter Setting. +e main parameters of the UAV
system can be determined according to the relevant rec-
ommendations of ITU-R, as shown in Table 2.

+e system parameters of WLAN used for interference
evaluation are shown in Table 3.

When calculating the false discovery rate, the parameters
of receiver filter and orthogonal frequency division multi-
plexing parameters of interference signal shall be consid-
ered, as shown in Tables 4 and 5.

3.2. Analysis of Simulation Results. In the aforementioned
interference scenario between UAV and connected vehicles
WLAN service, the interference level is calculated consid-
ering the mobility of UAV. To consider various factors that
may affect the interference level, the receiver filters of dif-
ferent positions, elevations, and disturbed systems are se-
lected for analysis in the simulation. According to the system

parameters, the same frequency interference between UAV
and connected vehicles WLAN is analyzed. In the ISM band,
the relationship between atmospheric gas attenuation of the
interference signal and separation distance between UAV
and connected vehicles WLAN service is shown in Figure 3.
+e higher the UAV height, the greater the atmospheric gas
attenuation.

In this paper, the interference of UAV to connected
vehicles WLAN system at different elevation angles,
2.4GHz, zero protection bandwidth and different altitudes is
considered. Figures 4(a), 4(b), 5(a), and 5(b), respectively,
show the I/N of UAV and connected vehicles WLAN in-
terference path at different heights when the elevation angle
of UAV is 5°, 15°, 30°, and 45° by MCL method. As can be
seen from the figure: the larger the elevation angle of UAV,
the smaller the interference level to the connected vehicles
WLAN system in ISM band, and the smaller the probability
of co-channel interference between UAV and connected
vehicles WLAN system. Figures 6(a) and 6(b) show the I/N
of the interference path between UAV and connected ve-
hicles WLAN when the separation height between UAV and
connected vehicles WLAN system is 1 km and 6.2 km. As
can be seen from the figure: the greater the separation height
between UAV and connected vehicles WLAN system, the
smaller the interference level to connected vehicles WLAN
system in ISM band, and the smaller the probability of co-
channel between UAV and connected vehicles WLAN
system. When the separation height between UAV and
connected vehicles WLAN system is 6.2 km, the elevation

Wireless Communications and Mobile Computing 7



Table 2: Main parameters of the UAV system.

Parameter Unit Value Attention
Frequency GHz 2.4–2.4835
e.i.r.p. dB W/40 kHz Reference 2–2 ITU-R S.524
UAV elevation Degrees 5,15,30,45
Bandwidth MHz 100

Table 3: System parameters of WLAN for interference evaluation.

Parameter WLAN Unit Attention
Interfered receiver

Frequency 2.4–2.4835 GHz
Bandwidth 20 MHz ITU-R S.524
Antenna height 10 meter
Polarization mode Horizontal polarization vertical polarization dB i

Antenna pointing Pointing to maximum gain
Maximum gain 19 dB

Noise figure 10 dB

Protection standard 25 dB

Table 4: Parameters of the receiver filter.

Parameter Value Symbol Unit
Channel bandwidth 100 WR MHz
Flat response bandwidth 0.97WR Wf MHz
Transition bandwidth 1.97WR Wt MHz
Stopband attenuation −100 b dB

Table 5: Parameters of the OFDM signal.

Parameter Value Symbol Unit
Channel bandwidth 20 N/A MHz
Signal bandwidth 17.94 N/A MHz
Output power 37 Pt dB m

Number of subcarriers 672 N N/A
Data duration 8.33 Ts μs

Carrier spacing 120 1/Ts kHz
Protection interval 0.57 Tg μs

Transition time 0.8228 Ttr μs
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Figure 3: Relationship between atmospheric gas attenuation and separation distance in inclined path.
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angle of UAV can ensure that there will be no co-channel
interference to connected vehicles WLAN system under all
circumstances. +e required protection height between
UAV and connected vehicles WLAN system is about 6.2 km,
respectively. At the same time, increasing the elevation of
UAV or increasing the protection height can reduce the
interference of UAV to connected vehicles WLAN system.

To draw a more intuitive conclusion, the cumulative
distribution function of the interference signal-to-noise ratio

under the aforementioned conditions is obtained, and the
interference threshold standard is compared and analyzed.
As shown in Figure 7(a), when the protection height is
6.2 km and the elevation angle of UAV is 5°, the interference
level between UAV and connected vehicles WLAN system
just reaches the same frequency interference threshold of
connected vehicles WLAN system. When the height is
greater than 6.2 km, the interference level is lower than the
interference threshold standard of connected vehicles

-30

-20

-10

0

10

20

30

40

50

0 20 40 60 80 100 120
Separation distance (km)

Height 1 km
Height 6.2 km
Height 8 km

I/N=25 dB
I/N=22 dB (3 dB)

I/N
 (d

B)

(a)

0 20 40 60 80 100 120
Separation distance (km)

Height 1 km
Height 6.2 km
Height 8 km

I/N=25 dB
I/N=22 dB (3 dB)

-30

-20

-10

0

10

20

30

I/N
 (d

B)
(b)

Figure 4: (a) I/N (interference to WLAN when elevation is 5°) and (b) I/N (interference to WLAN when elevation is 15°).
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WLAN system. Figure 7(b) shows that when the elevation
angle of UAV is 15°, 30°, and 45°, and the height is greater
than 1 km, the interference level between UAV and con-
nected vehicles WLAN system is lower than the interference
threshold of the same frequency, and UAV will not interfere
with WLAN system of the same frequency during operation
under these conditions.

4. Conclusion

In this paper, we considered the co-channel interference in
connected vehicles WLAN with UAV, analyzed the inter-
ference scene generated by UAV and satellite communi-
cation on the co-channel connected vehicles WLAN system,
propose the UAV co-channel interference model, and apply
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the model to evaluate the interference between UAV and
connected vehicles WLAN system in ISM frequency band.
+e simulation results show that when the separation height
between UAV and connected vehicles WLAN system is not
less than 6.2 km, the elevation angle of UAV can ensure that
there is no co-channel interference with connected vehicles
WLAN system in all cases, and increasing the elevation angle
or protection height of UAV can reduce the interference of
UAV to connected vehicles WLAN system.
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