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A contactless system became necessary for smart mobility during the COVID-19 pandemic. There are many touchpoints in
private and public areas where contact is essential, such as intelligent transportation systems for vaccine carriers, patient
ambulances, elevators, metros, buses, hospitals, and banks. A secured contactless device reduces the chances of COVID-19
infection spread. Several devices use smart cards, fingerprint identification, or code-based access. Most of these devices require
some form of touch. The cost of such devices varies, depending on their capability and intended use. Sensors developed by
using artificial intelligence (AI) to provide secured access are an emerging area. This paper presents an AI-powered contactless
face recognition system. The solution has the Internet of Things (IoT) enabled access system. To identify a person, it uses AI
assistance for face recognition with the help of Python Dlib’s facial recognition network. Dlib offers a wide range of
functionality across several machine learning sectors and is open-source. The Arduino Uno (ATmega328P) and STK500
protocol has been used for communication to testify and validate the performance of the proposed technique. The objective is
to detect and recognize faces by the proposed contactless approach. The obtained result shows 92% accuracy, 94% sensitivity,
96% precision and FRR 6% for face detection. There is a significant improvement in FRR in our work compared to the
published 27.27%. The implemented solution in this paper provides accurate and secure contactless access to conventional,
readily available techniques in public health safety.
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1. Introduction

Paper ticket-based access has been for decades, and then
came smartcards.

A smartcard comes with embedded memory and micro-
processor chips with data storage. At the touchpoint, the
chip on the card reads signals. The data transmission separa-
tion for smartcard systems is up to 15-30 cm.

One of the risks of the smart mobility for daily living in
public places, and organizations, workplaces is the possibil-
ity of exposure to infection of the COVID-19 virus.

To prevent this risk, an initiative to remove the chal-
lenges of infection is required. Essential steps to make safe
mobility, return employees to the workplace, and maintain
standard health and safety involve contactless interaction.

These comprise the contact tracing application to provide
organizations with a rapid COVID-19 identification and
response system. The solution uses data from the patient,
vaccine transportations, and workplaces–such as meeting
participants, badge scans, on-location WiFi access points, and
other sources–to help employers rapidly identify that may have
been exposed to an infected person while onsite. Several contact
tracers are employed thru case management to reach out to all
potentially impacted employees. But this is costly and is an
afterthought once the infected person has already contacted a
touchpoint. So, touchpoints like the door lock, as shown in
Figure 1, or badge access, as shown in Figure 2, are vulnerable.

Technological advances enabled access badges to identify
the person who owned the badge. The commonly adopted
technologies in access badges are magnetic stripes, smart cards,
proximity barcodes, and biometric devices. There is an urgent
need to enable the touchpoint to be contactless.

Therefore, this paper intends to propose an alternate tech-
nique and evaluate the advantages of such a solution regarding
the current state-of-the-art contactless system. Targeted users
will be using IoT-based identity validation for easy access.
With a smartphone, users will be able to get access to a facil-
ity’s remote control with the help of a secured digital identity.

In particular, the work relies on AI and IoT, two leading-
edge technologies. The solution is good for home, office, and
public place access applications and is contactless identity
access. The motivation for the work is the adverse impact of
touch-based systems during the COVID-19 era in public places
where the contact person who previously used the system is
unknown. In the present work, the proposed access system
has three features; AI-based deep learning system uses the smart
contactless camera. This system allows us to detect a person
without any contact. Once the system detects the person, it
looks for the access rights for the identified person. This is a sys-
tem background validation process. Based on the access rights,
an access code is generated and provided to the IoT-based lock
for validation. In parallel, a one-time password (OTP) is sent to
the mobile phone of the registered matching user.

Once the system blinks the green light, the user must enter
the OTP to the devices using the IR code using the smart
application. The advantage of the process is that at no point
is there any contact or touch required. The OTP will be sent
to the registered mobile phone only. OTP-based access can
be an optional feature for the low-security area. The key

advantage of this proposed design is that it is portable and easy
to deploy.

In this work, special attention was paid to identifying the
person using an IoT smart camera. Further analysis was car-
ried out on the OTP transmission for the validation of the
person. The whole process involves no public touchpoints,
thereby reducing the risk of COVID-19 spread.

The remainder of this paper is as follows: Section 2 pre-
sents related work on contactless access devices. Section 3
highlights the importance of contactless access devices; Section
4 describes the methodology; Section 5 put forward the pro-
posed design of the system; Experimental settings and results
with analysis are discussed in Sections 6, 7 and 8; Finally,
Section 9 concludes and sets future work.

2. Literature Survey

Recently, many places, such as offices, parking, public trans-
portation, etc., use an access control system for smart mobil-
ity where the access badges are programmed with a number
called the facility code that is read by the card reader. The
number read by the card reader is sent to the access control
system that makes access-control decisions based on infor-
mation about the credential. If the supplied credentials
match those in the access control list, then the access control
is unlocked [3]. High-quality professional badges with an
easily identifiable photo and equipped with customizable
digital information (barcode, magnetic tape, electronic chip,
RFID chip) are readily available on the market [4].

Since we aimed to search for contact with less access, we
explored the origin and current state of the art of contactless
access devices [5, 6]. Botha et al. outlines the extensions for
digital badging in a resource-constrained environment in
the Nciba district in the Eastern Cape, South Africa. The

Figure 1: Electronic keypad combination lock, La Gard, USA [1].

Figure 2: Access badge [2].
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initial implementation was aimed at using Mozilla open
badges but ended up with alternative methods. In conclu-
sion, a case for an alternative mechanism was used to
include end-users in a resource-constrained environment [7].

Quaddah et al. presented the difficulties of IoT-enabled
security. In IoT access control systems, these systems commu-
nicate via wireless. An authorization-compliant smartphone
could access electronically and control [8]. Andaloussi et al.
discussed access control and authentication mechanisms sup-
porting the cryptography algorithms in constrained devices [9].

Another interesting paper from Ali et al. presents chal-
lenges to traditional security solutions such as cryptographic
solutions, authentication mechanisms, and key management
in the IoT. The authors provide the threats at different layers
and layer-wise security [10].

Voulodimos et al.’s work on deep learning for computer
vision is relevant to the work we wanted to pursue in computa-
tional intelligence [11]. Ouyang et al. presented object detection
with deformable part-based convolutional neural networks
[12]. Verdhan presented learning hierarchical representations
for face verification with convolutional deep belief networks
[13]. Chen et al. discussed a high-dimensional feature and its
efficient compression for face verification is a great motiva-
tion [14].

3. Key Issues of Existing Solutions

With our literature survey, the problem statement derived as
motivation for the work is to have a secured contactless-
access system. The technology is still in its early stages of
adoption and can be improved as the system’s learning pro-
gresses. The proposed system should have a solution to the
following key issues:

(i) Contactless accessibility

(ii) Using smartphones instead of any other touchpoints

(iii) Secured identity access credentials with the simplest
method to update without a touch point

(iv) Access only on a line of sight to avoid hacking,
proxy

(v) Real-time validation of access requests

(vi) No physical smart card to minimise the risk of
impersonation

4. Related Works

4.1. Transportations. In today’s urban environment, smart
infrastructure deployment and a touch-free transportation
system are required to facilitate by eliminating the costly
part of public-facing ticketing devices. This could involve
minimizing ticketing windows, which in turn helps cut costs
on staff and ticket devices, or operating different methods
required to provide travelers with a travel token.

4.2. Office Environment. Now, more than ever, we need
innovative solutions through partnerships, and our ability

to scale innovations will require unprecedented coordination
and communication. For the safety of employers, companies
need to invest in contactless technologies to stay away from
disease transmission. Also, through technology, it is possible
to alert employees via mobile phones regarding social dis-
tancing and employee movement tracking.

4.3. Public Places. A touch-free system eliminates the require-
ment to line up to access a public place and provides an
improved experience. The public will take this as more benefi-
cial for the use of public facilities if a touchless approach is
introduced.

4.4. Home. During the pandemic, contactless delivery of
goods, medicines, and other services is done to reduce the
risk of infection. In this process, a customer does not have
to be in the pharmacy or other facilities at any point to avail
these services. During delivery, the messenger will place the
products at the door, step back to a safe two-meter distance,
and wait for the customer.

4.5. Retails. The retail industry is using checkout-free retail
with technologies such as Scan-and-Go mobile and artificial
intelligence. Visitors can visit the retail outlet, use smart cells,
scan QR codes or bar codes, put the purchase in a basket, and
make the payment using mobile applications. The abovemen-
tioned area of contactless needs engineering implementation
of AI and IoT. In the current work, we proposed one imple-
mentation with the addition of an innovative approach for
Infra-Red (IR) based access code validation.

Table 1 shows the prevailing techniques for smart access
systems and its main features and weaknesses. As can be seen
from the table, most of the existing techniques have a limita-
tion of image-based KYC validation and poses a chance of
spreading infection because of the use of public touchpoints.

5. Materials and Method

To propose an alternate low-cost solution for high-
performance face detection, we have considered using Arduino
for IoT implementation and deep learning AI for image detec-
tion. The following two subsections will provide a brief over-
view of IoT and AI for face recognition. Since the scope of
the work is on secured access using face detection, only the rel-
evant theoretical background is included in these sections.

5.1. IoT. The IoT is a system of interrelated devices
(mechanical, electrical, digital, computer, mobile), living
and nonliving objects that are supplied with unique identi-
fiers (UIDs), and possess the capability to transmit data over
a network without the need for a human or machine com-
mand to initiate the transfer [15].

An IoT-enabled device is programmed in such a way that
it can initiate data transfer through an IoT gateway in the
event of the onset of a scheduled event [16]. For example, an
IoT camera may capture a moment when there is movement
around the premises and send it to the desired device, such
as a mobile phone (Figure 3). During the whole process, from
obtaining the photo to delivering it to the programmed desti-
nation device, no human or machine direction is involved.
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Across the world, businesses are using the IoT for improving
efficiency and decision-making for customer-oriented services
[17, 18].

For some time, several IoT standards for communication
have been in use, such as IPv6, ZigBee, and OneM2M. How-
ever, the most used OneM2M is a machine-to-machine service
protocol for devices to communicate with each other. An
open-source advanced message queuing protocol (AMQP) is
also in use for IoT devices. Commercial off-the-shelf IoT
frameworks for IoT enablement of services are Amazon Web
Services (AWS), Google’s Brolo/Weave, Arm Mbed, and
Microsoft’s Azure IoT Suite. An open-source IoT platform,
Calvin from Ericsson, also provides required development
and runtime libraries [19–27].

5.2. AI and Deep Learning. AI-powered technologies are
behind recent innovations such as self-driving cars running
on roads, online retail e-commerce sites recommending prod-
ucts, and speech recognition in smartphones [28].

It has been demonstrated that machine learning and
deep learning, a subset of AI, are extensively used to resolve
issues with superior performance.

Deep learning algorithms mimic the capabilities of the
human brain. The important aspect of deep learning is that
it learns from large amounts of data. Deep learning uses a hier-
archy in its capability to learn [1, 2, 20, 29–37]. The word

“deep” signifies the use of several steps in the process of learn-
ing and interpreting data to get the expected outcome. Figure 4
shows the schematic of a deep learning neural network.

As shown in Figure 4, a neural network is a network of
neurons mimicking human brains. An AI architecture con-
sists of an input layer, an output layer, and multiple hidden
layers, such as layer 1, layer 2, and layer 3 [31]. The number
of hidden layers varies depending on the purpose of use. For
example, an automated vehicle AI model may have millions
of hidden layers. A deep neural network (DNN) in general
contains several hidden layers. DNN helps explore an iden-
tified region of an image rather than analysing the full cap-
tured picture and, consequently, is far better equipped for
face identification. The algorithm popularly known for
DNN-centric identification is convolution. The detection of
a particular facial feature, such as a mole, can be done with
a high probability using DNN in comparison to other algo-
rithms. There are many areas of investigation in image rec-
ognition systems where DNN is extensively in use. Face
recognition includes feature extraction, segmentation, and
use in face detection. The following are the key reasons for
choosing DNN for the current system:

(i) The developed algorithm needs to support big data
when used for a retail chain. With IoT, big data,
and the cloud, this is possible

(ii) The processing capability can be supplemented by
edge computing or by cloud sourcing

(iii) DNN implementation can be performed in a segre-
gated manner

It is a modification in the algorithmwith the Rectified Lin-
ear (ReLU) function that is superior to using a SIGMOID
while training a DNN. This is primarily because it comes with
a vanishing gradient.

6. Proposed Design

Figure 5 shows the implementation design for the AI-
powered contactless IoT access system. The proposed system
consists of the following tiers:

6.1. External Interface. This is the interface through which the
user interacts. This tier consists of an IoT camera and an IR
sensor. The camera is to capture the image of the visitor, and
the IR sensor is to receive an access code from a smartphone.

Table 1: Summary of related existing techniques.

Techniques Features Weakness

Barcode Contactless Copied easily, security issue

Magnetic tape Touchpoint needed Can spread infection

Electronic chip Touchpoint needed Can spread infection

RFID chip Contactless Image verification not possible

OTP authentication Contactless Image verification not possible

Biometric Touchpoint needed Can spread infection

Cloud

Figure 3: IoT applications.
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6.2. Middle Tier. This tier consists of an IoT gateway for data
transfer between the IoT devices and the internet. To have
proper security credential validation and access, the identity
access management (IAM) module is placed in this tier.
IAM acts as a secured gate for access to business information
and transactions.

6.3. Business Tier. This tier includes business information pro-
cessing and business databases. Know your customer (KYC)
information with digital photographs and personal access cre-
dentials is kept in this layer. Depending on the intended visit
requirement, the access control workflow is called, and the
necessary access code is generated. The generated code via
the internet is dispatched to the registered user’s smartphone
after KYC verification.

6.4. User Tier. This tier consists of a smartphone with or
without internet connectivity. The business tier-generated
access code is received as an OTP on the used smartphone.
To complete the validation, the user must click on the IR
app to transfer the received OTP to the IR sensor at the
interface tier.

The key benefits of the design compared to available
similar technologies are as follows:

(i) The face detection uses the latest deep learning
technology, so even if there is a change in some of
the facial features like spectacles, moustaches, etc.
from the stored KYC photo, the system will be able
to recognize the face

(ii) The whole identity access process, from start to fin-
ish, is contactless. There is no need to use a figure
print or a smart card

(iii) The smartphone can receive the OTP as SMS, so
there is no need to remain connected to the internet
during validation

(iv) The input from the smartphone is using IR using a
line of sight so there is no chance of wrong use of
the OTP

7. Experimental Setup

7.1. System Architecture. Cloud-based technologies enable
users to easily monitor and control IoT devices in real-
time. The proposed system setup is based on a combination
of IoT and AI. Figure 6 shows the architecture of the pro-
posed AI-p contactless IoT access system.

The roles of each component shown in Figure 6 are:

(1) Mobile. The mobile will be used to receive the OTP
for secured access. The mobile needs to be connected
to a mobile network to receive SMS. In the proposed
system, to minimize internet data dependency, the
OTP is generated as an SMS

(2) IR lock. This is an electronic lock equipped with an
IR sensor and can operate through IR transmission.
IR has chosen to make it a line-of-sight access and
prevent unauthorized hacking

(3) CCTV. This can be any off-the-shelf CCTV to cap-
ture the image of the visitor. Send this to the IoT
gateway

(4) Monitor. This is a commercial monitor to display a
visitor’s image and access status/notification

(5) IoT gateway. The IoT gateway can be any edge-based
gateway. A capability of local processing for authen-
ticated access and data exchange to the cloud/
internet

(6) Server. The server is primarily the server catering to
the customer relationship management (CRM)
needs with the KYC information and workflow for
visitor access authorization

7.2. Flow Chart of Implementation. Figure 7 shows the flow-
chart of the implementation of AI-powered contactless IoT
access. The starting point for the system access is a visitor
standing in front of the CCTV and requesting access to the
facility.

Input layer

Output layer

Layer 3

Layer 2

Layer 1

Figure 4: Deep learning neural network [30].

External interface

Middle tier

KYC

Business tier

Access control
workflow

IoT
gateway

IAM
IR

sensor

Cemera
User tier

Figure 5: AI-powered contactless IoT access system.
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The final step of the process is to open the electronic lock
for the facility using the system-provided access code. Dur-
ing designing of the proposed system, we have taken security
and contactless access into consideration as the highest pri-
orities. Since the security aspect details are beyond the scope
of current work, the details about the IAM are not included
as part of the architecture diagram in Figure 6. We have
assumed standard IAM will be available along with CRM.

7.3. IoT System. IoT has been all around us for quite some time
now, and it has almost revolutionized the way machines com-
municate among themselves. In the current system, the IoT
implementation consists of an Arduino-based system.

This includes an IR sensor, a display panel, and the
Arduino Uno, a microcontroller built on the ATmega328P
and is open-source hardware. The ATmega328 on the Ardu-
ino Uno allows you to upload C code. It communicates
using the original STK500 protocol. The ESP8266 is an eco-
nomical Wi-Fi chip that provides a wireless connection to
the Arduino Uno. Using Wi-Fi, the device’s data transfers
to the Internet shown in Figure 8.

7.4. Face Recognition Using AI. The face recognition using
deep learning-based AI implementation is inspired by Pro-
ject Gurukul [32]. The implementation of the algorithm
helps to identify the human face in a live video. This is

implemented with the help of Python Dlib’s facial recogni-
tion network. Dlib is a general-purpose software library.
The image analysis process as shown in Figure 7 is done
using standard Python Dlib functions such as preprocess
image (input_path, output_path, crop_dim). The system
needs to call the appropriate function and pass the required
parameters to do the image analysis (preprocessing, segmen-
tation, and feature extraction).

To start with, we have created a link list of KYC numbers
and image numbers as shown in Table 2. This is required to
map each image with the associated KYC information in the
CRM database. So that when DNN recognizes a person from
a video stream, the system can trace the related KYC.

Table 3 shows the number of images used to train the
DNN. For security reasons, each image is given a number
instead of a name.

The proposed AI system is trained with KYC images. The
main contribution of using AI with Python Dlib’s facial recog-
nition network is to recognize a registered user using a camera.
The AI system gets trained with KYC images used during reg-
istration of the user. This removes the need of human being to
identify a registered user. The AI based approach offer better
and more effective processing models. Its ability to learn unsu-
pervised drives continuous improvement in accuracy and out-
comes. Further the proposed AI approach provides alarm for
impersonation and anomaly detection.

Visitor CCTV Monitor IoT gateway Server Front desk

IR lock

Mobile

Figure 6: AI-powered contactless IoT access architecture.

(i) Image capture
(ii) Image pre-processing
(iii) Image segmentation
(iv) Feature extraction

(i) Face recognition
(ii) Confirm visitor

(i) OTP generation
(ii) Dispatch of OTP

(ii) Authorized to access
(iii) Authorization

(i) Pass OTP to IR lock

Image analysis Authorization

AccessAI

Figure 7: AI-powered contactless IoT access flowchart.
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8. Results

The system can identify the person whose photo is associ-
ated with number 5 (Figure 9).

Figure 10 shows that the system is unable to identify the
person whose photo is associated with number 6.

Figure 11 shows that the system has dispatched theOTP to
the person’s mobile, whose photo is associated with number 7.
Figure 12 shows how the OTP is received in a person’s mobile.

Figure 13 shows how it will display on the monitor at the
front desk. This shows the live video of the person at the gate
and the associated KYC photo, with the result showing the
video feed and “Matched with KYC” image.

9. Analysis of Result

To assess the outcome obtained during the experiment, a
confusion matrix as shown in Figure 14 is used for analysis.
This is used to get the efficiency of the classifier.

As per the confusion matrix, “Matched” refers to DNN’s
trained algorithm’s recognition of an image. “Actual” refers
to the known KYC’s as referred to in Table 2. The parame-
ters in Figure 14 mean True Positive (TP), True Negative
(TN), False Positive (FP), and False Negative (FN) [33].
Table 3 shows the obtained result, indicating the accuracy
of 92% and precision of 96% with a FP rate of 13%.

Figure 8: Arduino-based IoT system.

Table 2: Image link list table format.

No. Image# KYC#

1 01 2020_05_20_01

2 02 2018_07_10_04

3 03 2019_06_04_03

Table 3: Image classifications.

No. Classification Count

1 KYC images 80

2 Non-KYC images 20

Figure 9: Display for image number 5.

Figure 10: Display for image number 6.

Figure 11: Display for image number 7.

Figure 12: OTP received in mobile.
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Table 4 provides the standard performance indicators
computed based on obtained result as per standard definition.
For example, sensitivity and specificity can be calculated as the
following:

Sensitivity =
TP

TP + FN
,

Obtained Sensitivity =
72

72 + 5
= 94%

ð1Þ

Specificity =
TN

TN + FP
,

Obtained Specificity =
20

20 + 3
= 87%

ð2Þ

Accuracy = TP + TN
TP + TN + FN + FP

,

ObtainedAccuracy =
72 + 20

72 + 20 + 5 + 3
= 92%

ð3Þ

Error Rate =
FP + FN

TP + TN + FN + FP
:

ObtainedAccuracy =
3 + 5

72 + 20 + 5 + 3
= 8%

ð4Þ

The chances of error are 8%. The algorithm’s recognition
sensitivity is highest at 94%. The FP rate is a complex metric.
This implies that even though the algorithm identifies a face
as correct, it is false. In the current algorithm, the FP rate is only
13%. With a large number of samples, the deep learning system
will learn more. In such a condition, the FP rate will improve.
Specificity drives the missed identification of a real image. In
the current algorithm, it is at 87%. This implies that the algo-
rithm will be able to match the actual faces in 87% of cases.

Precision =
TP

TP + FP
:

ObtainedAccuracy =
72

72 + 3
= 96%

ð5Þ

Precision is a significant metric that forecasts how many
times its prediction is correctly linked to the actual KYC. The
obtained precision is 96%, which is very precise, and this can
be improved with a larger data set.

Prevalence = FN + TP
TP + TN + FN + FP

:

ObtainedAccuracy =
5 + 72

72 + 20 + 5 + 3
= 77%

ð6Þ

The prevalence result is 77%, which indicates the 100
images used are associated with 77% KYC. This is fairly close
to 80% of the actual number of known KYC images (Table 3).

A comparative study [34] between different classification
techniques suggests that the DNN has better accuracy than
other popular algorithms. We compared (see Figure 15) the
published FRR percentage of 27.27% [34] with obtained false
rejection rate (FRR) of 5 out of 77 (that is 6%). The proposed
algorithm has significant improvement in FRR from 27.27% to
6%. This indicates the present approach is more reliable.

Table 5 shows comparison of the obtained result with
other published similar work using AI. From the comparative
analysis, we can observe that the key performance parameters
for present AI based approach are significantly higher.

Figure 13: Matched KYC image number 8693 with terminal
display.

Matched Matched

No Yes

Yes

TN = 20 FP = 3

TP = 72FN = 5

25

23

75

77

Actual

Actual

No

Figure 14: Confusion matrix for KYC image recognition.

Table 4: The performance of algorithm.

No. Performance metric Value

1 Known KYC 80%

2 Accuracy 92%

3 Error rate 8%

4 Sensitivity 94%

5 FP rate 13%

6 Specificity 87%

7 Precision 96%

8 Prevalence 77%
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10. Conclusion

Smart mobility by contactless IoT access system can curve the
COVID-19 pandemic growth. At present, there are many
touchpoints in private and public vehicles, transportations,
and areas where contact is essential, and there is a need for
secured contactless access to reduce the spread of COVID-19.
Devices such as smart cards, figure print identification, and
code-based access require touch, hence risks for COVID-19
spread are possible. The motivation for the current work was
to use AI to provide contactless and secure access. In this paper,
we have proposed a design for an AI-powered contactless and
IoT-enabled access system. AI is used for face recognition to
identify a person. The IoT is used for validation and to provide
an access code. AI identified 77% associated with KYC, while
actual known KYC is 80%, which is fairly close to the actual
number. In comparison with the published FRR percentage of
27.27% [34], the obtained false rejection rate (FRR) in current
work is 6% (5 out of 77). The proposed algorithm has signifi-

cant improvement in FRR from 27.27% to 6%. Furthermore, a
comparison is done for the key performance indicators such
as accuracy, sensitivity, and precision with published result in
Table 5. The result shows 92% accuracy, 94% sensitivity, and
96% precision for face recognition and is significantly higher
than reference work [25, 26, 27]. The AI and IoT combination
provide more accurate and secure contactless access than con-
ventional, readily available devices. This result concluded that
AI with IoT can increase health safety without compromising
security. The performance of the system is encouraging.

There is tremendous potential to use the proposed sys-
tem in future. This can be extended to the implementation
of the Arduino web server; this will help to open the doors
to more IoT-based user-friendly implementations. The new
technique can also further improve retina-based access. To
make the system compact, the Raspberry Pi, a fully func-
tional computer, can replace the Arduino. With COVID-19
pandemic impact still ongoing, a contactless system is the
need of the hour, and proposed smart system can be helpful
in minimizing the spread of COVID-19 through contacts in
public facilities.
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Table 5: Comparison of performance with other published similar
work.

Contribution Image partitioning % Key parameters %

Wu et al. [1]

Validation - 80 Accuracy - 76

Training - 10 Sensitivity - 81.1

Testing - 10 Specificity - 61.5

Xu et al. [2]

Validation & Accuracy - 86.7

Training - 85.4 Sensitivity - 81.5

Testing - 14.6 Precision - 80.8

Javaheri et al. [35]

Accuracy - 91.66

Training - 90 Sensitivity - 87.5

Validation - 10 Specificity - 94

Present work

Accuracy - 92

Sensitivity - 94

Validation - 80 Precision - 96

Testing - 20 Specificity - 87
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